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Copyright Notice

Copyright (c) 2013 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunment is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Documents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunment. Code Conponents extracted fromthis docunent nust
include Sinplified BSD Li cense text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.

Abst ract

Thi s docunment builds on the GWPLS overlay nodel [RFC4208] and defi nes
extensions to the GWLS User-Network Interface (UNI) to support route
diversity within the core network for sets of LSPs initiated by edge
nodes. A particular exanple where route diversity within the core
network is desired, are dual -honmed edge nodes. The core network is
typically conmposed of multiple network dormai ns and those nmulti-domain
diversity aspects that have an inplication on the GVWPLS UN
extensions are di scussed.

The docunment al so defines GWLS UNI extensions to deal with | atency
requirenents for edge node initiated LSPs.

Thi s docunment uses a VPN nodel that is based on the sane prem se as
L1VPN franmework [ RFC4847] but nmay al so be applied to other
technol ogi es. The extensions are applicable both to VPN and non VPN
environments. These extensions nove the UNI from basic connectivity
to enhanced node connectivity by including additional constraints
whil e minimzing the exchange of CE to PE information. These
extensions are applicable to the overlay extension service nodel
Route Diversity for custonmer LSPs are a conmon requirenment applicable
to L1VPNs. The UNI mechani snms described in this document are L1VPN
conmpati ble and can be applied to achieve diversity for sets of
custonmer LSPs.

The UNI extensions in support of |latency constraints can also be

applied to the extended overlay service nodel in order for the
custonmer LSPs to neet certain |atency requirenents.
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1. Introduction

Thi s docunent builds on the GWLS overlay nodel [RFC4208] and defin
extensions to the GWLS User-Network Interface (UNI) to support rou
diversity within the core network for sets of LSPs initiated by edg
nodes. In the following, the termcustoner edge (CE) device is used
synonynously for the termedge node (EN) as in [ RFC4208].

Moreover, the VPN terninology (CE and PE) [RFC4026] is used bel ow
when the core network is a VPN but is also applicable to UNI
i nterfaces [ RFC4208].

This docunment uses a VPN nodel that is based on the sane prem se as
L1VPN framework [ RFC4847] but nay al so be applied to other
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technol ogi es. The extensions are applicable both to VPN and non VPN
environments. These extensions nove the UNI from basic connectivity
to enhanced node connectivity by including additional constraints
whil e nminimzing the exchange of CE to PE information. These
extensions are applicable to the overlay extension service nodel.

The overlay nodel assumes a UNI interface between the edge nodes of
the respective transport domains. Route diversity for LSPs from
singl e honed CE and dual -hone CEs is a common requirenent in optica
transport networks. This docunent describes two signaling variations
that may be used for supporting LSP diversity within the overlay

ext ension service nodel considering dual -honing. Dual-honming is
typically used to avoid a single point of failure (UNI |link, PE) or
if two disjoint connections are formng a protection group in the CE
device, e.g., 1+1 protection. Wile both nmethods are simlar in that
they utilize common nechanisns in the PE network to achieve
diversity, they are distinguished according to whether the CE is
permitted to retrieve provider SRLG diversity information for an LSP
froma PEL1L and pass it on to a PE2 (SRLG information is shared with
the CE), or whether a new attribute is used that allows the PE2 that
receives this attribute to derive the SRLGinformation for an LSP
based on the attribute value. Figure 1 below is depicting the
scenari o.

The core network is typically conposed of nultiple network donains
(different providers, geographical separation, etc.) and sone nulti-
domai n diversity aspects have inplications on the GVWPLS UN
extensions defined in this docunent. It shall be noted that path
conmputation can be done in two different ways for each domain: GWPLS
supports distributed routing providing each node in the domain the
capability to do constraint-based path conputation while the
utilization of the centralized path conputation el enent (PCE)
approach is another option. The GWLS UNl extensions defined in this
docunent are applicable to both path conputation approaches and al so
m xed scenarios are supported where sone domains utilize the

di stributed path conputation approach while other donmains are using a
PCE.

The extended overlay service nodel can support other extensions for
VPN signaling, for exanple, those related to | atency. Wen requesting
di verse LSPs, |atency nay al so be an additional requirenent.

2. Conventions used in this docunent
The key words "MJST", "MJST NOT', "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC-2119 [ RFC2119].
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In this docurment, these words will appear with that interpretation
only when in ALL CAPS. Lower case uses of these words are not to be
interpreted as carrying RFC- 2119 significance.

3. Contributors

The Authors would like to thank Eve Varma and Sergio Belotti for
their review and contributions to this docunent.

4, LSP Diversity in the Overlay Extension Service Mde

The L1VPN Franmewor k [ RFC4847] (Enhanced Mode) describes the overlay
ext ensi on service nodel, which builds upon the UNI Overlay [ RFC4208]
serving as the interface between the CE edge node and the PE edge
node. In this service nodel, a CE receives a list of CE-PE TE |ink
addresses to which it can request a L1VPN connection (i.e.
menbership information) and nay include additional information
concerning these TE links. This docunent further builds on the
overl ay extension service nodel by adding shared constraint
information for path diversity in the optical transport network.
VWhile the L1VPN for optical transport is an exanple specific VPN
technology the term VPN is used generically since the extensions can
apply to GWLS UNI's and VPNs for other technol ogies.

Two signaling variations are outlined here that nay be used for
supporting LSP diversity within the overlay extension service node
consi dering dual -homing. Wile both nmethods utilize comon

mechani snms in the PE network to achieve diversity, they are

di stingui shed according to whether the CEis permtted to retrieve
provider SRLG diversity information for an LSP froma PElL and pass it
on to a PE2 (SRLG information is shared with the CE or whether a new
attribute is used that allows the PE2 that receives this attribute to
derive the SRLG information for an LSP based on this attribute val ue.
The sel ection between these nethods is governed by both PE-network
specific policies and approaches taken (i.e., in terns of how the
provi der chooses to performrouting internal to their network).

The first method (see 4.1.1) assunes that provider Shared Resource
Link Goup (SRLG Identifier information is both avail able and
shareabl e (policy decision) with the CEE Since SRLG I Ds can then be
used (passed transparently between PEs via the dual -honed CE) as
signal ed information on a UNI nessage, a mechani sm supporting LSP
diversity for the overlay extension service nodel can be provided via
strai ghtforward signaling extensions.

The second nethod (see 3.1.2) assunes that provider SRLG IDs are

either not avail able or not shareabl e (based on provider network
operator policy) with the CE. For this case, a nechanismis provided
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where information signaled to the PE on UNI nessages does not require
shared know edge of provider SRLG IDs to support LSP diversity for
the overl ay extensi on nodel

Whi | e both nethods could be inplenented in the sane PE network, it is
likely that a GWLS VPN CE network woul d use only one mechanismat a
time.

4.1. LSP diversity for dual -homed custoner edge (CE) devices

Si ngl e- honmed CE devices are connected to a single PE device via a
single UNI Iink (could be a bundle of parallel |inks which are
typically using the same fiber cable). This single UNI |ink may
constitute a single point of failure. Such a single point of failure
can be avoi ded when the CE device is connected to two PE devices via
two UNI interfaces as depicted for CEL in Figure 1 bel ow

For the dual -homi ng case, it is possible to establish two connections
fromthe source CE device to the sane destination CE device where one
connection is using one UNIl link to, for example, PEl and the other
connection is using the UNI Iink to PE2. In order to avoid single
points of failure within the provider network, it is necessary to

al so ensure path (LSP) diversity within the provider network in order
to achieve end-to-end diversity for the two LSPs between the two CE
devi ces. This docunment describes howit is possible to enable such
path diversity to be achieved within the provider network (which is
subject to additional routing constraints). [RFC4202] defines SRLG

i nformati on that can be used to allow GWLS to provide path diversity
in a GWLS controll ed transport network. As the two connections are
entering the provider network at different PE devices, the PE device
that receives the connection request for the second connection needs
to be capabl e of determnining the additional path conputation
constraints such that the path of the second LSP is disjoint with
respect to the already established first connection entering the
network at a different PE device. The methods described in this
document allow a PE device to deternine the SRLG information for a
connection in the provider network that is entering the network on a
di fferent PE device.

PE SRLG i nformation can be used directly by a CEif the CE

under stands the context, and the CE viewis limted toits VPN
context. In this case, there is a dependency on the provider
information and there is a need to be able to query the SRLGin the
provi der networKk.

It may, on the other hand, be preferable to avoid this dependency and

to decouple the SRLG identifier space used in the provider network
fromthe SRLG space used in the client network. This is possible with
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both nmet hods detail ed bel ow Even for the nethod where provider SRLG
information i s passing through the CE device (note the CE device does
not need to process and decode this information) the two SRLG
identifier spaces can renmain fully decoupled and the operator of the
client network is free to assign SRLG identifiers fromthe client
SRLG identifier space to the CE to CE connection that is passing

t hrough the provi der network.

Referring to Figure 1, the UNl signaling nmechani smnust support at
| east one of the two nmechani sns described in this docunment for CE
dual homing to achieve LSP diversity in the provider network

The descri bed nechani sns can al so be applied to a scenari o where two
CE devices are connected to two different PE devices. In this case,
the additional information that is exchanged across the UNI
interfaces al so needs to be exchanged between the two CE devices in
order to achieve the desired diversity in the provider network.

This informati on may be configured or exchanged by sone automated
mechani sm not described in this document.

In the dual - honming exanple, CE1 can locally correlate the LSP
requests. For the slightly nore conplicated exanple involving CE2 and
CE3, both requiring a path that shall be diverse to a connection
initiated by the other CE device, CE2 and CE3 need to have a comon
view of the SRLG information to be signaled. 1In this docunent, we
detail the required diversity information and the signaling of this
diversity information; however, the nmeans for distributing this
information within the PE donain or the CE dormain is out of scope.

S S

| Pl....] P
+o- -+ +o- -+
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Figure 1 Overlay Reference Di agram

In an overlay nodel, the infornmation exchanged between the CE and the
PE is kept to a nininmum

How di versity is achieved, in ternms of configuration, distribution
and usage in each part of the transport networks should be kept

i ndependent and separate from how diversity is signaled at the UN
bet ween the two transport networKks.

Si gnaling paranmeters discussed in this docunent are:

0 SRLG information (see [ RFC4202])

o Path Affinity Set
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4.1.1. Exchanging SRLG i nformati on between the PEs via the CE device

SRLG information is defined in [ RFC4202] and if the SRLG i nfornation
of an LSP is known, it can be used to calculate a path for another
LSP that is SRLG diverse with respect to an existing LSP. SRLG
information is an unordered list of SRLGs. SRLG information is
normal |y not shared between the transport network and the client
network; i.e., not shared with the CEs of a VPN in the VPN context.
However, this becones nore chall enging when a CE i s dual -honed. For
exanple, CE1 in Figure 1 nay have requested an LSP1 from CEL to CE2
via PEl1 and PE3. CE1 could subsequently request an LSP2 to CE2 via
PE2 and PE3 with the requirenent that it should be nmaxinmally SRLG
disjoint with respect to LSP1. Since PE2 does not have any

i nformati on about LSP1, PE2 would need to know the SRLG i nformation
associated with LSP1. If CEl could request the SRLG i nformation of
LSP1 fromPELl, it could then transparently pass this information to
PE2 as part of the LSP2 setup request, and PE2 woul d now be capabl e
of calculating a path for LSP2 that is SRLG disjoint with respect to
LSP1.

The exchange of SRLG information is achieved on a per VPN LSP basis
usi ng the existing RSVP-TE signaling procedures. It can be exchanged
in the PATH (exclusion information) or RESV message in the origina
request or it can be requested by the CE at any tinme the path is
active.

It shall be noted that SRLG information is an unordered |ist of SRLG
identifiers and the encoding of SRLG information for RSVP signaling
is already defined in [SRLG.info]. Even if SRLG information is known
for several LSPs it is not possible for the CEs to derive the

provi der network topology fromthis information

4.1.1.1. Operational Procedures

Retrieving SRLG i nfornmation froma PE for an existing LSP

When a dual -honmed CE device intends to establish an LSP to the sane
destination CE device via another PE node, it can request the SRLG
information for an already established LSP by setting the SRLG
information flag in the LSP attributes sub-object of the RSVP PATH
message (I ANA to assign the new SRLG flag). As long as the SRLG
information flag is set in the PATH message, the PE node inserts the
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SRLG sub-object as defined in [SRLG info] into the RSVP RESV nessage
that contains the current SRLGinformation for the LSP. If the

provi der network’s policy has been configured so as not to share SRLG
information with the client network, the SRLG sub-object is not
inserted in the RESV nessage even if the SRLG information flag was
set in the received PATH nessage. Note that the SRLG information is
expected to be always up-to-date.

Establ i shnent of a new LSP with SRLG di versity constraints:

When a dual - honed CE device sends an LSP setup requests to a PE
device for a new LSP that is required to be SRLG di verse with respect
to an existing LSP that is entering the network via another PE
device, the CE device sets the SRLG diversity flag (note: TANA to
assign the new SRLG diversity flag) in the LSP attributes sub-object
of the PATH nessage that initiates the setup of this new LSP. Wen
the PE device receives this request it calculates a path to the given
destination and uses the received SRLG i nformation as path
comput ati on constraints

4.1.1.2. Error Handling Procedures

When the CE device receives a RSVP PATH nessage with the SRLG
information flag set and if the provider’s network policy does not
permt sharing of SRLG infornmation, the PE device shall notify the CE
device by sending a RSVP PathErr with a Notify error code (error code
to be defined) "Retrieval of SRLG information not pernmitted". As
descri bed above, the PE device nmust not include the SRLG sub-object
with the SRLG information for the LSP in the RSVP RESV nessage.

If the PE device receives a RSVP PATH nessage for a new LSP with the
SRLG diversity flag set and SRLG information in the SRLG sub-obj ect,
the PE device tries to calculate a route to the given destination
that is SRLG diverse with respect to the provided SRLG i nfornation.
If no route can be found, a RSVP PathErr nessage with an error code
(error code to be defined) "No SRLG diverse route avail able toward
destination".

If the PE device receives a RSVP PATH nessage for a new LSP with the
SRLG diversity flag set and SRLG information in the SRLG sub-obj ect
and if the PE device does not support the SRLG sub-object, the PE
device shall send a PathErr message to the CE device, indicating an
"Unknown object cl ass"

Further error handling cases will be added in the next revision of
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this docunent.

4.1.2. Using Path Affinity Set Extension

The Path Affinity Set (PAS) is used to signal diversity in a pure CE
context by abstracting SRLG i nformation. There are two types of
diversity information in the PAS. The first type of information is a
single PAS identifier. The Second part is the optional PATH
information, in the formof Source and Destination addresses of an
exclude path or set of paths that MAY be specified. The notive behind
the PAS information is to have as little exchange of diversity

i nformati on as possi bl e between the VPN CE and PE el enents.

Rat her than a detailed CE or PE SRLG list, the Path Affinity Set
contains an abstract SRLG identifier that associates the given path
as diverse. Logically the identifier is in a VPN context and
therefore only unique with respect to a particular VPN

How the CE deternmines the PAS identifier is a local matter for the CE
adm nistrator. A CE may signal the PAS identifier as a diversity
object in the PATH nessage. This identifier is a suggested identifier
and nay be overridden by a PE under sone conditions.

For exanple, a PAS identifier can be used with no prior exchange of
PAS informati on between the CE and the PE. Upon reception of the PAS
identifier information the PE can infer the CEs requirenents. The
actual PAS identifier used will be returned in the RESV nessage.
Optionally an enpty PAS identifier allows the PE to pick the PAS
identifier.

Simlar to the section 4.1.1 on SRLG information, a PE can return PAS
identifier as the response to a Query allowing flexibility.

A PE interprets the specific PAS identifier, for exanple, "123" as
meani ng to exclude the PE SRLG i nformation (or equival ent) that has
been all ocated by LSPs associated with this Path Affinity Set
identifier "123", for any LSPs associated with the resources assigned
to the VPN. For exanple, if a Path exists for the LSP with the
identifier "123", the PE would use | ocal know edge of the PE SRLGs
associ ated with the "123" LSPs and exclude those SRLGs in the path
request. In other words, two LSPs that need to be diverse both
signal "123" and the PEs interpret this as neaning not to use shared
resources. Alternatively, a PE could use the PAS identifier to

sel ect fromalready established LSPs. Once the path is established it
becones the "123" identifier or optionally another PAS identifier for
that VPN that replaces "123".
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The optional PAS Source and Destination Address tuple represents one
or nore source addresses and destination addresses associated with
the CE Path Affinity Set identifier. These associ ated address tuples
represent paths that use resources that should be excluded for the
establishnent of the current LSP. The address tuple information
gives both finer grain details on the path diversity request and
serves as an alternative identifier in the case when the PAS
identifier is not known by the PE. The address tuples used in
signaling is within a CE context and its interpretation is local to a
PE that receives a Path request froma CE. The PE can use the address
information to relate to PE Addresses and PE SRLG i nformation. Wen
a PE satisfies a connection setup for a (SRLG diverse signal ed path,
the PE may optionally record the PE SRLG i nformation for that
connection in terns of PE based paranmeters and associate that with
the CE addresses in the Path nessage.

Specifically for L1VPNs, Port Information table (PIT) [ RFC5251] can
be |l everaged to transl ate between CE based addresses and PE based
addresses. The Path Affinity Set and associ ated PE addresses with PE
SRLG information can be distributed via the 1GP in the provider
transport network (or by other nmeans such as configuration); they can
be utilized by other PEs when other CE Paths are setup that would
require path/connection diversity. This information is distributed on
a VPN basis and contains a PAS identifier, PE addresses and SRLG

i nformati on.

If diversity is not signaled, the assunption is that no diversity is
required and the Provider network is free to route the LSP to
optinize traffic. No Path affinity set information needs to be
recorded for these LSPs. |If a diversity object is included in the
connection request, the PE in the Provider Network should be able to
| ook-up the existing Provider SRLG information fromthe provider
networ k and choose an LSP that is maximally diverse from other LSPs.

The mechani sns to achieve this are outside the scope of this
docunent .
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A new VPN Di verse LSP LABEL object is specified:

0 1 2 3
01234567890123456789012345678901
o T g S S
| Length | Type (TBA) |0] Ctype (TBA)|
B i s T T S T et S S T S I T s sl s ol ST S S S

1 2 3
01234567890123456789012345678901

i T e o o s T e e et e ok o Sl e
| ADDR Length | Nunber of PAS | D reserved |
B i S S T s i S T st i S S S S S S S S i
[ Path Affinity Set identifier [
T T e b i i e e o S I SR S
| Sour ce Address (vari able) |
e T e e e i e S S e R h o o R
| Destinati on Address (vari able) |
B i S S T s i S T st i S S S S S S S S i

Figure 2 Diverse LSP infornation

1. The Address Length field (8 bits) is the nunber of bytes for both
the source address and destination address. The address may be in
any format from1 to 32 bytes but the key point is the custoners
can naintain their existing addresses. A value of zero indicates
there are no addresses incl uded.

2. The Number of Path Affinity (8 bits) sets is included in the
object. This is typically 1. Addition of other sets is for further
st udy.

3. The Path affinity Set identifier (4 bytes) is a single nunber that
represents a sunmarized SRLG for this path. Paths with that sane
Path Affinity set should be set up with diverse paths and
associated with the path affinity set. A value of all zeros
allows the PE to pick a PAS identifier to return. A PAS
identifier of an established path may be different than the
requested path identifier

4. The diversity Bit (D) (one Bit) indicates if the diversity nust be
satisfied when set as a one. If a PE finds an established path
with a Path Affinity set matching the signaled Path Affinity Set
or the signaled Address tuple it should attenpt find a diverse
pat h.
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5. The Diverse Path Source address/destination address tuple is that
of an established LSP in the PE network that belongs to the same
Path Affinity Set identifier. If the path for these addresses is
not established or cannot be determ ned by the PE edge processing
the PATH request then the path is established only with the Path
Affinity identifier. If the path(s) for these address tuples are
known by the PE the PE uses the SRLG informati on associated with
these addresses. If in any case a diverse path cannot be setup
then the Diverse bit controls whether a path is established
anyway. The PE nust use the PIT to translate CE Addresses into
provi der addresses when correlating with provider SRLG
i nformati on. How SRLG i nformati on and network address tuples are
distributed is for future study.

4.1.2.1. Operational Procedures

When a CE constructs a PATH nmessage it may optionally specify and
insert a Path Affinity Set in the PATH nmessage. This Path Affinity
Set may optionally include the address of an LSP that that could
belong to the same Path Affinity Set. The Path Affinity Set
identifier is a value (0 through 2**32-255) that is independent of
the mechanismthe CE or the PE use for diversity. The Path Affinity
Set is a single identifier that can be used to request diversity and
associ ate diversity.

When processing a CE PATH nessage in a VPN Overlay, the PE first

| ooks up the PE based addresses in the Provider Index Table (PIT). If
the Path Affinity Set is included in the PATH nessage, the PE nust

l ook up the SRLG information (or equivalent) in the PE network that
has been allocated by LSPs associated with a Path Affinity Set and
excl ude those resources fromthe path conputation for this LSP if it
is a new path. The PE may alternatively choose froman existing path
with a disjoint set of resources. If a path that is disjoint cannot
be found, the value of the PAS diversity bit deternines whether a
pat h should be setup anyway. |If the PAS diversity bit is clear, one
can still attenpt to setup the LSP. A PE should still attenpt to

m nim ze shared resources but that is an inplenentation issue, and is
out side the scope of this docunent.

Optionally the CE may use a value of all zeros in the PAS identifier
allowing the PE to select an appropriate PAS identifier. Al so the PE
may to override the PAS identifier allowing the PE to re-assign the
identifier if required. A CE should not assune that the PAS
identifier used for setup is the actual PAS identifier

4.1.2.2. Error Handling Procedures
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The PAS object nust be understood by the PE device. Otherw se, the CE
shoul d not use the PAS object. Path Message processing of the PAS

obj ect SHOULD follow CTYPE 0. An Error code of | ANA (TBD) indicates
that the PAS object is not understood.

When a PAS identifier is not recognized by a PE it nust assune this
LSP defines that PAS identifier however the PE nay override PAS
identifier under certain conditions.

If the identifier is recognized but the Source Address-Destination
address pair(s) are not recognized, this LSP nust be set up using the
PAS identifier only.

If the identifier is recognized and the Source Address-Destination
address pair(s) are also recogni zed, then the PE SHOULD use the PE

SRLG i nformati on associated with the LSPs identified by the address
pairs to select a disjoint path.

The Following are the additional error codes:

1. Route Blocked by Exclude Route Val ue | ANA ( TBA)

4.1.2.3. Distribution of the Path Affinity Set Information
Informati on about SRLG is already available in the | GP TE dat abase. A
PE network can be designed to have additional opaque records for
Provi der paths that distribute PE paths and SRLG on a VPN basis. Wen
a PE path is setup, the following information allows a PE to | ookup
the PE diversity information:
0o L1 VPN Identifier 8 bytes
0 Path Affinity Set Identifier
0 Source PE Address
o Destination PE Address
o List of PE SRLG (vari able)
The source PE address and destination PE address are the sane

addresses in the VPN PIT and correspond to the respective CE address
i dentifiers.
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Note that all of the infornmation is local to the PE context and is
not shared with the CE. The VPN Identifier is associated with a CE
The only value that is signaled fromthe CEis the Path Affinity Set
and optionally the addresses of an existing LSP. The PE stores source
and destination PE addresses of the LSP in their native format al ong
with the SRLG information. This information is internal to the PE
network and is al ways known.

PE paths may be setup on demand or they may be pre-established. Wen
pat hs are pre-established, the Path Affinity Set is set to unassigned
0x0000 and is ignored. Wien a CE uses a pre-established path the PE
may set the Path SRLG Path Affinity Set value if the CE signals one
otherwi se the Path Affinity Set remains unassigned 0x0000.

4.2. Multi-domain LSP Diversity Aspects for Dual -homed CE Devices

The two nechani sns descri bed above to achieve LSP diversity for
dual - homed CE devi ces can be applied to single-donmain provider
networks as well as nulti-donmain provider networks. This section
addresses multi-domai n aspects including both single provider multi-
domai n networ ks and nul ti-provider networks where the subdivision
into nmultiple domains is obvious due to the organizational boundaries
bet ween di fferent providers. Specifically, when nmultiple providers
are involved, SRLGidentifiers as well as PAS identifiers nust be
adm ni strabl e i ndependently for each provider network.

For the single provider nmulti-domain case, there are two
possibilities how SRLG or PAS identifiers can be handl ed:

0 Subdividing the identifier space into ranges assigned to donains
0 Scoping the identifiers to domains
4.2.1 Subdividing Identifier Spaces into Ranges

Subdi viding the identifier space into disjoint ranges and assi gni ng
the different ranges to the different domain is one possibility to
apply the LSP diversity mechani sms defined in this docunent to a
mul ti-domai n environnent. This does not require additional protoco
extensions. Caution is, however, required when the identifiers are
assigned. They mnust be selected strictly fromthe identifier range
that has been assigned to the specific domain. Froma network
operations perspective, this can be an option for a single provider
mul ti-domain network while it may be |l ess applicable to nmulti-

provi der networks where mini mal dependency is desired.

4.2.2 Scoping ldentifier Spaces to Donains

Fedyk et al. Expi res August 2014 [ Page 16]



Internet-Draft draft - f edyk- ccanp- uni - ext ensi ons February 2014

[ DRAFT DOVAI N SUBOBJECTS] defines new RSVP-TE domai n sub-objects for
the purpose of identifying domains. Domain sub-objects can be used to
scope SRLG or PAS identifiers to a specific domain. Wth this
extension, the full SRLG or PAS identifier space can be used within
each domain. When a new nulti-domain LSP shall be established, the
diversity constraints can be signaled in the formof a sequence of a
scopi ng domai n sub-object followed by the list of SRLGs (SRLG sub-
object) or the PAS sub-object, e.g.: [donain_sub-object(Dn),

SRLG sub-obj ect(Dn)] for domain Dn.

4.2.3. Miulti-donmain Diversity Aspects in Case Donmains Wilize a PCE

Typically, the core network is conposed of multiple network domains
(different providers, geographical separation, etc.) and sone nulti-
domai n diversity aspects have inplications on the GVWLS UN
extensions defined in this docunent.

For GWPLS controll ed networks, two options are defined how path
comput ati on can be done

o Distributed path conputation, i.e., each node is capable to
perform constraint-based path conputation

0 Centralized path conputation utilizing PCE as defined in [ RFC4655]

The GWLS UNI extensions defined in this docunent shall be applicable
to both path conputation approaches and al so m xed scenarios shall be
supported where sone donmmins utilize the distributed path conputation
approach while other domains are using a PCE

In case a network domain uses a PCE, path information for all LSPs
crossing the domain can be stored in the PCE s dat abase and [ DRAFT
PATH KEY] defines a nmechani sm how a LSP diversity constraint can be
signaled in the RSVP-TE eXcl ude Route Object (XRO using a unique
pat h key encoded in a path key sub-object. Further details can be
found in [ DRAFT PATH KEY].

If the scoping approach as defined in section 4.2.2 above is applied,
the diversity constraint for an LSP can be signaled in the formof a
sequence of a donain sub-object followed by a path key sub-object
and the path key sub-object itself contains the PK-owner-1D that
tells the ingress node of a dommin receiving the diversity constraint
whi ch PCE instance it has to consult.

For m xed scenarios, where sone donains are using the distributed

pat h conputati on approach while the other domains are utilizing a
PCE, the LSP diversity constraint can be signaled in the formof a
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sequence of a scoping domain sub-object followed by the list of SRLGs
(SRLG sub-obj ect) or the PAS sub-object (distributed path

comput ation) or the path key sub-object for domains using a PCE
Hence the diversity constraint for a donain Dn has the foll ow ng
form

[ domai n_sub- obj ect (Dn), SRLG sub-object(Dn) | PAS_subobject(Dn) |
PK_sub- obj ect (Dn) ]

5. Latency Signaling Extensions

Sone network applications are sensitive to latency (sonetinmes al so
call ed delay) while other applications are sensitive to |atency
variation (sonetimes also called delay variation). Specifically, rea
tinme applications typically do have certain latency requirenents. It
shall be noted that latency variation is typically not an issue for
TDM net wor ks i ncluding the WDM | ayer. For these technol ogi es the

| atency is constant and there is no latency variation added. Latency
variation is typically caused in packet networks or when packet based
services are encapsulated into a constant bit rate server |ayer
signal, which requires buffering of the arriving packets that may
arrive in bursts. An exanple is an Ethernet VLAN service that is
mapped into a constant bit rate server |ayer such as an ODUk or
ODUf | ex OIN si gnal

The GWLS UNI as defined in [ RFC4208] does not support |atency as a
signaling paraneter that would allow a CE device to signal to the PE
device that latency and/or |atency variation constraints need to be
met when a path is calculated for the requested LSP. The path

comput ation function does typically calculate a route to the given
destination that has the least TE netric (least cost routing).
However, if a CE device requests an LSP via the UNI interface for an
application that is sensitive to latency/latency variation, it should
be possible to signal to the PE device that the objective function
shoul d rather take latency into account instead of the TE netric.

In order to support latency/latency variation as path conputation
constraint, the network has to support |atency/latency variation as
TE netric extension as defined in [ DRAFT OSPF TE METRI C EXT] - note
that [ DRAFT OSPF TE METRI C EXT] is using the terns del ay/ del ay
variation instead of |atency/latency variation.

A latency requirement can be added to signaling in the formof a
constraint [ DRAFT OBJECTI VE FUNCTI ON]. The constraint can take the
form of :

o Mnimal |atency
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0o Maxi mum acceptabl e | atency (upper bound)
o Mnimal |atency variation
0 Maxi mum acceptabl e | atency variation (upper bound), if applicable

Wil e sone systens nay be able to conmpute routes based on del ay
metrics it is usual that mnimzing the accunulated TE link metric
(link cost) or the number of hops subject to bandwi dth reservation
are satisfied as the object function and delay is not considered.
When considering diversity latency falls after diversity constraints
have been satisfied.

Recording the |l atency of existing paths [ DRAFT TE METRIC RECORD] to
ensure they neet a maxi mum acceptable | atency can be utilized to
ensure | atency constraint is net.

When a low | atency path is required, the nminimze |atency subject to
other constraints criteria should be signaled. A CE device can use
the recorded |l atency to ensure that the maxi mum acceptabl e | at ency
has been net.

5.1. RSVP-TE Extensions

At the UNI, the RSVP-TE extensions as defined in [ DRAFT OBJECTI VE
FUNCTI ON] SHALL be used for signaling the PE device whether a path
with minimal latency is requested or whether certain | atency/l atency
vari ation upper bound constraints shall be nmet for the end-to-end
connection, i.e., fromthe source CE device to the destination CE
device. The foll owi ng objective function (OF) code point SHALL be
used in the OF sub-object of the EROto indicate that |atency/l atency
variation constraints SHALL be taken into account when the path
computation function that is invoked by the PE node that expands the
route fromthe PE device to the destination CE device:

0 OF code value 8 (to be assigned by 1ANA) is for the M ninmm
Latency Path (M.P) OF

0 OF code value 9 (to be assigned by IANA) is for M nimum Lat ency
Variation Path (M.VP) OF

Additionally, an optional OF netric-bound sub-object MAY be carried
within an ERO obj ect of the RSVP-TE Path nessage. The two netric-
bound sub-obj ects defined in [ DRAFT OBJECTI VE FUNCTI ON] that are
corresponding to the two OFs above are:

0 netric bound sub-object of Type T=4: Cunul ative Latency

Fedyk et al. Expi res August 2014 [ Page 19]



Internet-Draft draft - f edyk- ccanp- uni - ext ensi ons February 2014

o nmetric bound sub-object of Type T=5: Cumul ative Latency Variation

The metric-bound indicates an upper bound for the path netric that
MUST NOT be exceeded for the ERO expendi ng node to consider the
conmputed path as acceptable. It shall be noted that the netric bound
included in the RSVP-TE Path nessage at the UNI has end-to-end

signi ficance, which nmeans that the upper bound netric constraint MJST
be met for the path fromthe source CE device to the destination CE
devi ce.

5.2. QOperational Procedures

The processing rules as defined in [ DRAFT OBJECTI VE FUNCTION] for the
OF sub-object and the optional OF netric-bound sub-object SHALL be
applied at the ingress PE device when the source CE device requests
an LSP (It shall be noted that [DRAFT OBJECTI VE FUNCTI ON] has a wi der
scope and nmay also apply to inter-domain interfaces, i.e., when the
provi der network is conposed of multiple separate domains.).

5.3. Error Handling Procedures

The error handling rules as defined in [ DRAFT OBJECTI VE FUNCTI ON] for
the OF sub-object and the optional OF netric-bound sub-object SHALL
be appli ed.

6. Security Considerations

Security for L1VPNs is covered in [ RFC4847], [RFC5251] and [ RFC5253].
In this docurment, the nodel follows a generic GWLS VPN based on the
L1VPN control plane nodel where CE addresses are conpletely distinct
fromthe PE addresses.

The use of a private network assunes that entities outside the

net wor k cannot spoof or nodify control plane conmmunications between
CE and PE. Furthernore, all entities in the private network are
assuned to be trusted. Thus, no security mechanisns are required by
the protocol exchanges described in this docunent.

However, an operator that is concerned about the security of their
private control plane network may use the authentication and
integrity functions available in RSVP-TE [ RFC3473] or utilize |Psec
([ RFC4301], [RFC4302], [RFC4835], [RFC5996], and [ RFC6071]) for the
poi nt-to-point signaling between PE and CE. See [ RFC5920] for a ful
di scussion of the security options available for the GWLS contro

pl ane.
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7. | ANA Consi derati ons

TBD
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