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Abst ract

Thi s docunent proposes to use Latent Configurations as described by
the SDP nedia capability negotiation framework [ RFC6871] for the
description and negotiation of CLUE encodi ngs.
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and nay be updated, replaced, or obsol eted by other docunents at any
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One of the issues faced in CLUE is how to describe the encodi ngs
ciated with the Advertised Captures. It was recently decided
that this encoding informati on would not be described in CLUE itself.
This means that other nmethods such as the use of SDP are required to
smt this encoding informati on. Wen considering the use of SDP

asso

tran

(and in particular the use of SDP O fer/ Answer)

it should be

recogni zed that there is a semantic difference between a CLUE

enco

ding and an SDP nedi a stream descri ption.

G ven the nature of a

CLUE exchange the encoding represents a Capture/ Streamthat may occur
he future (i.e. no resources are reserved) whereas a SDP O fer
typically relates to resources that are available at that point in

int

tine.

enco

di ngs using standard SDP O A nechani sns.

This does lead to conplications when trying to descri be CLUE

An alternate approach to using the standard SDP O A nechani sns for
describing CLUE encodings is to use the "SDP Capability Negotiation
framewor k" [ RFC5939] and in particular to use the SDP Medi a

Capabi lities Negotiation [ RFC6871].

Conf
int

G oves,

[ RFC6871] defines "Latent

igurations" as a neans to describe nedia streans that nmay be used

he future.
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2. Latent Configurations and CLUE

The sections bel ow di scuss different aspects and benefits of using
Latent Configurations to describe CLUE encodi ngs.

2.1. Semantics
[ RFC6501] defines a Latent Configuration as:

A latent configuration indicates which conbinations of
capabilities could be used in a future negotiation for the
session and its associated nedia stream conponents. Latent
configurations are neither ready for use nor offered for actua
or potential use in the current offer/answer exchange. Latent
configurations nmerely informthe other side of possible
configurations supported by the entity. Those |atent
configurations may be used to gui de subsequent offer/answer
exchanges, but they are not offered for use as part of the
current of fer/answer exchange.

From t he above description it can be seen that the semantic of a
Latent Configurations closely nmatches a CLUE nessage flow. I|.e. A
set of possible Captures/Encodings (e.g. configurations) are
Advertised, the receiver can choose particul ar Captures/Encodings and
then the actual nedia streamis subsequently established. Therefore
the authors believe that use of latent configurations is a good
semantic fit with CLUE to describe the encodi ngs.

2.2. Messaging

It has been recogni zed that CLUE Advertisenments nay contain a |large
nunber of Captures and as there may be nultiple encodi ngs per capture
potentially a | arger nunber of encodings.

Section 4.2 of CLUE signaling draft [I-D.kyzivat-clue-signaling]

i ndi cates the CLUE Provider uses an "m' line for each separate
encoding and utilizes the "a=inactive", "a=sendonly" and "a=recvonly"
to nmanage when the nedia flows are instantiated

This nmeans that ports nust be allocated for these "m lines and the
SDP O fer/ Answer [ RFC3264] rul es regardi ng nmai ntaining these "nf
Iines nmust be followed.

This results in potentially very |arge SDP descri ptions contai ni ng

superfluous information that nust be maintained for the life of the
sessi on.
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Latent Configurations allow a Provider to advertise potential nedia
wi thout allocating nultiple "ni' Iines or allocating ports for the
configurations. The SDP O A nodel doesn’t apply to Latent
Configurations which nmeans that less data is sent over the life of a
sessi on.

This allows a Provider to offer a basic nmedia stream for imediate
use (i.e. an audio "ni' line) and a list of latent configurations for
|ater use without the need for additional mlines. This is described
by [ RFC6871]:

A new attribute ("a=lcfg") specifies latent nedia stream

configurati ons when no corresponding nmedia line ("m") is
offered. An exanple is the offer of latent configurations for
vi deo even though no video is currently offered. |If the peer

i ndi cates support for one or nore offered | atent configurations,
the correspondi ng nedia strean(s) may be added via a new offer/
answer exchange.

AND

The "lcfg" attribute is defined as a nedia-level attribute since
it specifies a possible future nedia stream However, the "lcfg"
attribute is not necessarily related to the nmedia description
within which it is provided. Each nedia line in an SDP
description represents an of fered simultaneous nedi a stream
whereas each | atent configuration represents an additional stream
that may be negotiated in a future offer/answer exchange.

The use of Latent Configurations also nmeans that resources aren't
tied up and can be allocated when they are needed. i.e. from
[ RFC6871] :

A latent configuration represents a future capability; hence, the
"pt=" paraneter is not directly neaningful in the "lcfg"
attribute because no actual mnedia session is being offered or
accepted. It is pernmitted in order to tie any payl oad type
nunber paranmeters within attributes to the proper media format.

Therefore the authors believe that Latent Configurations provide a
clear benefit in terns of nessaging size and conpl exity over nornal
SDP O f er/ Answer mnechani sm for Advertising CLUE encodi ngs.

2.3. Correlation
One of the issues recognized in the CLUE work it that there needs to

be a correlation between the Captures signaled in CLUE and the
encodi ngs defined in SDP. The encoding identity (EncodelD) is used
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as an identity in CLUE. This sane identity is then assigned to the
encoding in SDP. Currently [I-D.kyzivat-clue-signaling] indicates
that the | abel attribute [RFC4A574] is used to identify the encoding
and that it is set per "m' line.

This sanme nethod can be used with Latent configurations as they allow
the use of SDP attributes in the configurations’ description

Section 3.3.8/[ RFC6871] shows an example of the use of "label" with a
| atent configuration, e.g.

a=lcfg:4 nt=video t=1 nFl a=41, 42
a=acap: 41 | abel : 13
a=acap: 42 content:slides

The use of Latent Configurations does not require any new SDP
attributes to be defined in order for it to be used for CLUE
encodi ngs.

2.4. Returning an Answer

A consumner upon receiving an SDP O fer containing CLUE rel ated | atent
configurations fromthe Provider could i mediately send an SDP answer
with the configurations that it could support, i.e. section 3.3.6.1/
[ RFC6871] :

Potential and/or latent configuration attributes nmay be returned
within an answer SDP to indicate the ability of the answerer to
support alternative configurations of the correspondi ng
strean(s).

The consuner would then send a CLUE Configure indicating the Capture
Encodings it wants. The Provider can then subsequently offer actua
medi a streans for the encodi ngs.

2.5. Interworking

One aspect to be considered is the | evel of adoption of the SDP nedia
capabilities negotiation framework in network entities. Wilst the
framework is not widely deployed it is supported by 3GPP (e.qg.

[ SDO- 3GPP. 24.292]) and is supported by the ITUT (e.qg.
[1TU. H248. 80. 2014] and [ITU. T38. 2010] .

I't must al so be recognized that CLUE itself is sonething conpletely
new and clients and network equi pnent nust be upgraded to support
CLUE signaling. Thus this equipnment could al so be upgraded to
support Latent Configurations at the sane tine.
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In cases where a CLUEfull client sends SDP requesting a CLUE channe
and a nunber of latent configurations to a client that doesn't
support CLUE or the nedia capability franework, the receiving client

will ignore the attributes associated with the latent configuration
as per normal SDP behavior. Thus there are no interworking issues in
this case.

In cases where a CLUEfull client sends SDP requesting a CLUE channe
and a nunber of latent configurations to a client that doesn't
support CLUE but DCES support the nedia capability framework, the
receiving client would ignore the CLUE related attributes but could
respond with what |atent configurations it could support. This would
all ow the sender to decide if it wanted to offer subsequent nedia
streans. Again there are no interworking issues in this case.

In either of the above cases the session between the clients woul dn’t
be forced to maintain "nf' lines for nedia that woul d never be used.

2. 6. Rel ati on to BUNDLE

At its core BUNDLE is about using SDP to describe that several "nf
lines use the sane | P Address/Port for the transport of RTP nedia.
If SDP O A is being used to describe CLUE encodings then there is a
potential interaction in that the CLUE encoding "m' |ines would all
be subj ect the BUNDLE procedures whether or not they were actually
used for nedia.

The use of Latent Configurations would sinplify this interaction
because Latent Configurations do not allocate or specify ports. They
woul d not be subject to BUNDLE procedures. Once the use of BUNDLE is
established (i.e. for the base nedia streans), then only the nedia
streans (Capture Encodings) that have been chosen by the Consumer can
be added to the BUNDLE

2.7. (Open Issues

There are several issues that need to be clarified in [RFC6871] with
respect to latent configurations.

1. Latent configurations are specified as nedia |level attributes and
thus may be associated with any mline in an SDP O A as they
don't really pertain to a particular nmedia. There appears to be
no gui dance as to with mline they should be associated with in
the case of multiple mline in a SDP Ofer.

2. It's not clear from[RFC6871] what happens to | atent

configurati ons when an endpoint decides to instantiate the | atent
configuration as an mline through an updated SDP O fer
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3.

Section 3.4.4/[ RFC6871] discusses nodi fying the session but has
m nimal information. It is assumed by the authors that the
| atent configuration is renoved once instantiated.

3. It needs to be clarified whether [ RFC6871] indicates that the SDP
Answerer SHOULD reply with the latent configurations it supports
or whether this is optional. |If it’s optional what does it nean?

4. [RFC6871] allows an SDP Answerer to reply with additional |atent
configurations. However it doesn't specify what action the SDP
O ferer should take. This needs to be clarified.

Exanpl e

This section describes an exanpl e session establishment utilizing
CLUE and |l atent configurations. The Provider offers a base audio
stream a CLUE channel (according to [I-D.ietf-music-sctp-sdp] and
several latent configurations related to video captures.

v=0

o=al i ce 2890844526 2890844526 I N | P4 host.anywhere. com
S=

c=I N | P4 host. anywhere. com

t=0 0

mFaudi o 49170 RTP/ AVP 0 ; Base audi o stream

a=rtpmap: 0 PCMJ 8000

; CLUE channel establishnent request
meappl i cation 49172 SCTP 49172
a=set up: act pass

a=connecti on: new

a=sct pmap: 49172 CLUE 1

; Offered configurations
a=rntap: 1 H264/90000 ; this is needed for the nF
a=rnctap: 2 VP8/ 90000

a=t cap: 1 RTP/ AVPF ; for the t=

a=acap: 5 sendonly

a=acap: 1 | abel : encodi ngl

a=lcfg:1 m=video t=1 n¥l|2 a=1,5 pt=1:100, 2: 101
a=acap: 2 | abel : encodi ng2

a=lcfg:2 m=video t=1 n¥l|2 a=2,5 pt=1:102, 2: 103
a=acap: 3 | abel : encodi ng3

a=lcfg:3 nt=video t=1 n¥l| 2 a=3,5 pt=1:104, 2: 105
a=acap: 4 | abel : encodi ng4

a=lcfg:4 m=video t=1 n¥l|2 a=4,5 pt=1:106, 2: 107

Figure 1: Initial Ofer
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The receiver is CLUE capabl e and responds indicating support of the
CLUE channel and indicates the |IP Address/Port where the Provider
shoul d establish a connection to. It also indicates that it only
supports H264 encodi ng.

v=0

o=bob 2890844730 2890844730 I N | P4 host.exanpl e. com
S=

c=I N | P4 host. exanpl e. com

t=0 0

mraudi 0 49920 RTP/ AVP 0

a=rtpmap: 0 PCMJ 8000

; Accepted SCTP CLUE connecti on
meappl i cati on 54321 SCTP 54321
c=INI1P4 192.0.2.1
a=set up: passi ve
a=connecti on: new

a=sct pmap: 54321 CLUE 1

; Accept ed configurations
a=rnctap: 1 H264/ 90000 ; this is needed for the nF

a=tcap: 1 RTP/ AVPF ; for the t=

a=acap: 5 sendonly

a=acap: 1 | abel : encodi ngl

a=lcfg:1 nt=video t=1 nF1|2 a=1,5 pt=1:100
a=acap: 2 | abel : encodi ng2

a=lcfg:2 m=video t=1 n¥l|2 a=2,5 pt=1:102
a=acap: 3 | abel : encodi ng3

a=lcfg:3 nt=video t=1 nF1|2 a=3,5 pt=1:104
a=acap: 4 | abel : encodi ng4

a=lcfg:4 nt=video t=1 n¥l|2 a=4,5 pt=1:106

Fi gure 2: Answer

Aut hor’s note: In the signaling docunent the grouping franmework

[ RFC5888] is used to indicate the "ni' lines that are under CLUE
control. It’s not clear whether a=group: CLUE and a=nmid is needed at
this stage or during the updated-Ofer. It could be assuned that the
above | atent configurations are related to CLUE due to the fact they
appear under the meFapplication SCTP/ CLUE |i ne.

On receipt of the SDP Answer the Provider establishes the SCTP
connection, performs CLUE version and capability negotiation (not
shown) and then sends the initial CLUE Advertisenent. In it the
Provi der advertises a single Capture Scene described by three video
captures (i.e. Left,Centre, Right) or a video capture of the entire
scene.
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Aut hor’s note: According to the current CLUE protocol work
[I-D.presta-clue-protocol], it’s the consumer that sends the first
Advertisenment. The author believes that the Provider should send the
first Advertisenent to align with the Ofer.

. I +
| Capture Scene #1 | [
B | --------------------------------- +
| vC1 | CaptureArea=Left |
[ | Encodi ngG oup=EGL [
| ve2 | CaptureArea=Centre |
| | Encodi ngG oup=EQX |
| VC3 | CaptureArea=Ri ght |
| | Encodi ngG oup=EG3 |
| V4 | CaptureArea=All |
[ | Encodi ngG oup=E4 [
| CSE(VCL, VC2, VC3) [ [
| CSE(VC4) I I
o e e e emeeeeaeaaaaa I T +
| Encodi ngG oups | |
S I T +
| EGL | Encodel D=encodi ngl [
| E& | Encodel D=encodi ng2 |
| E&3 | Encodel D=encodi ng3 |
| EA | Encodel D=encodi ng4 |
+ + +

Figure 3: Advertisenent

On receipt of the Advertisement the Consuner determines that it wants
the three video captures representing left/centre/right. It sends a
CLUE Configure to the Provider:

o e e e e e e e e ao oo o m e e e e e e e e e e e e mo— oo +
| vCi | encodi ngl |
| vC2 | encodi ng2 [
| VC3 | encodi ng3 |
B | --------------------------------- +

Figure 4: Configure

On receipt of the CLUE Configure the Provider deternines that the
Consuner wants to see VCl, VC2 and VC3 according to encodi ngl,

encodi ng2 and encodi ng3 respectively. The Provider then issues an
updated SDP Offer for three additional video streams. Note: The

| atent configurations have been renoved but the latent configuration
related to VC4/ encoding4 could also be maintained if still avail able.
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The grouping framework [ RFC5888] is used to indicate that the
addi tional video streans are under CLUE control

v=0

o=al i ce 2890844526 2890844526 I N | P4 host.anywhere.com
S=

a=group: CLUE 1 2 3

c=I N | P4 host. anywhere. com

t=0 0

mraudi 0 49170 RTP/ AVP 0 ; Base audi o stream

a=rtpmap: 0 PCMJ 8000

; CLUE channel estab. Req.
meappl i cation 49172 SCTP 49172
a=set up: act pass
a=connecti on: new

a=sct pmap: 49172 CLUE 1

;Addi tional video streans
mevi deo 49174 RTP/ AVPF 100
a=rtpmap: 100 H264/ 90000
a=| abel : encodi ngl

a=md: 1

a=sendonly

mevi deo 49176 RTP/ AVPF 102
a=rtpmap: 102 H264/ 90000
a=| abel : encodi ng2

a=md: 2

a=sendonly

mevi deo 49178 RTP/ AVPF 104
a=rtpmap: 104 H264/ 90000
a=| abel : encodi ng3

a=md: 3

a=sendonly

Figure 5: Updated O fer
The Consuner then receives the Updated Offer and confirns with an

updated Answer. Media flow for the 3 video streans then starts to
flow
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4.  Sunmary

The authors believe that the use of Latent Configurations is an idea
way to indicate CLUE encoding information. It is proposed that the

use of Latent Configuration is the preferred way of describing CLUE

encodi ng i nfornation.
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