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Abstract

The CLUE protocol is an application protocol conceived for the
description and negotiation of a CLUE tel epresence session. The
design of the CLUE protocol takes into account the requirenents and
the framework defined, respectively, in [I-D.ietf-clue-framewrk] and
[I-D.ietf-clue-tel epresence-requirenents]. The conpani on docunent
[1-D. kyzivat-clue-signaling] delves into CLUE signaling details, as
well as on the SIP/SDP session establishnment phase. W herein focus
on the application | evel perspective. Message details, together with
t he behavi or of both the Media Provider and the Media Consuner are

di scussed.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute
wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunments valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."

This Internet-Draft will expire on April 11, 2014.
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1.

I nt roducti on

The CLUE protocol is an application protocol used by a Media Provider
(MP) and a Medi a Consunmer (MC) to establish a CLUE nultinedia
tel epresence session. The main goals of the CLUE protocol are:

1. enabling a MP to fully announce its current tel epresence
capabilities to the MCin terms of avail able nedia captures,
encodi ngs, and sinultaneity constraints;

2. enabling a MCto request the desired nultinedia streans fromthe
of fering MP

CLUE protocol messages flow upon a DTLS/ SCTP/ UDP channel established
as depicted in [I-D. kyzivat-clue-signaling]. Wile

[1-D. kyzivat-clue-signaling] focuses on protocol signaling details
and on its interaction with the SIP/ SDP session establishnment phase,
we herein investigate the protocol in action and try to define the
behavi or of both the MP and the MC at the CLUE application |level. W
assune the DTLS/ SCTP/ UDP channel is established and di scuss how the
CLUE di al ogue between the MP and the MC can be exploited to
successfully setup the tel epresence session according to the
principles and concepts pointed out inin [I-D.ietf-clue-framwork].

In Section 3 we provide an overview of the CLUE protocol and describe
CLUE nmessages along with their features and functionality. MC s and
MP’s state machines are introduced in Section 4 and further described
in Section 5 and Section 6 respectively. Versioning, extensions and
options managenent nechanisns are di scussed in Section 7, Section 8
and Section 9, respectively. The XM. schenma defining the CLUE
nmessages is reported in Section 10.

Ter m nol ogy

This docunent refers to the same terminology used in
[I-Dietf-clue-framework] and in [I-D. kyzivat-clue-signaling].

Overvi ew of the CLUE protocol nessages

The CLUE protocol, as defined in the following, is a stateful
client-server, XM.-based application protocol. The server side of
the protocol is represented by a Media Provider, which produces nedi a
streans, while the client side is represented by the Media Consuner,
whi ch requests nedi a streans.

The MP first advertises the nedia captures and associ ated encodi ngs
to the MC, as well as possible sinultaneity constraints. The
description of such tel epresence features is made according to the
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information defined in the CLUE franework and data node
([I-D.ietf-clue-framework] and [I-D.ietf-clue-data-nodel -schema]).
The CLUE nmessage conveing the MP s nmultinmedia offer is the

ADVERTI SEMENT nessage. Such nessage | everages the XML definitions
provided in [I-D.ietf-clue-data-nodel-schema] for the description of
medi a captures, encodings, and sinultaneity constraints features.

The MC selects the desired streans conming fromthe MP by using the
CONFI GURE nessage, which nakes reference to the information carried
in the ADVERTI SEMENT previously received by the MP

In the following, a bird s-eye view of the CLUE protocol nessages is
provided. For each nmessage it is indicated who sends it, who
receives it, a brief description of the information it carries, and
how when it is used. Besides ADVERTI SEMENT and CONFI GURE, new
messages have been conceived in order to provide all the nechanisns
and operations envisaged in [I-D. kyzivat-clue-signaling].

o ADVERTI SEMENT ( ADV)

o CONFI GURE ( CONF)

0 RESPONSE
o RE-ADV
o OPTIONS

ADVERT| SEMENT

sta & Romano Expires April 11, 2014 [ Page 4]
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Hommmmm B T NS +
I I
| FROM [ MP [
I I I
S S R .., +
I I I
| TO I MC I
I I I
[ i +
| |
| TYPE | Notification |
I I I
Fommmmm e eaaaa T N NS +
DESCRI PTI ON This message is used by the MP to advertise the

I I
I I
[ avai l abl e nedia captures and related information |
| to the MC. |
| The ADV contains elenents conpliant with the |
| CLUE data nodel and other information |ike the |
| CLUE protocol version and a sequence nunber. |
I I

I I
| The MP sends this nessage as soon as the |
| CLUE channel is ready. The MP sends an ADV to the

| MC each tine there is a nodification of the MP' s
| tel epresence capabilities. |
[ The ADV nessage is al so sent back to the MC [
| when the MP receives a RE-ADV request. |

The ADV nessage is considered a notification since, during the

session, it can be sent fromthe MP al so on a per-event basis, i.e.
when the CLUE capabilities of the MP change with respect to the |ast
issued ADV. It is still to be discussed if a "delta" nechanismfor

advertising only the changes with respect to the previous
notification should be adopted. Simlar approaches have been
proposed for partial notifications in centralized conferencing
framewor ks ([ RFC6502]), leveraging the XML diff codification
mechani sm defined in [ RFC5261].

3.2. CONFI GURE
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Fommmmm e eaaaa T N NS +

I I
| FROM [ MC [
I I I
S S R .., +
I I I
| TO I P I
I I I
[ i +

I I
| TYPE | Request |
I I I
Fommmmm e eaaaa T N NS +

DESCRI PTI ON This message allows a MC to ask for the

encodi ngs and other information |ike the CLUE

I I
| ; ! . |
[ desired (advertised) capture. It contains capture
I I
| protocol version and a sequence nunber. |
I I

an ADV or each tine it wants to request other

I I I
| USAGE [ The MC can send a CONF after the reception of [
I I I
[ | advertised captures fromthe M. |

3.3. RESPONSE
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Fommmmm e eaaaa T N NS +

I I
| FROM | MP |
I I I
S S R .., +
I I I
| TO I MC I
I I I
[ i +

I I
| TYPE | Response |
I I I
Fommmmm e eaaaa T N NS +

DESCRI PTI ON This nessage allows a MP to answer to a CONF

I I
I I
[ nmessage. Besides the protocol version and a [
| sequence nunber, it contains a response code with |
[ a response string indicating either the success [
| or the failure (along with failure details) of |
| a CONF request el aboration. Exanple response |
| codes and strings are provided in the foll ow ng |
[ tabl e.

| USAGE | The MP sends this nmessage in response to a CONF |
[ [ nmessage. [

Response codes can be designed by adhering to the HITP semantics, as
shown bel ow.
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I I
| The XML syntax of the

| CONF nessage is not |
| correct. |

I I
| The CONF nessage [
| contains an invalid [
| paraneter val ue. |

requesting a capture is

I I I I
| 412 | Invalid identifier | The identifier used for

I I I I
| I | not valid or unknown. |

cont ai ns val ues that

| | | |
[ 413 | Conflicting values | The CONF nessage [
I I I I
| I | cannot be used toget her.

I I
| The sequence nunber of

| the CONF nessage is out |
| of date or corresponds |
| to an obsol eted ADV. [

I I
| Version not supported| The CLUE protocol |
[ | version of the CONF [
| | message is not supported|
| | by the MP

I I
| The option requested in

| the CONF nessage is not |
| supported by the M. |

TBC.
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3.

4.

---------- T
I I
FROM | MC |
I I
-------------- o o o e e e e e e e e e e e e e e e e e e e e eeee ot
I I
TO [ MP |
I I
-------------- e
I I
TYPE [ Request [
I I
-------------- o o m e e e e e e e e e e e e e e e e e e e me et
| _ |
DESCRI PTI ON | This message allows a MCto request a MP to |
[ i ssue a new copy of the ADV. This nessage can [
| contain a reason string indicating the notivation
[ for the request (e.g., refresh, nmissing elenents
| in the received ADV, wong syntax in the received
| ADV, invalid capture area, invalid |Iine of |
| capture point, etc). |
I I
-------------- o o o e e e e e e e e e e e e e e e e e e e e eeee ot
| _ |
USAGE | The MC sends this nessage to the MP when the |
| timeout for the ADV is fired, or when the ADV is |
| not conpliant with the CLUE specifications (this
[ can be useful for interoperability testing [
| pur poses) |
I I
-------------- o o m e e e e e e e e e e e e e e e e e e e me et
OPTI ONS

ToDo. See Section 9.
Prot ocol state nmchines

The CLUE protocol is an application protocol used between a Media
Provider (MP) and a Media Consuner (MC) in order to establish a

mul ti medi a tel epresence session. CLUE protocol nessages flow upon a
DTLS/ SCTP channel established as depicted in

[1-D. kyzivat-clue-signaling]. Over such a channel there are
typically two CLUE streans between the channel term nations flow ng
in opposite directions. In other words, typically, both channe

term nations act sinultaneously as a MP and as a MC. W herein

di scuss the state nmachi nes associ ated, respectively, with the MC
process and with the MP process.
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5.

Medi a Consuner’s state machi ne

An MC in the IDLE state is waiting for an ADV comng fromthe MP. If
the tineout expires ("tineout"), the MC switches to the TIMEQUT
state.

In the TIMEQUT state, if the nunber of trials is belowthe retry
threshold, the MC sends a RE-ADV/refresh nmessage to the MP ("send RE-
ADV'), switching back to the IDLE state. Oherwi se, the MC noves to
t he TERM NATED st at e.

When the ADV has been received ("receive ADV'), the MC goes into the
ADV RECEI VED state. The ADV is then parsed. |f sonething goes wong
with the ADV (bad syntax, mssing XM_ el enents, etc.), the MC sends a
RE- ADV nessage to the MP specifying the encountered problemvia a
proper reason phrase. In this way, the MC switches back to the IDLE
state, waiting for a new copy of the ADV. |If the ADV is successfully
processed, the MC issues a CONF nessage towards the MP ("send CONF")
and switches to the TRYI NG state.

VWhile in the TRYING state, the MCis waiting for a RESPONSE nessage
(to the issued CONF) fromthe MP. |If the tineout expires
("tinmeout"), the MC noves to the TIMEQUT state and sends a RE-ADV in
order to solicit a new ADV fromthe MP. |f a RESPONSE with an error
code is received ("receive 4xx, 5xx not supported"), then the MC
moves back to the ADV-RCVD state and produces a new CONF nessage to
be sent to the MP. If a successful RESPONSE arrives ("receive 200
K"), the MC gets into the IN CALL state. If a new ADV arrives in
the meanwhile, it is ignored. |ndeed, as soon as the tineout
expires, the MC switches to the TIMEQUT state and then sends a RE- ADV
to the MP.

When the MCis in the IN CALL state, it neans that the tel epresence
session has been set up according to the MC's preferences. Both the
MP and the MC have agreed on (and are aware of) the nedia streans to
be exchanged within the call. |If the MC decides to change sonething
in the call settings, it issues a new CONF ("send CONF") and noves
back to the TRYING state. |If a new ADV arrives fromthe MP ("receive
ADV'), it means that somnething has changed on the MP s side. The MC
then noves to the ADV-RCV state and prepares a new CONF taking into
account the received updates. Wen the underlying channel is closed,
the MC noves into the TERM NATED st at e.

The TERM NATED state is reachable from each of the aforenentioned
states whenever the underlying channel is closed. The corresponding
transitions have not been reported for the sake of sinplicity. This
term nation condition is a tenporary sol ution.
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oo - - +
R R ti meout------ P R S
| IDLE +<----+ | TI MEQUT| |
B T Sy send--------- B + |

| | RE- ADV(r ef resh) n |
I I I I
I I I I
recei ve send | |
ADV RE- ADV | |
+---receive------- + (m ssing el enents, [ [
| error RESP | invalid area,...) | |
I v v I I I
B T T pe e, [k - + | | |
R >+ ADV +----+ ti meout |
| +----- >| RECEIl VED| <- - - - - + | |
I I Homode oo + I I I
receive | | | | |
ADV I I I I I
I I I I I I
| receive send receive | |
| ADV CONF error RESP, | |
[ [ [ retry not expired [ [
I I v I I I
T Ty Hommma- e + |
B S + TRYING +------- + |
| | LTI R 5 |
| | | | |
I I I I I
receive| | receive send retry
error RESP, | 200 K CONF expires

retry | I I I

expi red| | | |

| | | |

I v I

I Hoo---- + I

oo o - + IN | |

| CALL +------ +

Fo - - -+

connection
cl osed
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S 2
R >+TERM NATED|
Fomm e +

6. Medi a Provider’'s state nachine

In the IDLE state, the MP is preparing the ADV nessage reflecting the
actual tel epresence capabilities. After the ADV has been sent, the
MP noves to the WAIT FOR CONF state.

When in the WAIT FOR CONF state, the MP is listening to the channel
for a CONF coming fromthe MC. If a RE-ADV is received, the MP goes

back to the IDLE state and issues an ADV again. |If telepresence
settings change in the neanwhile, it noves back to the |IDLE state
too, and prepares a new ADV to be sent to the MC. |If a CONF arrives,

the MP switches to the CONF RECEI VED state. |If nothing happens and
the tinmeout expires, than the MC falls into the TIMEQUT state.

In the TIMEQUT state, if the nunber of trials does not exceed the
retry threshold, the MC cones back to the IDLE state for sending a
new ADV. Oherwise, it goes to the TERM NATED st at e.

The MP in the CONF RECEI VED state is processing the received CONF in
order to produce a RESPONSE nmessage. If the MPis fine with the MC s
configuration, then it sends back a 200 OK successful RESPONSE and
moves to the IN CALL state. |If there are errors duting CONF
processing, then the MC returns a RESPONSE carrying an error response
code. Finally, if there are changes in the tel epresence settings, it
goes back to the IDLE state to issue an updated ADV.

When in the IN CALL state, the MP has successfully set up the

tel epresence session according to the MC's specifications. |f a new
CONF arrives, it switches to the CONF RECElI VED state to anal yze the
new request. |If a RE-ADV arrives, or sonme nodifications are applied

to the tel epresence options, then it noves to the IDLE state to issue
the ADV. When the channel is termnated, the MP falls into the
TERM NATED st at e.

The TERM NATED state is reachable fromeach of the aforenmenti oned

st at es whenever the underlying channel is closed. The corresponding
transitions have not been reported for the sake of sinplicity. This
term nation condition is a tenporary sol ution.
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e Sto---- o e m e e oo +
| R e > IDLE | <------------- retry---------- R +
| | e D e e G not | |
| I I I expi red I I
| I I I I I
| | change send receive | +Ho - oo - +
[ | telepresence ADV RE- ADV [ | TI MEQUT
| | settings | | | +H- - - - -+
(. I I I I o
| I v I I ||
| I Hooooooooo- +o- -t I ||
| | +----+ WAIT FOR +------------ timeout-------- Fommeoo-- + |
| | oo | |
change +o---- - +----- +<--+ | |
t el epresence | | | |
settings [ [ [ [
| | receive CONF error, | |
| | CONF retry not expired, | |
[ [ [ send error RESP [ [
(. I I I I
(. I I I I
| v I I I
(. Hoo-ooooooo- +o- -t I I
R + CONF [ [ [
| +----- >| RECEIVED |----CONF error, | |
| | +--- - +--- - + retry expired | |
I I I I I I
I I I I I I
I I I I I I
receive receive send | | |
RE- ADV CONF 200 K | | retry]
| | | | | expired
I I I I I I
I I I I I I
I I v I I I
I I Hoooooooo-- + change I I
| R + INCALL +-------- tel epresence------- + |
R e R + settings |
I I I
I I I
I I I
I I I
connection | |
cl osed | |
I I I
I I I
v I I
oo <o - - o e e +
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7

| TERM NATED | |

About CLUE protocol XM. schena versioni ng

CLUE protocol nessages are XM. nessages conpliant to the CLUE
protocol XM. schema. The version of the protocol corresponds to the
version of the schema. Both client and server have to test the
conpliance of the received nessages with the XML schema of the CLUE
protocol. |If the conpliance is not verified, the nessage cannot be
processed.

Qbviously, client and server can not comunicate if they do not share
exactly the sane XML schema. Such a schema is the one included in
the yet to cone RFC, and associated with the CLUE URN
"urn:ietf:parans: xm :ns:clue-nmessage". |If all CLUE-enabl ed devices
use that schema there will be no interoperability problenms due to
schema i ssues.

The version of the XML schema contained in the standard docunent
deriving fromthis draft will be 1.0. The subsequet versions of the
XML scherma shoul d be backward conpatible. This neans that they
shoul d define further features and functionality besides those
defined in the previous versions, in an increnmental way, wthout

i mpacting the basic rules defined in the previous version of the
schema. In this way, if a MPis able to speak, e.g., version 5.0 of
the protocol while the MC only understands version 4.0, the MP should
have no problemin reverting the dialogue to version 4.0 without
exploiting 5.0 features and functionality.

It is expected that, before the CLUE protocol XM. schema reaches a
steady state, prototypes devel oped by different organizations wll

conduct interoperability testing. |In that case, in order to

i nteroperate, they have to be conpliant to the current version of the
XM. scherm, i.e., the one copied in the nost up-to-date version of
the draft defining the CLUE protocol. The versions of the non-
standard XM. scherma will be nunbered as 0.01, 0.02, and so on

During the standard devel opment phase, the versions of the XML schema
wi Il probably not be backward conpatible so it is left to prototype
i npl ementers the responsibility of keeping their products up to date.

Even though strongly discouraged, if a future version of the protoco
i s designed which breaks the backward conpatibility constraint, this
ascpect MJST be explicitely advertised in the correspondi ng new RFC
docunent. In such a case, it would up to developers to update their
systens accordingly.
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8. Extensibility issues

Al t hough the standard version of the CLUE protocol XM schema will be
designed to thoroughly cope with the requirenments energing fromthe
application domain, new needs night arise in the future. Such needs
may relate to two nmain aspects of the protocol

the information carried in the existing nessages (for exanple, we
may want to add nore fields within an existing nmessage);

the nmeani ng of the nessages. This is the case if there is no
proper nessage for a certain task, so a brand new CLUE nessage
needs to be defined.

8.1. Aspect 1 - newinformation within existing nmessages
CLUE nessages are envel opes carrying two types of information:

XML el ements defined within the CLUE protocol XML schema itself
(protocol -specific information)

other XML el enents conpliant to the CLUE data nobdel schema (data
nmodel i nfornmation)

When new protocol -specific information i s needed sonewhere in the
prot ocol messages, it can be added in place of the <any> el enments and
<anyAttribute> el ements envisioned by the protocol schema. The
policy currently defined in the protocol schenma for handling <any>
and <anyAttribute> elenents is:

el ement For mDef aul t =" qual i fi ed"
attri but eFor nDef aul t ="unqual i fi ed"”

In that case, the new information nust be qualified by nanespaces
other than "urn:ietf:params:xm:ns:clue-nmessage" (the protocol URN)
and "urn:ietf:parans: xm :ns:clue-info" (the data nodel URN)

El ements or attributes from unknown nanmespaces MJST be ignored

The other matter concerns data nodel information. Data nodel
information is defined by the XML schena associated with the URN
"urn:ietf:parans:xm:ns:clue-info". Also for the XM. el enents
defined in such a schena there are extensibility issues. Those

i ssues are overcone by using <any> and <anyAttri bute> pl acehol ders.
Simlarly to what said before, new information within data node

el ements can be added in place of <any> and <anyAttri bute> schema

el ements, as long as they are properly namespace qualified. |If brand
new data nodel el enments are needed, then there are three options:
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8.

9.

1. witing dowm a new version of the data nodel schema, with the new
el ements added after the existing ones. This is a possible
solution. However, we must state that tel epresence applications
are forced to check the version attribute of the schema they use.

2. putting all the new el enents inside a brand new schema to be
linked to a new URN that the nobst up to date tel epresence system
must be aware of.

3. designing a wildcard envel ope for future data nodel el enents.
2. Aspect 2 - new nessages

New CLUE protocol nessages, not envisioned in the standard version of
the schema, are needed. Also in that case we have three chances:

witing down a new version of the protocol schema, with the new
messages added after the existing ones. The sanme considerations
of the first option above hold here.

putting all the new nessages inside a brand new schema to be
linked to a new URN that the npbst up to date tel epresence system
must be aware of. [Editors’ note: we strongly dislike this
option!!]

designing a wildcard envelope for future nmessages. This is an
approach used also within the CCMP protocol (Centralized

Conf erenci ng Mani pul ation Protocol, [RFC6503]). 1In that case, a
mechani sm for the extension negotiation is al so envisioned.

Managi ng protocol version negotiation and extensions: the OPTI ONS
r equest

In this section we provide a nechani smfor handling protocol
extension matters as those pointed out in the previous section, as
wel | as version negotiation issues.
We propose a new request message issued by the MCto the MP as soon
as the CLUE channel is instatiated: the OPTIONS request. This
message carries

the CLUE protocol version spoken by the MC

the data nodel extensions supported by the MC

the protocol extensions supported by the MC

When the MP receives the OPTIONS nessage, it reads the CLUE protoco
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version of the MC (the highest protocol version of the MC). If the
MC s version is higher than the MP s one, then the MP responds to the
MC by using in the RESPONSE nessage its version. The MC has to
downgrade the CLUE dial ogue to the version specified by the MP in the
subsequent CLUE nessages. |If the MC's version is equal to (case i)
or lower than (case ii) the MP version, then the MP will use in the
RESPONSE nessage the sanme version as the one in hthe OPTI ONS nmessage
and all subsequent CLUE nessages mnust carry that version nunber. In
the (ii) case, it is the MP who has to to downgrade the CLUE di al ogue
in order to be understood by the MC

A data nodel extension is a set of XM definitions related to the
description of tel epresence capabilities that is contained in an XM
schema and which is different fromthe normative CLUE data node
schema. Such XM. definitions can represent further entities not
envisioned in the CLUE franework at the time of witing of the data
nodel draft. The entities defined in a data nodel extension can
appear in place of the <any> and <anyAttribute> el enents included in
the data nodel docunent. A data nodel extension is then represented
by a reference to the defining XM. schema. The schema reference is
represented by a URI defining the schema |ocation. [TBC] If a data
nodel extension is supported by both a MP and a MC, it neans that
both are aware of the associated XML schena and of the neani ngs of
the elenments defined within it

A protocol extension is a set of XM. definitions related to the CLUE
protocol that is contained in an XM. schema which is different from
the normative CLUE protocol schema. Such definitions can represent:
(i) information to be carried within the existing nessages in place
of <any> and <anyAttribute> elenments; (ii) new nessages designed for
the CLUE tel epresence control. Such XML definitions refer to

i nformati on not envisioned during the CLUE protocol design phase. A
protocol extension is then represented by a reference to the defining
XM. schema. |If a protocol extension is supported by both a MP and a
MC, it means that both are aware of the associated XM. schema and of
the meanings of the elenents defined within it.

When the MP receives the MC s OPTIONS nmessage, it selects the data
nmodel extensions and the protocol extensions that it is able to
support, and then provides theminto the RESPONSE nessage back to the
MC. Only the extensions included in the RESPONSE nessage can be used
during the tel epresence session.

The XML schema definition of the OPTIONS nessage is provided in the
fol | owi ng.
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<l-- CLUE OPTI ONS REQUEST -->

<xs: conpl exType name="opti onsMessageType" >
<xs: conpl exCont ent >

<xs: ext ensi on base="cl ueRequest MessageType" >
<XS:sequence>

<!-- optional fields -->

<xs:el enent ref="options" mnCccurs="0"/>
<XS:any nanespace="##ot her"
processCont ent s="| ax" m nCccurs="0"/>

</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<l-- CLUE OPTIONS -->
<xs: el enent nanme="options" type="optionsType"/>

<xs: conpl exType nane="opti onsType">
<XS:sequence>
<xs: el enent name="dm exts" type="schemaRefList" m nCccurs="0" maxQccurs="1"/>
<xs: el enent name="protocol -exts" type="schemaRefList" m nCccurs="0"
maxQccur s="1"/>
</ xs: sequence>
</ xs: conpl exType>

<!-- SCHEMA REF LI ST TYPE -->

<xs: conpl exType nanme="schemaRef Li st">

<sequence>

<el enent nane="schenmaRef" type="xs:anyURl " maxQOccur s="unbounded"/>
</ sequence>

</ xs: conpl exType>

9.1. An exanpl e using OPTI ONS

An exanpl e of OPTIONS di al ogue is provided in the follow ng.
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10.

R + R +
| M| | M|
| | | |
oo - -+ oo - -+
I
OPTIONS 3.0

dmext: sl1, s2, s3
pr-ext: s4, sb5

Com e e e a oo - - +
RESPONSE 1.0
dmext: sl
pr-ext: -

S >

ADV 1.0

e >

When the CLUE channel is ready, the MC issues an OPTIONS request to
the MP. The MC uses the 3.0 version of the CLUE protocol, and
supports schenmas sl1, s2, s3 as data nodel extensions and schenas s4,
s5 as protocol extensions.

The MP speaks the 1.0 version of the CLUE protocol and supports only
the first data nodel extension anong those indicated by the MC. It
then issues a v. 1.0 RESPONSE to the MC copying only the supported
option. The MCis able to understand that it can use only the 1.0
version of the protocol and the sl extension

XML Scherma of CLUE protocol nessages

In this section we paste the XML schema defining the ADVERTI SEMENT,
CONFI GURE and RESPONSE nessages contained in

[1-D. kyzivat-clue-signaling]. At the time of witing, it assunes
that encodings are described in SDP as mlines with a text
identifier, and that the identifier has the sane value as the
encodi ngl Ds enbedded in the <encodi ngG oups>. However, that
assunption is still under discussion in the context of the CLUE-SDP
coupling issues.
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<?xm version="1.0" encodi ng="UTF-8" ?>

<xs:schema

versi on="0. 02"

t ar get Nanmespace="urn: i etf: parans: xn : ns: cl ue- nessage"
xm ns:tns="urn:ietf:paranms: xnm : ns: cl ue- nessage"

xm ns: xs="http://ww. w3. org/ 2001/ XM_Schena"

xm ns:dme"urn:ietf:paranms: xm : ns:clue-info"

xm ns="urn:ietf:paranms: xm : ns: cl ue- nessage”

el ement For mDef aul t =" qual i fi ed"

attri but eFor nDef aul t =" unqual i fi ed" >

<!-- Inport data nodel schema -->
<xs:inport nanmespace="urn:ietf:parans: xm :ns:clue-info"
schemalLocati on="cl ue- dat a- nodel - 01. xsd"/ >

<!-- ELEMENT DEFINITIONS -->

<xs: el enent nanme="response" type="responseMessageType"/>
<xs: el enent nanme="advertisenent" type="advertisenment MessageType"/>
<xs: el enent name="configure" type="configureMessageType"/>
<xs: el enent name="readv" type="readvMessageType"/>

<xs: el enent nanme="options" type="opti onsMessageType"/>

<!-- CLUE MESSAGE TYPE -->

<xs: conpl exType nanme="cl ueMessageType" abstract="true">
<XS:sequence>

<!-- mandatory fields -->

<!-- TBS: version info -->

</ xs: sequence>

</ xs: conpl exType>

<l-- CLUE REQUEST MESSAGE TYPE -->

<xs: conpl exType nanme="cl ueRequest MessageType" abstract="true">
<xs: conpl exCont ent >

<xs: extensi on base="cl ueMessageType" >

<XS:sequence>

<!-- mandatory fields -->

<xs: el enent name="request Nunber" type="xs:integer"/>
</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<l-- CLUE OPTI ONS REQUEST -->

<xs: conpl exType name="opti onsMessageType" >
<xs: conpl exCont ent >

<xs: extensi on base="cl ueRequest MessageType" >
<XS:sequence>

<!-- optional fields -->

Presta & Ronmano Expires April 11, 2014 [ Page 21]



Internet-Draft draft-presta-clue-protocol -02 Cct ober 2013

<XS:
<XS:
proc

</ Xs:
</ Xs:
</ Xs:
</ Xs:

<l --
<XS:

<XS:
<XSs
<XS:
<XS:

</ xs
</ xs

<!--
<XS:
<seq

el ement ref="options" nm nCccurs="0"/>
any nanespace="##ot her"

essContent s="1ax" m nCccurs="0"/>
sequence>

ext ensi on>

conpl exCont ent >

compl exType>

CLUE OPTIONS -->
el ement name="options" type="optionsType"/>

conpl exType nane="opti onsType">

. sequence>

el ement name="dm exts" type="schemaRefList" m nCccurs="0" maxCccurs="1"/>

el ement name="protocol -exts" type="schemaRefList" m nCccurs="0"
maxQccurs="1"/>

. sequence>

:conpl exType>

SCHEMA REF LI ST TYPE -->
compl exType nane="schenmaRef Li st">
uence>

<el enent nane="schenmaRef" type="xs:anyURl " maxQccur s="unbounded"/>
</ sequence>

</ xs

<l--
<XS:
<XS:
<XS:
<XS:
<l--

</ Xxs:
</ Xs:
</ Xs:
</ Xs:

<l--
<XS:
<XS:
<XS:
<XS:
<l--
<XS:
<XS:
<l--
<XS:

s conpl exType>

CLUE NOTI FI CATI ON MESSAGE TYPE - - >
conmpl exType nane="cl ueNoti fi cati onMessageType" abstract="true">
conpl exCont ent >
ext ensi on base="cl ueMessageType" >
sequence>
mandatory fields -->
sequence>
ext ensi on>
conpl exCont ent >
conmpl exType>

CLUE RESPONSE MESSAGE TYPE -->
conpl exType nane="cl ueResponseMessageType" >
conpl exCont ent >
ext ensi on base="cl ueMessageType" >
sequence>
mandatory fields -->
el ement name="request Nunber" type="xs:integer"/>
el ement nanme="reason" type="reasonType" m nCccurs="1"/>
optional fields -->
any nanespace="##ot her"
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processCont ent s="| ax" m nCccurs="0"/>
</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<!-- RESPONSE MESSAGE TYPE -->

<xs: conpl exType nanme="responseMessageType" >
<xs: conpl exCont ent >

<xs: ext ensi on base="cl ueRequest MessageType" >
<XS:sequence>

<!-- mandatory fields -->

<l-- TBD. -->

</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<! -- CLUE ADVERTI SEMENT MESSAGE TYPE -->

<xs: conpl exType nane="adverti senent MessageType" >
<xs: conpl exCont ent >

<xs: extension base="cl ueNotificati onMessageType" >
<Xs: sequence>

<!-- mandatory fields -->

<xs: el enent name="advNunber" type="xs:unsignedint"/>
<xs: el enent nane="nedi aCapt ur es"

t ype="dm nmedi aCapt ur esType"/ >

<xs: el enent nane="encodi ngG oups"
type="dm encodi ngG oupsType"/ >

<l-- The encodings are defined via identifiers in the SDP
ref erenced in encodi ngG oups -->

<xs: el enent nanme="capt ur eScenes"

t ype="dm capt ur eScenesType"/ >

<!-- optional fields -->

<xs: el enent name="si nmul t aneousSet s"
type="dm si nul t aneousSet sType" m nCccurs="0"/>
<Xs:any nanespace="##ot her"

processCont ent s="| ax" m nCccurs="0"/>

</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<! -- CLUE CONFI GURE MESSAGE TYPE -->
<xs: conpl exType nanme="confi gureMessageType" >
<xs: conpl exCont ent >
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<xs: extensi on base="cl ueRequest MessageType" >
<XS: sequence>

<!-- mandatory fields -->
<xs: el enent name="advNunber" type="xs:unsignedint"/>
<!-- optional fields -->

<xs: el enent nanme="capt ur eEncodi ngs"
type="dm capt ur eEncodi ngsType" m nCccurs="0"/>
<XS:any nanespace="##ot her"
processCont ent s="| ax" m nCccurs="0"/>

</ xs: sequence>

</ xs: ext ensi on>

</ xs: conpl exCont ent >

</ xs: conpl exType>

<!-- REASON TYPE -->

<xs: conpl exType nane="reasonType" >

<xs: si npl eCont ent >

<xs:extension base="xs:string">

<xs:attribute type="xs:short" name="code" use="required"/>
</ xs: ext ensi on>

</ xs: si npl eCont ent >

</ xs: conpl exType>

</ xs: schena>

11. Exanpl es
TBD

12. Handling channel errors
TBD

13. Diff with the -01 version

XML Scherma noved here from [1-D. kyzi vat - cl ue-si gnal i ng]

2013

advNunber introduced to couple a configure with an adverti senent

nessage
added i ntroductory text

added a version and extension negotiation proposa
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14.

15.

Dff with -00 version

draft-presta-clue-protocol -02 Cct ober 2013

MC and MP state di agrans have been updated for discussion in
http://ww.ietf.org/mail-archive/web/clue/current/ nsg02650. ht m

Consi derati on about protocol extension and versioning have been

added to foster discussion.
I nformati ve References

[I-D.ietf-clue-data-nodel -scheng]

[I-D.ietf-clue-franework]

[I-D.ietf-clue-tel epresence-requirenents]

[1-D. kyzi vat -cl ue-si gnal i ng]

[ RFC5261]

Presta, R and S. Romano,
"An XML Schema for the
CLUE data nodel ", draft-
i etf-clue-data-nodel -
schema-00 (work in
progress), July 2013.

Duckworth, M, Pepperell,
A., and S. Wenger,
"Framework for

Tel epresence Ml ti -
Streans", draft-ietf-clue-
framework-11 (work in
progress), July 2013.

Romanow, A., Botzko, S.
and M Bar nes,
"Requirenments for

Tel epresence Mul ti -
Streans", draft-ietf-clue-
t el epresence-requiremnment s-
05 (work in progress),
August 2013.

Kyzivat, P., X ao, L.

G oves, C., and R Hansen,
"CLUE Signaling", draft-
kyzi vat - cl ue- si gnal i ng- 05
(work in progress),

Sept enber 2013.

Ur pal ai nen, J., "An

Ext ensi bl e Mar kup Language
(XM.) Patch Operations
Framework Utilizing XM
Pat h Language ( XPat h)

Sel ectors", RFC 5261,

Sept enber 2008.

Presta & Ronmano Expires April 11, 2014 [ Page 25]



Internet-Draft draft-presta-clue-protocol -02 Cct ober 2013

[ RFC6502] Camarillo, G, Srinivasan,
S., Bven, R, and J.
Ur pal ai nen, "Conference
Event Package Data For nat
Extension for Centralized
Conf erenci ng (XCON) ",
RFC 6502, March 2012.

[ RFC6503] Barnes, M, Boulton, C,
Romano, S., and H.
Schul zrinne, "Centralized
Conf erenci ng Mani pul ati on
Prot ocol ", RFC 6503,
March 2012.

Aut hor s’ Addr esses

Roberta Presta

Uni versity of Napoli
Via Caudio 21
Napoli 80125

Italy

EMai | : roberta. presta@mnina.it
Si non Pi etro Ronmano

Uni versity of Napoli

Via Cdaudio 21

Napoli 80125

Italy

EMai | : spromano@nina. it

Presta & Ronmano Expires April 11, 2014 [ Page 26]






