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Abst r act

Despite its name, DNS-Based Service Discovery can use nam ng systens
ot her than the Domai n Nanme System when | ooking for services.

D fferent name systenms use different conventions for the characters
allowed in any nane. In order for DNS-SD to be used effectively in
environnments where nultiple different nane systens are in use, it is
important to follow a common set of conventions for naning. This
meno presents an outline of the reqiurenments for selection of |abels
for nDNS and DNS when they are expected to interoperate in this
manner .
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the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. I nt roduction

DNS- Based Service Di scovery (DNS-SD, [RFC6763]) specifies a nechani sm
for discovering services using queries both to the Donain Name System
(DNS, [RFC1034], [RFC1035]) and to Multicast DNS (nDNS, [RFC6762]).
Conventional use of the DNS generally follows the host name rul es

[ RFC0952] for labels -- the so-called LDH rule. That convention is
the reason behind the devel opnent of Internationalized Domai n Nanes
for Applications (IDNA2008, [RFC5890], [RFC5891], [ RFC5892],

[ RFC5893], [RFC5894], [RFC5895]). It is worth noting that the LDH
rule is a convention, and not a strict rule of the DNS. It is
assuned to be true wi dely enough, however, that in many circunstances
nanes cannot be used unless they cleave to the LDH rule.

At the sanme tine, nDNS requires that |abels be encoded in UTF-8, and
permts a range of characters in |labels that are not permtted by

| DNA2008 or the LDH rule. For exanple, nDNS encourages the use of
spaces and punctuation in nDNS nanmes (see [RFC6763], section 4.1.3).
It does not restrict which Unicode code points may be used in those

| abel s, so long as the code points are UTF-8 in Net-Unicode [ RFC5198]
format.

Users of applications are, of course, frequently unconcerned wth
(not to say oblivious to) the name-resolution systen(s) in service at
any given nmonent, and are inclined sinply to use the sanme names in
different contexts. As a result, the sane string mght be tried as a
nane using different nane resolution technologies. |If DNS-SDis to
be used in an environnment where both nDNS and DNS are to be queried
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for services, then the names to be queried will need to be conpatible
with the rules and conventions for both DNS and nDNS.

One approach to interoperability under these circunstances is to use
a single operational convention for names under the different naning
systens. This meno posits such a use profile, and outlines what is
necessary to make it work.

1.1. Conventions and terns used in this docunent

Wher ever appropriate, this nmenp uses the term nol ogy defined in
Section 2 of [RFC5890]. |In particular, the reader is assunmed to be
famliar with the terns "U- | abel”, "LDH | abel", and "A-1abel" from
that docunment. Similarly, the reader is assuned to be familiar with
the U+NNNN not ation for Uni code code points used in [ RFC5890] and

ot her docunents dealing with Unicode code points. 1In the interests
of brevity and consistency, the definitions are not repeated here.

This meno refers to nanmes in the DNS as though the LDH rul e and

| DNA2008 are strict requirements. They are not. DNS |labels are, in
principle, just collections of octets, and therefore in principle the
LDH rule is not a constraint. |In practice, applications often
intercept labels that do not conformto the LDH rule and apply | DNA
and ot her transformations.

The term "owner name" (common to the DNS vernacular) is used here to
apply not just to the names to be | ooked up in the DNS, but to any
nane that night be | ooked up either in the DNS or using nDNS.

2. Requirenents for a profile for |abel interoperation

Any interoperability between nDNS and DNS will require
interoperability across some of the portions of a DNS-SD Service

I nstance Nanme (see Section 3) that are inplicated in regular nDNS and
DNS | ookups. The open question is which of the portions are
inplicated. 1In any case, if a given portion is inplicated, the
profile will need to apply to all labels in that portion

Because the profile will need to apply to nanes that might need to
interoperate with nanes in the DNS, and because nDNS pernmits | abels
that | DNA does not, the profile will reduce the |abels that may be
used with nDNS. Consequently, sone recomendations from [ RFC6763]
will not really be possible to inplenment using names subject to the
profile. In particular, [RFC6763], section 4.1.3 reconmends that
rich text, human-readabl e | abels be used, and includes punctuation

and space characters in the exanples. It is not clear whether such
uses will be possible, because spaces and nost punctuation are
permitted neither in U labels nor in LDH |abels. In addition, the
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same section reconmends that |abels always be stored and conmuni cat ed
as UTF-8, even in the DNS. Because |IDNA2008 libraries will treat any
Uni code- encoded | abel s as candidate Ul abels and attenpt to perform
resolution in A-label form the advice to store and transmt |abels
as UTF-8 in the DNS is likely to encounter problens. By contrast,
nDNS nornmal |y uses UTF-8.

U- | abel s cannot contain upper case letters. That restriction extends
to ASClI | -range upper case letters that work fine in LDH I abels. It
may be confusing that the character "A" works in the DNS when none of
the characters in the label has a diacritic, but does not work when
there is such a diacritic in the label. Labels in nDNS nanes may
contai n upper case characters, so the profile will need either to
restrict the use of upper case or cone up with a reliable and

predi ctabl e convention for case folding.

3. DNS-SD portions

DNS- SD specifies three portions of the owner nane for a DNS-SD
resource record. These are the <lnstance> portion, the <Service>
portion, and the <Domain>  The owner nane made of these three parts
is called the Service Instance Nane. It is worth observing that a
portion may be nore than one |abel long. See [RFC6763], section 4.1

3.1. The <lInstance> Portion of the Service |nstance Nane

[ RFC6763] is clear that the <lnstance> portion of the Service
Instance Nanme is intended for presentation to users, and therefore
virtually any character is pernmitted init. There are two ways that
a profile mght address this portion; a specification of the profile
will need to select one of these strategies.

The first option is to treat this portion as likely to be intercepted
by systemw de | DNA-aware resolvers. |In this case, the portion needs
to be nade subject to the profile, thereby curtailing what characters
may appear in this portion. This approach permts DNS-SD to use any
standard system resol ver but presents inconsistencies with the DNS-SD
specification and with DNS-SD that is exclusively nDNS-based.

The second option is to specify that the portion never be handl ed by
"nornmal " DNS resolution, and that it instead be handl ed by a specia
DNS-SD resolution path. In this case, DNS-SD works as it always
does, but at the cost of a possibly nore conplicated systemw de
resol ver or special resolution code built into the DNS-SD system
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3.

3.

2. The <Service> Portion of the Service |Instance Nane

DNS- SD i ncl udes a <Servi ce> conponent in the Service |Instance Nane.
This conponent is not really user-facing data, but is instead contro
data enbedded in the Service Instance Nane. This conponent includes
so-cal |l ed "underscore | abels", which are | abels prepended with U+005F
(_). The underscore |abel convention was established by DNS SRV
([RFC2782]) for identifying netadata inside DNS nanmes. A systemw de
resol ver (or DNS m ddl ebox) that cannot handl e underscore |abels wll
not work with DNS-SD at all, so it is safe to suppose that such
resolvers will not attenpt to do special processing on these |abels.
Therefore, the <Service> portion of the Service Instance Nanme wil|l

not be subject to the profile.

3. The <Domai n> Portion of the Service Instance Nane
The <Donmi n> portion of the service instance nanme forns an integra
part of the QNAME submitted for DNS resolution, and a systemw de
resol ver that is | DNA2008-aware is likely to interpret labels with
UTF-8 in the QNAVE as candi dates for | DNA2008 processing. Therefore,
these labels will need to be subject to the profile.
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