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Abstract

The docunent proposes a solution to be able to set up the alternative
path for specific | eaf nodes of a P2MP TE LSP. Correspondi ng RSVP-TE
protocol extension is also defined. The solution is used to cope
with the issue that in some scenarios traffic | oss happens even if
there exists possible path for the | eaf nodes.

Requi renents Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Status of This Meno

This Internet-Draft is submitted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups nmay also distribute
wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on April 17, 2014.
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[ RFC4461] presents a set of requirenents for the establishment and
mai nt enance of Point-to-Miltipoint (P2MP) Traffic-Engi neered (TE)

Mul ti-protocol Label Switching (MPLS) Label Swi tched Paths (LSPs).

[ RFC4875] defines extensions to the RSVP-TE protocol for setup of
P2MP TE LSPs. P2MP TE LSPs are set up with a series of traffic

engi neering constraints. These constraints are applied to all S2L
sub-LSPs. This may cause the issue that sone S2L sub-LSPs can be set
up while others cannot set up according to the constraints. There
may be worse case that sone S2L sub-LSPs cannot be restored after
link failure according to the constraints. Wen P2MP TE LSPs are
used for specific applications, it will cause continuous traffic

|l oss. This docunent identifies the applicability issue and proposes
the solution and correspondi ng protocol extension

2. Term nol ogy

Thi s docunent uses term nol ogi es defined in [ RFC2205], [ RFC3031],
[ RFC3209], [RFC3473], [RFC4090], [RFC4461] and [ RFC4875].

3. Pr obl em St at enment

The P2IMP TE LSP is set up with a series of traffic engineering
constrains such as bandwi dth, explicit path, affinity
property(color), etc. These traffic engineering constraints are
applied to path conputation for all S2L sub-LSPs. Owing to the

net wor k provi sion sone | eaves of the P2MP LSP are not reachable
according to the required constraints (it will be called primary
constraints in the following text). There nay be the worse case that
all | eaves are reachabl e at the beginning and they are not reachable
when failure happens. |In fact in the scenario these |eaves can be
reachable if ignore sonme or all of the primary constraints
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4.1.

Li,

N M******O

Figure 1. Constraints for P2MP TE LSP

An exanple for P2MP TE LSP setup is shown in the figure 1. A is the
root node and F, N and Mare |leaf nodes. The link with |’ means the
link with red color and the link with '*’ means the Iink with green
color. The constraint is that the link with red color should be
chosen for the path. For the |leaf node M the path is

A->B->E->H >K-M Wen |ink between H and K fails, there is no path
with red color can be found fromA to M This will cause the initia
avail able traffic break until the link between H and K restores. The
continuous traffic | oss can cause bad user experience if the P2MP TE
LSP is used for IPTV or other applications. 1In fact, during the
course of failure, there is an alternative path fromA to M (
A->B->E->H >l ->L->K->M ) if the link with green color can be chosen.

Mechani sns

In order to solve the above applicability issue for P2MP TE LSP
alternative constraints can be specified for the P2MP TE LSP to
calculate paths to specific | eaf nodes if the path with the primary
constraints is not available. The P2MP TE LSP is set up with sone
S2L sub-LSPs using the primary constraints while the other S2L sub-
LSPs using the alternative constraints. The constraints may be used
in the downstream nodes, such as ASBR node, and the alternative
constraints MJUST be propagated to keep the consi stence through RSVP-
TE protocol extensions.

Pat h Conmputation in Root Node
When alternative constraints is allowed for a specific P2MP TE LSP in
the root node, the node MUST try to conpute paths for all |eaf nodes
using the primary constraints. |f paths with the prinmary constraints
are available for all |eaf nodes, the alternative constraints MJST
NOT be used.

When paths with the primary constraints are not available for
specific | eaf nodes, the alternative constraints SHOULD be used to
cal culate paths for these |leaf nodes. |n order to get available
paths, the alternative constraints should be | ooser than the primary
constraints. The alternative constraints can be set as zero to
simplify the process and the best-effort path as routing is

cal cul at ed

When cal cul ate paths with the alternative constraints, the
constraints MJUST be applied to the whole S2L sub-LSP. That is, it is
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4. 2.

4. 3.

Li,

prohi bited that some parts of the S2L sub-LSP satisfies the prinmary
constraints while other parts satisfies the alternative constraints.
If the root node can not cal culate the whole S2L sub-LSP ( abstract
node exists in the calculated path ), the alternative constraints
MUST be used in the downstream nodes path cal cul ation

The root node will keep trying to re-optinmize to a better path to
meet the primary constraints, and it is outside the scope of this
docunent .

Al ternative Constraints Propagation

When setup P2MP LSP, the primary constraint is carried according to
the RSVP-TE protocol extension which is defined in [RFC4875]. |If the
paths to specific | eaf nodes are conputed using alternative
constraints, the alternative constraints MJST be carried
corresponding to the S2L sub-LSPs to these | eaf nodes in the Path
message. These alternative constraints corresponding to S2L sub-LSPs
are propagated along the paths fromthe root node to the | eaf nodes.

There are two nethods for RSVP-TE protocol to propagate the
alternative constraints. One is to propagate alternative constraints
in separate nessage fromprinary constraints. This nmethod can reuse
current P2MP RSVP-TE Message, and does not introduce any extension
The other method is to propagate primary and alternative constraints
in single RSVP Message, and need sonme extension on the Path Message.

When alternative constraints are received for one or nore S2L sub-
LSPs, they MJST be used when cal culating for those S2L sub-LSPs,
while the primary constraints MJST be used for other S2L sub-LSPs
without alternative constraints. This will be described in detail in
the section 5 and 6.

Resource and Labe

When the Resv nessage is propagated fromthe | eaf nodes to the root
node, the transit node MJUST reserve resource according to the traffic
paraneters specified by the required constraints. However, the
comon upstream node, such as A, B node in figure 1, may have
different traffic paraneters required if both the primary and
alternative constraints exist. But no natter the paranmeters are sane
or different, all sub-LSPs in one P2MP LSP MJST share the resource
and use same inconing Label on the comon nodes.

Met hod of Separate Messages

Propagating alternative constraints through separate nessages does
not need to introduce any extension on RSVP nessages based
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6

6

1.

Li,

on[ RFC4875]. However, it needs to change on Path and Resv Message
processing. According to [ RFC4875], the constraints for all sub-LSPs
that belongs to one P2MP LSP should be the sane. This docunent

i ntroduces that sub-LSPs can have different constraints in the sane
P2MP LSP. In this case, a node supporting alternative sub-LSPs MJST
accept such different constraints for [ocal processing and continue
to propagate themto downstream nodes. The resource reservation and
Label processing are as described in Section 4.3.

Exception for the LSP attributes defined by alternative constraints,
the S2L sub-LSP descriptors and Sub-Goup identifier, the separate
Pat h Message has the sane objects with other Path nmessages for sane
P2MP LSP.

If a node cannot support alternative sub-LSPs, it MJST send PathErr
Message back to Ingress and stop the establishnment for such sub-LSPs.
But other sub-LSPs with primary constraints SHOULD not be i npacted.

Met hod of Single nessage

This method needs to extend Path Message based on [ RFC4875] to carry
both primary and alternative constraints in single nessage.

Pat h Message For mat

<Path Message> ::= <Common Header> [ <INTEGRITY> ]
[ [ <MESSAGE_I D ACK> | <MESSAGE_ | D NACK>] ...]
[ <MESSAGE_I D> ]
<SESSI ON> <RSVP_HOP>
<TI ME_VALUES>
[ <EXPLI G T_ROUTE> ]
<LABEL_REQUEST>

<PROTECTI ON> ]

<LABEL_SET> ... ]

<SESSI ON_ATTRI BUTE> ]

<NOTI FY_REQUEST> ]

<ADM N_STATUS> ]

<POLI CY_DATA> ... ]

<sender descriptor>

[ <S2L sub-LSP descriptor |ist>]

———_—_———

The following is the format of the S2L sub-LSP descriptor |ist.

<S2L sub-LSP descriptor list> ::= <S2L sub-LSP descri ptor>
[ <S2L sub-LSP descriptor list>]

<S2L sub-LSP descriptor> ::= <S2L_SUB LSP>
[ <P2MP SECONDARY_EXPLI CI T_ROUTE> ]
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[ <P2MP SECONDARY_SESSI ON_ATTRI BUTE> ]
[ <P2MP SECONDARY_SENDER TSPEC> |

In the Path nmessage, S2L_SUB LSP for specific |l eaf nodes can carry
the alternative constraints besides the explicit route . <P2MP
SECONDARY_SESSI ON_ATTRI BUTE> and <P2MP SECONDARY_ SENDER TSPEC> are
added to specify the alternative constraints such as resource
affinity, setup and holding priority and traffic paraneters. The
format, O ass Num and C Type of <P2MP SECONDARY_SESSI ON ATTRI BUTE>
and <P2MP SECONDARY_SENDER TSPEC> are all the sanme as

<SESSI ON_ATTRI BUTE> defi ned by [ RFC3209] and <SENDER TSPEC> defi ned
by [RFC2210]. The downstream node can judge that the

SESSI ON_ATTRI BUTE and SENDER TSPEC objects are for alternative
constraints of specific S2L sub-LSP when they are placed foll ow ng
correspondi ng S2L_SUB LSP object. For convenience, we still use the
nanes, P2MP SECONDARY_ SESSI ON_ATTRI BUTE and P2MP
SECONDARY_SENDER TSPEC, to represent these two objects for specific
sub- LSPs.

6.2. Path Message Processing

6. 3.

Li,

When a node receives a Path Message with P2MP

SECONDAY_SESSI ON_ATTRI BUTE and P2MP SECONDARY_SENDER TSPEC obj ect s
foll owing one or more S2L_SUB LSP objects, it can judge that such
sub-LSPs are alternative sub-LSPs which have attributes identified by
these two obj ects.

If after a branch node, the alternative sub-LSP will become al one,
then the branch node will signal a new Path Message for that
alternative sub-LSP in the normal way. This neans, for this new path
message, the content of P2MP SECONDAY_SESSI ON_ATTRI BUTE and P2MP
SECONDARY_SENDER TSPEC obj ects will be carried by the primary
SESSI ON_ATTRI BUTE and SENDER TSPEC |i ke a nornmal P2MP Pat h Message,
and these two new objects will not be carried any nore to downstream
The SUB-Goup ID for that path nessage will also be a new val ue
different fromthe original Primary sub-LSP for the sanme egress.

If a transit node cannot support alternative sub-LSPs, it MJST send a
Pat hErr Message back to ingress.

O her Messages
The format of Resv Message based on [ RFC4875] does not need to be
nodi fied. But a new case for Resv Message processing is introduced

that, a branch node nmay receive different traffic paraneters in
FLOWSPEC of the sane P2MP LSP from di fferent downstream nodes. |t
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MUST cal cul ate the shared resource for resource reservation and carry
the result as FLOASPEC to upstream

For other RSVP Messages based on [ RFC4875], the nessage format and
processi ng have no change.

7. | ANA Consi derations
TBD.
8. Security Considerations

Thi s docunment does not introduce any security issues above those
identified i n[ RFC4875].
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