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Abstract

MPLS Transport Profile (MPLS-TP) linear protection is defined in

[ RFC6378]. That however is limited to 141 and 1:1 protection and is
not able to care that the nultiple failures are occurred on both
wor ki ng and protection paths.

Thi s docunent describes why we need to consider the case for nultiple
failures, and lists some requirenents for nulti-failure protection
(MFP) functionality.
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I nt roduction

Net work survivability - the ability of the network to renain
functioning in the face of failures - is an inportant property of a
network built to provide service guarantees.

For MPLS-TP networks, the protocol for linear protection is defined
in [RFC6378]. That protocol can restores user traffic when a single
failure condition is detected.

If need take a long tinme to repair, some operators may have to find
other protection resources to protect the user traffic since the user
traffic is unprotected. However, comon |inear protection not allows
an overlap between a protection group and a other different path.

Thi s docunment describes the detail of the problem statenents, and
lists a nunber of requirenents for new protection functionality.

Docunment scope

Thi s docunent describes the use cases and requirenents for nulti-
failure protection in MPLS-TP networks w thout the use of contro

pl ane protocols. Existing solutions based on control plane such as
GWLS rmay be able to restore user traffic when multiple failures
occur. Some networks however do not use full control plane operation
for reasons such as service provider preferences, certain limtations
or the requirenent for fast service restoration (faster than

achi evable with control plane nechanisns). These networks are the
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focus of this docunent which defines a set of requirenents for nulti-
failure protection not based on control plane support.

2. Requirenents notation

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

Sunmary of the problem statenent and use case

The following Figure 1 shows the network topol ogy of an operation
scenario. As shown in the Figure 1, there are three independent

paths i, j and k between LER-A and LER-B. W assune a protection

domai n between LER-A and LER-B, using path i (working path) and j
(protection path). Additionally, path k is a sharing resource

Path i (working path)
e O S R B

+ +
+ +
+o- - + +o- - +
| | Path j (protection path) | |
| LER-A] - - - m e e e e e | LER- Z|
I I I I
+emm - + +emm - +
* *

* Path k (sharing resource) *

EE R I R I R I R R I O

Figure 1: The network topol ogy of an operation scenario
When a failure is detected in path i, we can restore user traffic to
path j using existing protection schenes such as 1+1 protection and
1:1 protection.
However, since the user traffic is unprotected until the working path
is repaired, sone operators nmay take the foll owi ng neasures to
protect the user service.

1) After a single failure condition is detected on the working path
i ’

1-1) Renove the protection group between path i and j.

1-2) Create a new protection group between path j and k to protect
user traffic.
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2) The failure condition of working path is repaired,

2-1) In order to clear the sharing resources, renove the
rel ati onship of protection group between path j and k

2-2) Re-create a protection group between path i and j.

However, above progresses are very conplex, may increase the risk for
operation m stake and pressure. An automatic restoration mechani sm
such as GWPLS [ RFC3945], are well-known. But sone operators in
particular in the transport sector that do not operate their MPLS

net wor ks under the control plane. Therefore, we suggest that define
a non-control -pl ane based protection schenme that allows an overl ap
between a protection group and ot her paths.

3. Architecture

Figure 2 shows a new protection donmain with a single working path and
N protection paths. Each of the protection paths MAY be assigned a
priority that could decide which protection path to use, i.e.
protection path #1 > protection path #2, thus, the protection path #2
will not be selected to deliver user traffic when protection path #1
is avail able.

LER- Al Wor ki ng Path | LER- Z
{*****************************{ |

| Protection Path #1

R b I ok R Rk I b O b R I

I
I
I
Protection Path #2 |
I
I
I

000

*****************************|

I
I
I
I
I
I
| _
| Protection Path #N |
[-------- Protecti on Domain----|
Figure 2: A basic exanple of multi-failure protection

4. Requirenents

This section contains the requirenents on the protection

functionality derived fromthe problemstatenent and use case in
section 2.
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4.1. Configuration

Before failure detection and/or notification, one or nmore protection
paths are instantiated between the sane ingress-egress node pair as
the working path shown in figure 2. The protection paths MAY be
added or renoved if necessary, but any performance degradation of
user traffic should be avoi ded.

4.2. Resource reservation
The resource of the protection paths MAY be shared with other
transport paths. In this case, the nultiple failure protection
SHOULD be supported by a shared nmesh protection solution. The
solution is out of scope of this docunent.
4.3. Protection switching tine
Protection switching time refers to the transfer time (Tt) defined in
[G 808.1] and recovery switching tine defined in [ RFC4427]. A
multiple failure protection solution MIJST support switching tine
within 50 ns fromthe nonent of fault detection in a network.
5. Security Considerations
TBD
6. | ANA Consi derations
TBD
7. Normative References
[I-D.ietf-npls-snp-requirenents]
Weingarten, Y., Aldrin, S., Pan, P., Ryoo, J., and G
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draft-ietf-npls-snp-requirenents-03 (work in progress),
January 2014.
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