Net wor k Wor ki ng Group Z. Li

I nternet-Draft Z. Zhuang
I ntended status: |nfornational Huawei Technol ogi es
Expires: January 2, 2015 July 1, 2014

BGP Extensions for Service-Oiented MPLS Path Progranmm ng ( MPP)
draft-1li-idr-npls-path-programing-00

Abst ract

Service-oriented MPLS progranmng is to provide custon zed service
process based on flexible | abel conmbinations. BGP will play an
important role for MPLS path programming to allocate MPLS segnent,
downl oad programred MPLS path and the napping of the service path to
the transport path. This docunment defines BGP extensions to support
service-oriented MPLS path progranm ng.

Requi renents Language
The key words "MJST', "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].
Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute

wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunments valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."
This Internet-Draft will expire on January 2, 2015.
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I ntroduction
Servi ce-oriented MPLS programm ng proposed by
[I-D.li-spring-npls-path-progranmng] is to provide custonized
servi ce process based on flexible I abel conbinations. BGP will play
an inportant role for MPLS path progranming to all ocate MPLS segnent,
downl oad programred MPLS path and the napping of the service path to
the transport path. This docunment defines BGP extensions to support
service-oriented MPLS path progranmi ng.

Ter m nol ogy

BGP: Border Gateway Protocol

EVPN: Et hernet VPN

L2VPN: Layer 2 VPN
L3VPN: Layer 3 VPN
MPP: MPLS Pat h Progranmi ng

MVPN. Mul ticast VPN
& Zhuang
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RR Route Reflector
SDN: Sof t war e- Def i ned Net wor k
S- EVPN:. Segnent - based EVPN
SR- Pat h: Segment Routing Path
NLRI : Network Layer Reachability Information
MPLS Segnent All ocations
MPLS Segnent is the conmponent to conpose the MPLS path.
[I-D.I'i-spring-npls-path-progranm ng] proposes the use cases for
service-oriented MPLS path progranmm ng which needs foll owing MPLS
segnent s:
1. MPLS path progranm ng for unicast service
o0 MPLS Segnment for VPN identification
o MPLS Segnent for ECWP
0 MPLS Segnent for OAM (Source identification)
0 MPLS Segnent for Traffic Steering
2. MPLS path progranming for nulticast service
0 MPLS Segnent for MYPN identification
0 MPLS Segnent for Source identification
3. MLS virtual network for services

0 MPLS Segnment for MPLS virtual network

These MPLS Segnents are defined in individual drafts. It is out of
the scope of this docunent.

Downl oad of MPLS Pat h

According to the service requirenents, the central controller can
combi ne MPLS segnents flexibly. Then it can downl oad the service

| abel combination for specific prefix related with the service. BGP
extensions are necessary to advertise |abel stacks for prefix in NLR
field.
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e e e meeeeieeeeaeeeas +
| Length (1 octet) |
o m e e e e e e e e e aa oo +
[ Label (3 octets) [
. +
e e e meeeeieeeeaeeeas +
| Prefix (variable) |
o m e e e e e e e e e aa oo +

Figure 1: NLRI Definition in RFC3107

[ RFC3107] defines above NLRI to advertise |abel binding for specific
prefix. The | abel field can carry one or nore |abels. Each label is
encoded as 3 octets, where the high-order 20 bits contain the | abe

val ue, and the |low order bit contains "Bottomof Stack". But for
other AFI/SAFIs using | abel binding such as VPNv4, VPNv6, EVPN, MPN,
etc., it dose not support the capability to carry nore |labels for the

specific prefix. Mreover for the AFI/SAFIs which do not support

| abel binding capability originally, but nay possibly adopt MPLS path
progranmm ng now, there is no |label field in the NLRI. 1In order to
support flexible MPLS path progranm ng, this docunent defines and
uses a new BGP attribute called the "Extended Label attribute". This
is an optional transitive BGP attribute. The format of this
attribute is defined as foll ows:

o m e e e e e e e e e aa oo +
[ Label 1 (3 octets) [
o m e e e e e eee o +
| Label 2 (3 octets) [
oo e e e e e i +
o m e e e e e e e e e aa oo +
[ Label n (3 octets) [
o m e e e e e eee o +

Fi gure 2: Extended Label Attribute

The Label field carries one or nore |abels (that corresponds to the
stack of |abels [[RFC3032]]). Each label is encoded as 3 octets,
where the high-order 20 bits contain the |abel value, and the | ow
order bit contains "Bottomof Stack" (as defined in [[ RFC3032]]).

The Central Controller for MPLS path programming could build a route
wi th Extended Label attribute and send it to the ingress routers.

Upon receiving such a route fromthe MPP Controller, the ingress
router SHOULD sel ect such a route as the best path. |f a packet
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comes into the ingress router and uses such a path, the ingress
router will encapsulate the stack of |abels which gets fromthe

Ext ended Label Attribute of the route into the packet and forward the
packet al ong the path.

The "Extended Label attribute" can be used for various BGP address
famlies. Before using this attribute, firstly, it is necessary to
negotiate the capability between two nodes to support MPLS path
programm ng for a specific BGP address famly. |If negotiation fails,
a node MUST NOT send this attribute and MJUST discard this attribute
when it receives

5. Downl oad of Mapping of Service Path to Transport Path

Since the transport path is also to satisfy the service bearing the
requirenent, it can also be programmed according to traffic

engi neering requirenents of service. O the transport path can be
set up according to general traffic engineering requirements. Then
there needs to be inplenents the mapping of the service path to the
transport path. BGP Extensions is necessary that through the
community attribute of BGP, the identifier of the transport path can
be carried when distribute |abel stack for a specific prefix.

T e +
| Flags (1 octet) [
Fom e e e e e e e e m e e +
| Tunnel Type (1 octets) |
o m e e e e e e e e e e e e mo— oo +
| MPLS Label (3 octets) |
Yy +
| Tunnel ldentifier (variable) [
Fom e e e e e e e e m e e +

Figure 3: PMSI Tunnel Attribute in RFC6514

[ RFC6514] defines the "P-Milticast Service Interface Tunnel (PMs
Tunnel) attribute". It is shown in the above figure. Since the
attribute is always for the specific usage in BGP-based MV/PN, it can
not be applied to all possible use cases of service-oriented MPLS
pat h programm ng. This docunent accordingly defines two new types of
BGP attribute for both usage of unicast service path and the

mul ticast service path: Extended Uni cast Tunnel Attribute and

Ext ended PMSI Tunnel Attribute.

5. 1. Ext ended Uni cast Tunnel Attri butes
Thi s docunent defines and uses a new BGP attribute called the

"Ext ended Uni cast Tunnel attribute". This is an optional transitive
BGP attribute. The format of this attribute is defined as foll ows:
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T +
| Flags (1 octet) |
g +
| Tunnel Type (1 octets) [
. +
| Tunnel ldentifier (variable) [
T NS +
| Tunnel Specific Attributes (Variable)(Optional))]
g +

Thi s docunment defines the follow ng flags:
01234567
B s S N S
| reserved | S
B el o e e O

+ Uni cast Tunnel Setup Required (S)

If the Sflag is not set, the client node is just to map the service
path to the corresponding tunnel. |If the S flag is set, the client
node MJST set up the tunnel according to the tunnel identifier and
the tunnel specific attribute firstly. Then it maps the service path
to the corresponding tunnel

The Tunnel Type identifies the type of the tunneling technol ogy used
for the unicast service path. The type determ nes the syntax and
semantics of the Tunnel ldentifier field. This document defines the
foll owi ng Tunnel Types:

- MPLS-based Segnment Routing Best-effort Path
- MPLS-based Segment Routing Traffic Engineering Path

+ 0 - No tunnel information present
+ 1 - RSVP-TE LSP

+ 2 - LDP LSP

+ 3 - GRE Tunnel

+ 4

+ 5

Tunnel Specific Attributes contains the attributes of the tunnel
The field is optional. The value depends on the tunnel type. It
will be defined in the future versions.

When the Tunnel Type is set to "No tunnel information present", the
Tunnel attribute carries no tunnel information (no Tunne
Identifier). when the type is used, the tunnel used for the service
path is determ ned by the ingress router

When the Tunnel Type is set to RSVP - Traffic Engi neering (RSVP-TE)
Label Switched Path (LSP), the Tunnel ldentifier is <C Type, Tunne
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Sender Address, Tunnel |D, Tunnel End-point Address> as specified in
[RFC3209]. |If C Type = 7, Tunnel Sender Address and Tunnel End-point
Address are I Pv4 address in 4 octets. |If C Type = 8, Tunnel Sender
Address and Tunnel End-point Address are | Pv6 address in 16 octets.
The other fields in the RSVP-TE LSP Identifier are the sane as
specified in [ RFC3209].

When the Tunnel Type is set to LDP LSP, the Tunnel ldentifier is
<Ingress Router’s |IP Address, Address Famly, Prefix Length, Prefix>
as specified in [ RFC5036].

When the Tunnel Type is set to GRE Tunnel, the Tunnel ldentifier is
<Ingress Router’s | P Address, Address Fanmily, Source |P Address,
Destination | P Address>

When the Tunnel Type is set to MPLS-based Segnent Routing Best-effort
Path, the Tunnel ldentifier is <lngress Router’s |P Address, Address
Fam |y, Destination Address>. \Wen the ingress router receives a BGP
route with MPLS-based Segnent Routing Path Tunnel Identifier in the
Ext ended Uni cast Tunnel attribute, it will find the best-effort SR-
pat h based on the destination address.

When the Tunnel Type is set to MPLS-based Segnent Routing Traffic
Engi neering Path, the Tunnel ldentifier is <C Type, Tunnel Sender
Address, Tunnel ID, Tunnel End-point Address>. |If C Type = 7, Tunne
Sender Address and Tunnel End-point Address are |Pv4 address in 4
octets. If C Type = 8, Tunnel Sender Address and Tunnel End-point
Address are |Pv6 address in 16 octets. The tunnel identifier is
simlar as that of RSVP-TE LSP

5.2. Extended PMSI Tunnel Attribute
Thi s docunent defines and uses a new BGP attribute called the

"Extended PMBI Tunnel attribute". This is an optional transitive BGP
attribute. The format of this attribute is defined as foll ows:
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T +
| Flags (1 octet) |
g +
| Tunnel Type (1 octets) [
. +
| Tunnel ldentifier (variable) [
T NS +
| Tunnel Specific Attributes (Variable)(Optional))]
g +

Thi s docunment defines the follow ng flags:
01234567
B s S N S
| reserved | S|
B el o e e O

+ PMBI Tunnel Setup Required (S)

If the Sflag is not set, the client node is just to map the service
path to the corresponding tunnel. |If the S flag is set, the client
node MJST set up the tunnel according to the tunnel identifier and
the tunnel specific attribute firstly. Then it maps the service path
to the corresponding tunnel.

The Tunnel Type identifies the type of the tunneling technol ogy used
for the nulticast service path. The type determ nes the syntax and
semantics of the Tunnel ldentifier field. This document defines the
foll owi ng Tunnel Types:

- No tunnel information present
- RSVP-TE P2MP LSP

- mLDP P2MP LSP

- PI M SSM Tr ee

PI M SM Tr ee

- BIDIR-PIM Tree

- Ingress Replication

- mLDP MP2MP LSP

+ o+ A+t
NOUDWNRO
1

Tunnel ldentifier: The definition of Tunnel ldentifier is the sane as
those specified in section 5 of [ RFC6514].

Tunnel Specific Attributes contains the attributes of the PNMSI

tunnel. The field is optional. The value depends on the PMSI tunnel
type. It will be defined in the future versions.
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6. Capability Negotiation

It is necessary to negotiate the capability to support MPLS path
progranmm ng. The MPLS- Pat h- Programmi ng Capability is a new BGP
capability [ RFC5492]. The Capability Code for this capability is to
be specified by the | ANA. The Capability Length field of this
capability is variable. The Capability Value field consists of one
or nmore of the follow ng tuples:

o mm o e e e e e e e e e e e e e e e e e e e e e e e meeoo o +
| Address Fanmily Identifier (2 octets) |
o o m e e e e e e e e e e e e e e e e e e e e e e ee e eao o +
| Subsequent Address Fanmily ldentifier (1 octet) |
s +
| Send/ Receive (1 octet) |
o mm o e e e e e e e e e e e e e e e e e e e e e e e meeoo o +

The meaning and use of the fields are as follows:

Address Family ldentifier (AFl): This field is the sane as the one
used in [ RFC4760].

Subsequent Address Fanmily ldentifier (SAFl): This field is the sanme
as the one used in [ RFC4760] .

Send/ Receive: This field indicates whether the sender is (a) willing
to receive programmng MPLS paths fromits peer (value 1), (b) would
like to send programm ng MPLS paths to its peer (value 2), or (c¢)
both (value 3) for the <AFI, SAFI>.
7. 1 ANA Consi derations
TBD.
8. Security Considerations
TBD.
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