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Abst ract

Each | PTV operator has their own arrangenents for pre-provisioning
program i nformati on includi ng addresses of the nulticast groups
correspondi ng to broadcast prograns on the subscriber receiver
During the transition fromlIPv4d to | Pv6, scenarios can occur where
the I P version supported by the receiver differs fromthat supported
by the source. This nmeno exani nes what has to be done to allow the
receiver to acquire nulticast address information in the version it
supports in such scenari os.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunments of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute
wor ki ng docunents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunments valid for a maxi num of six nonths
and may be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress."

This Internet-Draft will expire on Septenber 3, 2015.
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1. I nt roducti on

In the case of broadcast delivery of program content,

the operation of viewing a programfollows a well-defined sequence.
For the sake of reducing channel sw tching delay, the list of

mul ticast addresses is generally pre-provisioned to the receiver as
part of the program guide. Each operator has their own solution for
achieving this delivery, despite the attenpts at standardi zation
recounted in Appendi x A

At sone later tine, after the programguide is delivered, the user
chooses to view a program possibly by selecting it froma displ ayed

programlisting, or sinply by selecting a channel. The receiver uses
its pre-acquired information to signal to the network to receive the
desired content. In particular, the receiver initiates reception of
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mul ticast content using the nulticast group address and possibly a
uni cast source address supplied within the program guide.

If the network, the source of the nulticast content, and the
receivers all use IPv4, it is evident that the programinfornation
will only include | Pv4 addresses. Suppose now, as can occur in sone
scenari os, that the program guide contains only |Pv4

addresses and the receiver supports IPv6 only, or vice versa. Then
there will be a m smatch: the receivers will be unable to use the
addresses that are provided in the program guide. This nenp exani nes
the possible strategies for remedying this msmatch, evaluating them
interms of their inpact on receiver inplenmentation and network
operati on.

Note that the sinplest solution mght be to avoid mi smatches by
maki ng sure that new receivers are dual stack rather than | Pv6- only.

The remarks in Section 4.1 of [ID. nboned-v4v6-ntast-ps] are rel evant
to the problem considered here, but are nore restricted in scope.

2. \Wich Problem Are W Sol vi ng?

In sone scenarios, the source supports one | P version

whil e the receiver and the provider network support the other (e.g.
the source supports |IPv4, the receiver and the network to which it is
attached support I1Pv6). 1In this case, the problem stated above can
be expressed as follows: how does the receiver acquire addresses of
the I P version it supports, possibly with the help of the provider
net wor k?

In other scenarios, the source and provi der network nmay

support one I P version while the receiver supports another. In this
case there are actually two problens: how the receiver acquires
addresses that it supports (as already stated), and how to nake those
addresses usable in a network supporting a different version? This
second problemis the subject of a different neno and out of scope of
the present one.

There is also a third class of scenarios, where the source and

recei ver support the sane | P version but the interveni ng network
supports a different one (e.g., the 4-6-4 scenario, Section 3.1 of

[ 1 D. mboned-v4v6-ntast-ps]). |In those scenarios, delivering addresses
of the right IP version to the receiver within the programguide is
notionally a non-problem The problemstill can arise, if the

i ntervening network intercepts and nodifies the program guide to be
consistent with the IP version it supports. In this case, the
probl em can be re-stated as: how can such nodification be avoi ded
when it is not needed?
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3. Possible Solutions

This section explores three classes of solutions to the probl em just
descri bed:

0 reactive: the receiver recognizes that addresses it has received
are in the wong version and converts themthrough a request to a
mappi ng function or using an in-built algorithm and acconpanyi ng
configuration;

o dynamc nodification: the network intercepts the access
information and nodifies it as necessary to neet the requirenments
of the receiver;

0 administrative: the electronic programguide is nodified in
advance of its acquisition by the receiver to provide alternative
address versions. Two variations on this strategy are identified.

3.1. The Reactive Strategy

According to this strategy, a receiver recognizes that it has
received multicast group addresses, even when they are the wong
version. As one possibility, it invokes an external mapping function
to convert themto the version it supports. The mapping function
coul d be located in another node at the user site or at a node in the
provi der networKk.

Thi s approach involves a fair anmount of work to inplenent. Not only
does the receiver need to recogni ze that addresses are the w ong
version; it also has to inplenent a new protocol to the mapping
function. It also has to discover that function

As an alternative, the receiver can inplement an algorithmto perform
the mapping itself, for exanple, synthesizing an | Pv6 address given
the 1 Pv4 address of the source using the approach described by

[ 1 D. nboned-64-mul ticast-address-format] for nulticast group addresses
or [RFC6052] for unicast source addresses. |In this case, the
receiver nust be configured with the | Pv6 prefixes allocated for that
purpose in the network to which the receiver is attached (e.g., using
[ID.softwire-multicast-prefix-option]). Wen applicable, this
approach clearly has advantages over an approach using an external
mappi ng function. It still requires inplementation effort in the
receiver, but at a nore limted | evel
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3.2. Dynanic Mdification

This strategy puts the entire burden of address adaptation on the
provider network. It requires that an elenent in that network nust

i ntercept programguide information destined to the receiver, locate
the access information, and nmap | P addresses to an alternate version
as necessary to suit the receiver. |If the problemidentified in the
| ast paragraph of Section 2 is to be avoided, the intercepting

el ement has to be aware of the version supported by each receiver

As noted in the description of the OVA architecture in Appendix A, it
is possible that such an adaptive function is present, but not clear
that its scope would extend to I P version changes. The need to
include I P version along with other receiver- related information

m ght or might not prove to be adm nistratively demanding. Wth the
dynanic nodification strategy the workload on the adaptation function
m ght be large enough to nake it a bottleneck in the process of
program acqui sition. The mitigating factor is that program netadata
will typically be retrieved rather |less often than program content.

This strategy has the clear advantage that it requires no changes in
the receiver.

3.3. Adnministrative Preparation

The basic idea with this strategy is that the access information in
the program nmetadata is set up to provide the right address version
i n advance of acquisition by any receiver. There are two basic
appr oaches:

0 separate alternative versions of the access information are
prepared. The correct version is served up to the receiver when
it requests it. Like the dynamic nodification strategy, this
approach assunes that it is admnistratively feasible for the
program gui de server to know the | P version of the requesting
receiver. That may or nay not be true in a given operator’s
context. Also as with the dynanic nodification approach, no
change is required in the receiver. The big advantage over
dynamic nodification is that there is no need for the
conplications of an intercepting adapting el enent.

0 The sane access information instance contains alternative IP
address versions. \Were SDP is used, we can think of ICE or |ICE-
lite [ RFC5245] or the proposed ’'altc’ nechani sm
[1D. boucadair-altc]. This requires receiver nodification to
recogni ze the alternative syntax and (in the case of |ICE and
potentially in the case of ICE-Lite) to take part in STUN
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exchanges. However, it means that the sanme access information can
be served up to all receivers in a backward-conpatibl e manner.

The adninistrative strategy requires that the network provider have
control over the translations used in the preparation of the
alternative versions of the access information. The network has to
be aware of the translations used, so it can reuse them at other
stages of the nulticast acquisition process. Note networks owned by
different operators are likely to have different mappi ngs between

I Pv4 and | Pv6 addresses, so if nultiple receiving networks are
downstream of the same source network, each of them nmay have to
prepare and make available its own | Pv6 version of the electronic
program gui de
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Appendi x A.  Some Background On Program CGui des

Nuner ous organi zati ons have been involved in the devel opment of
specifications for IPTV. Those specifications and the requirenents
of individual providers have influenced the devel opment of existing
receivers. Any solution to the nulticast problem

described in Section 1 has to take account of the effort involved not
only in the direct devel opnment of a new generation of receivers, but
al so in evolving the specifications on which those receivers are
based. It is thus worthwhile to review the current situation as it
af fects nmulticast procedures.

The TV-Anytime forum (http://ww. tv-anytinme.org/) did early work in
the area, formally termnating in 2005. Their work focussed on the
description of programcontent, to facilitate the creation of such
descriptions and their navigation by the user. The results are
docunmented in the ETSI TS 102 822 series of technical specifications.
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The content reference identifier (CRID) is a fundamental concept in
the TV-Anytinme data nodel. It refers to a specific piece of content
or to other CRIDs, the latter thereby providing a nmethod for grouping
rel ated pieces of content. TV-Anytine registered the CRID: URL
schena in [RFC4078]. Quoting fromthe abstract of that docunent:

The Uniform Resource Locator (URL) schenme "CRID:" has been devised
to allow references to current or future schedul ed publications of
broadcast nedia content over television distribution platforms and
the Internet.

The initial intended application is as an enbedded link wthin
schedul ed programe description netadata that can be used by the
hone user or agent to associate a programe selection with the
correspondi ng progranme | ocation information for subsequent

aut omati c acquisition.

The process of location resolution for the CRID: URL for an

i ndi vi dual piece of content |ocates the content itself so that the
user can access it. TV-Anywhere left the details of that process
unspeci fi ed.

The Qpen | PTV Forum (http://ww. oi pf.tv) has focussed on defining the
user-to-network interface, particularly for fixed broadband access.
The architecture is based on the ETSI NGN (Next GCeneration Networks)
model . The receiver obtains the actual access information for a

gi ven program including the nmulticast group address and possibly a
uni cast source address, from XM.-encoded program i nfornation
followi ng the Open | PTV Forum schema. The receiver uses SIP (Session
Initiation Protocol [RFC3261]) signalling to obtain authorization and
resources for a session, before signalling at the multicast level to
acquire the program The SIP signalling conveys the multicast group
address and the unicast source address, if available, in the form of
an SDP (Session Description Protocol [RFC4566]) session description

Finally, the Open Mbile Alliance (QOVA
http://ww. opennobi | eal | i ance. org/) has defined a series of
specifications relating to broadcast services over wrel ess networKks.
The source and mnul ticast group addresses used to acquire a given
programinstance are provided in SDP fragnents either directly
enbedded in the primary el ectronic program guide or pointed to by it.
The OVA architecture provides functionality to adapt access
information within the programguide to the requirenents of the
transport network to which the user is attached, but this
functionality appears to be primarily directed toward overcom ng
differences in technology rather than a general capability for

nodi fication
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In conclusion, it appears that there are at |east two extant sources
of specifications for the receiver interface, each providing its own
data nodel, XML data schema, and detailed architecture. |In the OVA
case, the access information including the source and nulticast group
addresses i s enbedded as an SDP fragnent within a |arger set of XM.-
encoded program netadata. The OVA netadata can be supplied to the
receiver in nmultiple segnents, through nultiple channels. This
complicates the task of intercepting that metadata and nodifying it
in a particular transport network.
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