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Abstract

The benefits of using a comon Information Model (IM as a foundation
for deriving purpose and protocol specific interfaces, particularly

Lam Expires April 28, 2017 [ Page 2]



Internet-Draft Usage of an | Mfor network topol ogy Cct ober 2016

for conpl ex networking domai ns, has been described in draft-betts-
net nod- f r amewor k- dat a- schema-um . This draft describes existing

i nformati on nodel relevant to Network Topol ogy and illustrates how it
can be used to hel p ensure the consistency and conpl et eness of the
YANG dat a nodel i ng for TE topol ogi es solutions work in TEAS
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1. Introduction

This draft describes existing information nodeling (IM relevant to
Net wor k Topol ogy [ ONF TR-512] [ OSSDN SNOAWASS] and illustrates how it
can be used to hel p ensure the consistency and conpl et eness of the
YANG data nodel (DM for TE topol ogi es sol utions devel opnent work in
TEAS.

2. Background and Motivation

Information Models (IM and Data Mddels (DM are rel ated but
different. An IM provides an abstract, conceptual view of the system
being nodeled in terns of its constituent parts (objects),

i ndependent of any specific inplenmentations or protocols used to
transport the data; it hides all protocol and inplenmentation details
(RFC 3444, TM Forunm NGCOR, ITU-T SG 15). A DMis a concrete
specification in a particular | anguage of an interface to, in this
case, a controlled/ managed system The intention of the distinction
between I Ms and DVMs has been to separate the nodeling of problem
space semantics fromthe nodeling of the inplenentation of those
semantics (though the dividing line has not always been clearly
articul ated).

A DM may be derived froman IMthough it is often created without
(explicit or obviously inplicit) reference to one. Wwen a DMis
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derived froman IM the DM and the conponents of the systemit
provi des control /mnagenent access to are traceable to the
definitions provided in the IM There is no anbiguity between
desi gner, devel oper, user or operator regarding the nane, function
and information elenents that are associated with a particul ar
managed obj ect.

As described in [I1-D. betts], when DVs are created "in isolation”
solely for the purpose of encoding specific interfaces, they may do
that job adequately for any particular interface but in conplex
domai ns may create opportunities for confusion, duplication of
effort, lack of interoperability, and |ack of extensibility. In the
past, ad-hoc devel opnent of DMs has caused significant operationa
and inplenentation inefficiencies in our industry.

Since March 2014, upon | ESG recommendati on that SNMP no | onger be
used for new work re configuration and that NETCONF/ YANG be used

i nstead, there has been an expl osi on of YANG DM devel opnent in | ETF.
It has consequently been recognized as essential to assure proper
coordi nati on of YANG DM devel oprment (i ncluding reaching out to
different SDOs/consortia), as well as to assure that the YANG nodul es
t hensel ves provide a good representation of what is being nodeled, to
nmeet expectations of functionality, quality, and interoperability.

In order to facilitate this objective, guidance from avail abl e
pertinent |IMs can be val uabl e.

This draft first describes an existing information nodel relevant to
Net wor k Topol ogy [ ONF TR-512], which is part of the Common

I nformati on Model (ONF-CIM of network resources (as described in [I-
D.betts]), that can be | everaged to assess the consistency and

conpl eteness of related YANG nodul es under developnent. It also
describes an transport application-specific I M[OSSDN SNOAWASS] ,
derived from CI M pruning and refactoring as explained in [I-D. betts],
that is intended to enable further clarity in understanding the
nodel i ng. Being part of a Common Information Mddel, it will not |ead
to devel opnent of inconpati bl e/ uncoordi nated nodel s that can be
difficult to maintain as other purpose-specific interfaces are

devel oped.
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3. The Common | nformati on Mde

This section provides a high level introduction to the ONF Conmon
Informati on Model (ONF-CIM), and in particular its Core Mdel (see
[ONF TR-512]), to provide an overall context for the topol ogy

rel evant subset. The ONF-Cl M has been devel oped t hrough col |l aboration
anong several SDGs, including I TU-T, TM Forum and ONF, and al so
published as | TU- T Reconmendation G 7711 [G 7711].

An information nodel describes the things in a domain in terns of
objects, their properties (represented as attributes), and their
rel ati onshi ps.

The ONF-CIMis expressed in a formal | anguage called UML (Unified
Mbdel i ng Language). UM. has a nunber of basic nodel el enents, called
UML artifacts. In order to assure a consistent and harnoni zed
nodel i ng approach, only a selected subset of these UML artifacts were
used in the devel opnent of the ONF-ClIM according to guidelines for
creating an information nodel expressed in UM (see the UML

Qui del i nes docunent in the ONF TR-514 [ONF TR-514]).

The ONF-ClI M has been devel oped using the Papyrus open source UM
Tool, for which a detailed guidelines docunent is available (see the
Papyrus Guidelines docunent in the ONF TR-515 [ONF TR-515]). This

gui del i nes docunent al so descri bes how the nodel ers constructing the
ONF- Cl M can cooperate in the GtHub environnent to allow for separate
and still coordinated devel opment of the ONF-CI M fragnents.

The OW-CIMincludes all of the artifacts (objects, attributes,
associations, etc.) that are necessary to describe the donmain for the
appl i cations bei ng devel oped.

It will be necessary to continually expand and refine the ONF-CI M
over time as, for exanple to add, new applications, capabilities or
forwardi ng technol ogies, or to refine the ONF--CIM as new i nsights are
gained. To allow these extensions to be made in a seanl ess nanner,
the ONF-CIMis structured into a nunber of sub-nodels. This nodeling
approach enabl es application specific and forwardi ng technol ogy
specific extensions to be devel oped by domain experts with
appropriate i ndependence. This approach is further articulated in
ONF TR-513 [ONF TR-513] and [I-D. betts].
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3.1. Core Mode

The Core Model of the ONF-Cl M consists of nodel artifacts that are
i ntended for use by nultiple applications and/or forwarding
t echnol ogi es.

For navigability, the Core Mddel is further sub-structured into sub-
nmodel s. Currently, these consist of the Core Network Mdel (CNM,
Core Foundati on Mddel, Core Physical Mdel, and the Core

Speci fication Mdel. The foll owi ng sub-sections provide an overvi ew
of these sub-nodels. A detailed description is contained in ONF TR
512 [ONF TR-512].

3.1.1. Core Network Mode

The Core Network Model (CNM consists of artifacts that nodel the
essential network aspects that are neutral to the forwarding
technol ogy of the network. The CNM currently enconpasses Topol ogy,
Term nation, and Forwardi ng aspects (subsets of the CNM as descri bed
bel ow.

- Topol ogy Subset of CNM

The Topol ogy subset of the CNM supports the nodeling of network
topol ogy i nformation, which can be used to build the topol ogy
dat abase and depict the topol ogy. Object classes representing
topol ogi cal entities include:

0 Forwarding Domain (FD): O fers the potential to enable
forwardi ng of infornation.

o Link (L): Moddels the adjacency between two or nore FDs. A Link
has Li nkPorts.

0 Logical Termination Point (LTP): Mdels the ports of a link. It
encapsul ates the term nation, adaptation, and OAM functions of
one or nore transport |ayers.

o Network Elenment (NE): While not actually part of topology, a NE

brings neaning to the FD and the LTP contexts (and hence the
links). A NE represents physical equipnent "bundling" to
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Lam

provi de a vi ew of managenment scope, nanagenent access, and
sessi on.

The Topol ogy subset of the CNM supports network topol ogy
abstraction and virtualization. FD abstraction is supported via
recursive aggregation and virtualization via partitioning of
resources according to the resource dedication criterion

Forwar di ng Subset of CNM

The Forwardi ng subset of the CNM (not covered in detail in this

draft) supports configuration of forwarding entities, including

their setup, nodification, and tear down. Artifacts representing
the forwarding construct include:

0 Forwardi ngConstruct (FC): Al so known as SNC. |In conjunction
with the FcPort, FC nodels the enabled forwardi ng between two
FcPorts across a FD

o FcPort: Mdels the access to the FC, and associates the FC to
the LTP. Wen the FC supports protection, the FcPort al so
indicates its role in the protection schene, i.e., whether it
is a working or protection FcPort.

0 FcRoute: Also known as SncRoute. It nobdels the individua
routes of an FC

0 FcSwitch: Al so known as SncSwitch. It nodels the swtched
forwarding of traffic (traffic flow) between EPs and is present
where there is protection functionality in the FD

Term nati on Subset of CNM

The Termi nation subset of the CNM (not covered in detail in this
draft) supports nodeling of the processing of transport
characteristic informati on, such as ternination, adaptation, OAM
etc. Artifacts representing the term nation and adaptati on and OAM
construct include:

0 Logical Termination Point (LTP): See the LTP description in the
Topol ogy Subset
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0 Layer Protocol (LP): This identifies the type of signal and is
the anchor for transport |ayer protocol specific definitions,
which are nodeled in, e.g., [G874.1] for OIN, [G 8052] for
transport Ethernet, and [ G 8152] for MPLS-TP.

- Resilience Subset of CNM

The Resilience subset provides a view of the nodel for resilience
(including protection and restoration) and enconpasses:

0 The basic resilience nodel structure

0 The key attributes relevant to resilience

0 The application of the resilience nodel to various cases
3.1.2. Core Foundation Mdel

To comuni cate about an entity, it is inmportant to have sone way of

referring to that entity, i.e., to have some way of referencing it.
The Core Foundation nodel defines the artifacts for referencing
entities; i.e.

- GQobal Unique ID (QUD):

An identifier that is globally unique where an identifier is a
property of an entity/role with a value that is unique within an
identifier space, where the identifier space is itself unique, and
i Mmutable. The identifier therefore represents the identity of the
entity/role. An identifier carries no semantics with respect to
the purpose of the entity.)

- Local ID
An identifier that is unique in the context of sonme scope that is
| ess than the global scope (where an identifier is as defined in
GUI D above).

- Nane:
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A property of an entity with a value that is unique in sone
nanespace but may change during the life of the entity. A name
carries no semantics with respect to the purpose of the entity.

- Label

A property of an entity with a value that is not expected to be
unique and is allowed to change. A label carries no semantics with
respect to the purpose of the entity and has no effect on the
entity behavior or state.

The Core Foundation nodel also provides the opportunity to extend
any entity using the Extension structure.

The nodel al so defines two foundation object classes:

- dobal dass:
Super cl ass of object classes for which their instances can exi st
on their own right, e.g. NE, LTP, FD, Link, and FC. d obal classes
shal | have one and only one globally unique identifier (GJ D) and
may have zero or nore local identifiers, zero or nbre nanes, zero
or nore |abels, zero or nore extensions.

- Local d ass:
Super cl ass of object classes for which the existence of their
i nstances depends on instances of global classes; e.g., LP (of
LTP), EP (of FC), and LE (of Link). Local classes shall have at

| east one local identifier, nay have zero or nore nanmes, zero or
nmore | abels, zero or nore extensions.

Artifacts for Referencing of Entities
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(only in PDF version)

Figure 3-1 Artifacts for Referencing of Entities

The Core Foundation nodel also defines a State Pac artifact, which is
a package of state attributes. The State Pac is inherited by
G obal d ass and Local C ass object classes. The State_Pac consists of
the following state-related attributes:
- Qperational State:

Read-only with val ues: DI SABLED, ENABLED
- Administrative State:

Read-write with values: LOCKED, UNLOCKED
- Lifecycle State:

Read-write with values: PLANNED, POTENTI AL, | NSTALLED,
PENDI NG_REMOVAL
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States of bjects

(only in PDF version)

Figure 3-2 States of (bjects
3.1.3. Core Physical Mde

The Physical nodel provides a view of the nodel for physical entities
(i ncluding equi prent, holders and connectors). This nodel also
specifies the rel ationship between the connector and the LTP, and the
rel ati onshi p between physical and functional views.

Basi ¢ Equi pnment Pattern

(only in PDF version)
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Fi gure 3-3 Basic Equi pnent Pattern
3.1.4. Core Specification Mde

There are several related needs that have given rise to the
Speci ficati on nodel

- Provide machi ne readable form of specific |ocalized behavior

0 Representing rules related to restrictions of specific cases of
use of the node

0 Representing capabilities of specific cases of use

- Enable the introduction of run tine schema where the essentia
structure of the nodel is known up front (at conpile tinme) but
the details are not

- Reduce the clutter in a representation where a set of details take
the sane values for all instances that are related to a specific
case

- Allow |l everage of existing standards definitions (e.g.
technol ogy/ application specific) in a machi ne readabl e | anguage

The conbinati on of the above resulted in a separation in the nodel of
definitions of structure and content such that an instance of a class
from one nodel fragnment could have an association instance to another
nmodel fragnent to enable the provision of a fragment of definition of
the cl ass and of subordi nates.

The aimof all specification definitions is that they be rigorous
definitions of specific cases of usage and enabl e nachi ne
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interpretation where traditional interface designs would only allow
human interpretation.

The foll owi ng dedi cated spec structures have been consi dered:

- FC spec: Miin focus to provide a representation of the effective
internal structure of a Forwardi ngConstruct (FC)

- LTP and LP spec: Miin focus to provide a representation of Layer
Protocol (LP) specific paraneters for the Logical Term nation
Poi nt (LTP)

- FD and Link spec: Main focus on capacity and forwardi ng enabl ement
restrictions

- Equi prent spec: Main focus to provide a representation of
equi ppi ng constraints

Cl ass Diagram of the Spec Model of LTP and LP

(only in PDF version)
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Figure 3-4 C ass Diagram of the Spec Model of LTP and LP

3.2. Oher Mdels
In addition to the Core Mbdel, the ONF-Cl Mincludes forwarding
technol ogy and application specific nodels. The forwarding technol ogy
nmodel s of the ONF-CI M (see [ONF TR-512]) enconpasses transport
technol ogy layers 0, 1, and 2.

4. Hi gh Level Description of the Topol ogy Subset of the CNM
This section provides a high-level overview of the Topol ogy Subset of
the CNM Figure 4-1 belowis a skeleton class diagramillustrating

the key object classes. To avoid cluttering the figure, not all
associ ati ons have been shown and all of the attributes were omtted.

Overvi ew of the CNM Topol ogy Subset

(only in PDF version)

Figure 4-1 Overview of the CNM Topol ogy Subset

Lam Expires April 28, 2017 [ Page 15]



Internet-Draft Usage of an | Mfor network topol ogy Cct ober 2016

4.1. (Object Casses of the CNM Topol ogy Subset

This section describes the object classes of the Topol ogy Subset of
the CNM Rel ati onshi ps between these classes are described in section
4.2 bel ow

4.1.1. Logical Term nationPoint (LTP) and LayerProtocol (LP)

The Logi cal Terni nati onPoi nt (LTP) object class encapsul ates the

term nation, adaptation and OAM functions of one or nore transport
protocol layers. The structure of the LTP supports all transport
protocols including circuit and packet forms. Each transport layer is
represented by a LayerProtocol (LP) instance. The Layer Protoco

i nstances of the LTP can be used for controlling the term nation and
OAM functionality of that layer. It can also be used for controlling
the adaptation (i.e. encapsulation and/or nultiplexing of client
signal). Were the client/server relationship is fixed 1:1 and

i mut abl e, the different |layers can be encapsulated in a single LTP
instance. Were there is a n:1 rel ationship between client and
server, the layers nust be split over separate instances of LTP.

The LP object class is defined with generic attributes
"l ayer Prot ocol Nane" for indicating the supported transport |ayer
pr ot ocol

Transport |ayer specific properties (such as |ayer-specific

term nation and adaptation properties) are nodel ed as attributes of
conditional packages (called " _Pacs" in the UML notation of the
ONF-CI M associated with the LP object class.

4.1.2. Forwardi ngDomai n ( FD)

The Forwar di ngDomai n (FD) object class nodels the swtching and
routing capabilities (see "subnetwork" topol ogical conponent in

[G 852.2] and [TMF612]), which is used to effect forwardi ng of
transport characteristic information and offers the potential to
enable forwarding. It represents the resource that supports flows
across the FD. The FD object can hold zero or nore instances of

For war di ngConstruct (FC) (representing constrained forwardi ng, not

di scussed further in this docunent, covering connections, VLANs etc)
of one or nore | ayer networks; e.g., CCh, ODU, ETH, and MPLS-TP. The
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FD obj ect provides the context for operations that
creat e/ nodi fy/ del ete FCs.

The FD object class supports a recursive aggregation rel ationship
such that the internal construction of an FD can be exposed as
multiple lower |evel FDs and associated Links (partitioning) (see
section 4.2.1.)

At the lowest level of recursion, a FD (within a network el ement)
could represent a switch matrix (i.e., a fabric).

Note that an NE can enconpass multiple switch matrices (FDs), as
described in section 4.2.2. An instance of FD is associated with zero
or nmore LTP objects, as described in section 4.2.3.

4.1.3. Link and Link Port

The Link object class nodels the adjacency between two or nore
For war di ngDomai ns (FDs) .

Inits basic form(i.e., point-to-point Link) it associates a set of
LTP clients on one FD with an equivalent set of LTP clients on

anot her FD. Like the FC, the Link has endpoints (LinkPort) which take
roles in the context of the function of the Link. A point-to-point

Li nk can be a TE Link and support paraneters such as capacity, delay
etc. These parameters depend on the type of technol ogy that supports
the 1ink.

A Link can be term nated on two or nore FDs. This provides support
for technol ogi es such as PON and Layer 2 MAC in MAC confi gurations.

The LinkPort further details the relationship between FD and Link for
asymetric cases.

A FD may aggregate Links (see section 4.2.5).

The Link can support nultiple transport |ayers via the associated LTP
object. An instance of Link can be forned with the necessary
properties according to the degree of virtualization. For

i npl ementation optimzation, nmultiple layer-specific links can be
merged and represented as a single Link instance.
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4.1.4. Network El ement (NE)

The Networ KEl ement (NE) obj ect class represents a network el enent
(traditional NE) in the data plane or a virtual network el enent
visible in an interface where virtualization is used.

In the direct interface froma SDN controller to a network elenent in
the data plane, the NE object defines the scope of control for the
resources within the network elenent, e.g., internal transfer of user
i nformati on between the external terninations (ports), encapsul ation,
mul ti pl exi ng/ denul ti pl exi ng, and OAM functions, etc. The NE provides
the scope of the naning space for identifying objects representing
the resources within the network el ement.

Where virtualization is enployed, the NE object represents a virtual
NE (VNE). The mapping of the VNE to the NEs is the internal matter of
the SDN controller that offers the view of the VNE. Via the interface
bet ween hi erarchical SDN controllers, NE instances can be created (or
del eted) for providing (or renmoving) virtual views of the conbination
of slices of network elenents in the data pl ane.

4.2. Relationships between Ohject O asses of the Topol ogy Subset

4.2.1. Forwardi ngDomai n Recursive Aggregation
(Hi gher Level FdEnconpassesLower Level Fds Aggregati on)

Figure 4-2 bel ow provides a pictorial exanple of Forwardi ngDomai n
(FD) recursion with Links.
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I Forwar di ngDomai n recursion with Links I
I I
I I
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I (only in PDF version) I
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Fi gure 4-2 Forwardi ngDomai n recursion with Links

Figure 4-2 shows a UML fragnent including the Link and
Forwar di ngDomain (FD). For sinmplicity it is assuned here that the

Li nks and FDs are for a single LayerProtocol (LP) although it can be
seen fromthe detailed figure earlier in this section that both a FD
and |ink can support a list of LPs.

The pictorial formshows a nunber of instances of FD interconnected
by Links and shows nesting of FDs. The recursive aggregation

"Hi gher Level FdEnconpassesLower Level Fds" rel ati onship (represented by
an open di anond) supports the FD nesting but it should be noted that
this is intentionally showing no |ifecycle dependency between the

| owner FDs and the higher ones that nest them (to do this conposition
a bl ack di anond woul d have been used instead of the open di anond).
This is to allow for rearrangenents of the FD hierarchy (e.g. when
regions of a network are split or merged). This enphasizes that the
nesting is an abstraction rather than deconposition. The underlying
network still operates regardless of howit is perceived in terns of
aggregating FDs. The nodel allows for only one hierarchy.

4.2.2. Network El ements enconpassi ng Forwardi ngDorai ns ( NeEnconpassesFds
Aggr egat i on)

Fi gure 4-3 bel ow provides a pictorial exanple of Forwardi ngDonai n
(FD) recursion with Links and NEs.
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For war di ngDormai n recursion with Links and NEs

(only in PDF version)

Fi gure 4-3 Forwardi ngDomai n recursion with Links and NEs

Fi gure 4-3 above shows an overlay of NetworkEl enent (NE) on the
For war di ngDormai ns and a correspondi ng fragnent of UWML showi ng only
t he Forwar di ngDomai n and Net wor KEl enent cl asses.

The figure enphasizes that one |level of abstraction of

For war di ngDormai n i s bounded by an NE. This is represented in the UML

fragment by the conposition association (black dianond) that explains
that there is a lifecycle dependency in that the Forwardi ngDomai n at

this level that cannot exist without the NE. The figure also shows

t hat a Forwardi ngDomai n need not be bounded by an NE (as explained in
the UML fragment by the 0..1 conposition) and that a Forwardi ngDomai n
may have small er scope than the whole NE (even when considering only

a single LayerProtocol as described bel ow).

In one of the cases depicted (e.g., the right hand side NE

enconpassing two FDs), the two Forwardi ngDonains in the NE are
compl etely independent. In the other cases depicted (e.g., the left
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hand si de NE enconpassing three FDs) the subordinate

For war di ngDorai ns are thensel ves joi ned by Links enphasizing that the
NE does not necessarily represent the | owest |evel of relevant

net wor k deconposition

The figure al so enphasi zes that just because one Forwardi ngDomai n at
a particular level of deconposition of the network happens to be the
one bounded by an NE does not nean that all Forwardi ngDonmai ns at that
| evel are al so bounded by NEs.

4.2.3. Forwardi ngDonai n association with LTPs (FdAggregatesLtps
Conposi ti on)

An instance of FD is associated with zero or nore LTP objects via the
" FdAggr egat esLt ps" conposition.

4.2.4. Forwardi ngDonai n aggregating Links (FdEnconpassesLi nks)

A Forwar di ngDomai n can aggregate |inks. An exanpl e of
For war di ngDormai n Recur si ve Aggregation with Links is shows in section
4.2.1 above.

However, the FdAggregatesLink association is not nodel ed because this
association can be inferred fromthe

hi gher Level FdCont ai nsLower Level Fd associ ation together with the

| i nkHasAssoci at edFds associ ati on

4.2.5. Forwardi ngDonmai n aggregati ng NEs
A Forwar di ngDomai n can aggregate Network El enents. An exanpl e of
For war di ngDormai n Recur si ve Aggregation with Links and NEs is shown in
section 4.2.2 above.
However, the FdAggregatesNe association is not nodel ed because this
associ ation can be inferred from hi gher Level FdCont ai nsLower Level Fd
associ ation and together with the NeEnconpassesFd associ ati on

5. Detailed Description of the Topol ogy Subset

The two key cl asses related to Topol ogy are the Forwardi ngDormai n ( FD)
and the Link. For sinple cases the FD represents the switching
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capability in the network and the Link represents adjacency. These
are depicted in the context of other nodel classes in Figure 5-1.

bj ect Cl asses and Rel ationships in the Topol ogy Subset

(only in PDF version)

Figure 5-1 Object O asses and Rel ationships in the Topol ogy Subset
Figure 5-1 shows a |ightweight view of the nodel omitting the
attributes (where appropriate these will be described later in this
section).

The FD and Link will be described in detail later in the docunent.
Figure 5-1 focuses on interrelationships and these will be the focus
of this section. The figure shows that:

- An FD nmay be a subordinate part of a NetworkEl enment (NE) or may
be larger than, and independent of, any NE

- An FD nmay enconpass | ower level FDs. This may be such that:

0 AFDdirectly contained in an NE is divided into snaller
parts
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Lam

0 A FD not enconpassed by an NE is divided into snaller
parts some of which nay be enconpassed by NEs

o0 The FD represents the whol e network

An FD enconpasses Links that interconnect any FDs enconpassed
by the FD

A Link may aggregate Links in several ways
0 In parallel where several links are considered as one

0 In series where Links chain to forma Link of a greater
span

Note that this case requires further devel opnent in
t he node

A Link has associated FDs that it interconnects
0 A Link may interconnect 2 or nore FDs
Note that it is usual for a Link to interconnect 2 FDs
but there are cases where many FDs may be

i nterconnected by a Link

A Link has LinkPorts that represent the ports of the Link
itself

0 LinkPorts are especially relevant for nulti-ended
asymetric Link

A LinkPort aggregates Logi cal Term nati onPoints (LTPs) that
bound the Link. The LTP represent a stack LayerProtoco
term nations where the details of each is held in the
Layer Protocol (LP). The LTP may be:

o Part of an NE

0 Conceptually independent from any NE
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- A LinkPort references LTPs on which the Link associated to the
LE term nates

Both the Link and FD are subcl asses of Forwardi ngEntity (an abstract
class, i.e. aclass that will never be instantiated) and hence they
can acquire contents fromthe conditional packages (_Pacs). The
condi tional packages provide all key topol ogy properties.

5.1. Forwarding Entity

As noted in the previous section the two key topol ogy cl asses are
Forwar di ng Domain (FD) and Link (L).

The FD topol ogi cal conponent is used to show the potential to enable

forwarding. At the lowest |evel of recursion, an FD (within a network
el ement (NE)) represents a switch matrix (e.g., a fabric). Note that

an NE can enconpass nultiple switch matrices (FDs).

As noted earlier the Link nodels adjacency between two or nore
For war di ng Domai ns (FD).

Both the link and the FD have the potential to handl e nore than one
| ayer Prot ocol (both have a | ayer Protocol NaneLi st attribute).

As shown in Figure 5-1 an object class "Forwardi ngEntity" has been
defined to coll ect topol ogy-rel ated properties (characteristics etc.)
that are common for FD and Link

A ForwardingEntity is an abstract representation of the energent

ef fect of the conbined functioning of an arrangenent of conponents
(running hardware, software running on hardware, etc). The effect can
be considered as the realization of the potential for apparent

communi cati on adj acency for entities that are bound to the

term nations at the boundary of the Forwardi ngEntity.

The Forwardi ngEntity enabl es the creation of constrai ned forwarding
to achi eve the apparent adjacency. The apparent adjacency has

i nt ended perfornmance degraded from perfect adjacency and a statenent
of that degradation is conveyed via the attributes of the packages
associated with this class. In the nodel both Forwardi ngDormai n and
Li nk are Forwardi ngEntities.
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This abstract class is used as a nodeling approach to apply packages
of attributes to both Link and Forwardi ngDonai n. Link and
For war di ngDorai n are the key Forwardi ngEntities.

5.2. Characteristics of Topological Entity

As noted above the characteristic of a Topol ogical Enity are covered
by the conditional packages (_PACs).

Condi tional Packages of Topol ogical Entity

(only in PDF version)
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Figure 5-2 Conditional Packages of Topol ogical Entity
5.2.1. Risk (R skParaneter_Pac)

The risk characteristics of a ForwardingEntity cone directly fromthe
under | yi ng physical realization

The risk characteristics propagate fromthe physical realization to
the client and fromthe server layer to the client layer, this
propagati on may be nodi fied by protection

A Forwardi ngeEntity nay suffer degradation or failure as a result of a
problemin a part of the underlying realization

The realization can be partitioned into segments whi ch have sone
rel evant common failure nodes

There is a risk of failure/degradation of each segnent of the
underlying realization

Each segnent is a part of a |arger physical/geographical unit that
behaves as one with respect to failure (i.e. a failure will have a
hi gh probability of inpacting the whole unit (e.g. all fibers in the
same cable).

Di sruptions to that |arger physical/geographical unit wll inpact
(cause failure/errors to) all ForwardingEntities that use any part of
that | arger physical/geographical entity.

Any Forwardi ngEntity that uses any part of that |arger
physi cal / geographical unit will suffer inpact and hence each
Forwar di ngEntity shares risk

The identifier of each physical/geographical unit that is involved in

the realization of each segnent of a Topol ogical entity can be |isted
in the Ri skParaneter Pac of that Forwardi ngEntity.
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A segnent has one or nore risk characteristic.

Shared risk between two Forwardi ngEntities conpronises the integrity
of any solution that use one of those Forwardi ngeEntity as a backup
for the other.

Where two ForwardingEntities have a common risk characteristic they
have an el evated probability of failing simultaneously conpared to
two ForwardingEntities that do not share risk characteristics

- riskCharacteristicList: Alist of risk characteristics
(Ri skCharacteristic) for consideration in an analysis of shared
risk. Each elenment of the list represents a specific risk
consi derati on.

- RiskCharacteristic: The information for a particular risk
characteristic where there is a list of risk identifiers
related to that characteristic. |t includes

0 riskCharacteristicName: The name of the risk
characteristic. The characteristic may be related to a
specific degree of closeness. For exanple a particular
characteristic may apply to failures that are | ocalized
(e.g. to one side of a road) where as another
characteristic may relate to failures that have a broader
i mpact (e.g. both sides of a road that crosses a bridge).
Dependi ng upon the inportance of the traffic being routed
different risk characteristics will be evaluated

o riskldentifierList: Alist of the identifiers of each
physi cal / geographic unit (with the specific risk
characteristic) that is related to a segnent of the
Forwar di ngEntity

5.2.2. TransferCost_Pac

The cost characteristics of a ForwardingEntity not necessarily
correlated to the cost of the underlying physical realization

They may be quite specific to the individual Forwardi ngEntity e.qg.
opportunity cost. Relates to |ayer capacity
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There nmay be many perspectives fromwhi ch cost may be considered for
a particul ar Forwardi ngEntity and hence nmany specifc costs and
potentially cost algorithns.

Using an entity will incur a cost.

- costCharcteristicList: The list of costs (CostCharacteristic)
where each cost relates to sone aspect of the Link

0 CostCharcteristic: The information for a particul ar cost
characteristic

cost Nane: The cost characteristic will related to sone
aspect of the ForwardingEntity (e.g. $ cost, routing
wei ght). This aspect will be conveyed by the cost Name

cost Val ue: The specific cost.

cost Al gorithm The cost may vary based upon sone
properties of the Forwardi ngEntity. The rules for the
vari ation are conveyed by the costAl gorithm

5.2.3. TransferTimng Pac

Alink will suffer effects fromthe underlying physical realization
related to the timng of the information passed by the |ink.

- fixedLatencyCharacteristic: A ForwardingEntity suffers del ay
caused by the realization of the servers (e.g. distance
rel ated; FEC encoding etc.) along with sone client specific
processing. This is the total average |atency effect of the
Forwar di ngEntity

- JitterCharacteristic: High frequency deviation fromtrue
periodicity of a signal and therefore a snall high rate of
change of transfer latency. Applies to TDM systens (i.e., nhot
packet based systens).

- wander Characteristics: Low frequency deviation fromtrue
periodicity of a signal and therefore a small |ow rate of
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change of transfer latency. Applies to TDM systens (i.e., not
packet based systens).

queui ngLat encyLi st: The effect on the latency of a queuing
process. This only has significant effect for packet based
systems and has a conpl ex characteristic (QueuinglLatency).

0 Queui ngLatency: Provides information on | atency
characteristic for a particular stated trafficProperty.

5.2.4. Transferlntegrity Pac

Transfer integrity characteristic covers expected (specified) error
| oss and duplication signal content as well as any damage of any form
to total link and to the client signals.

Lam

errorCharacteristic: describes the degree to which the signa
propagat ed can be errored. Applies to TDM systens as the
errored signal will be propagated and not packet as errored
packets wi |l be discarded.

| ossCharacteristic: Describes the acceptabl e characteristic of
| ost packets where loss may result fromdiscard due to errors
or overflow. Applies to packet systens and not TDM (as for TDM
errored signals are propagated unless grossly errored and
overflow underflow turns into timng slips).

repeat Del i veryCharacteristic: Primarily applies to packet
systens where a packet may be delivered nore than once (in
fault recovery for exanple). It can also apply to TDM where
several frames may be received twice due to switching in a
systemwith a large differential propagation del ay.

del i veryOrder Characteristic: Describes the degree to which
packets will be delivered out of sequence. Does not apply to
TDM as the TDM protocols nmaintain strict order

unavai |l abl eTi reCharacteri stic: Describes the duration for which
there may be no valid signal propagated
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- serverlntegrityProcessCharacteristic: Describes the effect of
any server integrity enhancenment process on the characteristics
of the ForwardingEntity.

5.2.5. TransferCapcity_ Pac

The ForwardingEntity derives capacity fromthe underlying
realization.

A Forwardi ngEntity nay be an abstraction and virtualization of a
subset of the underlying capability offered in a view or nmay be
directly reflecting the underlying realization

A Forwardi ngEntity may be directly used in the view or may be
assigned to another view for use.

The clients supported by a nulti-layer Forwardi ngEntity may interact
such that the resources used by one client nay inpact those avail abl e
to another. This is derived fromthe LTP spec details.

A Forwardi ngEntity represents the capacity available to user (client)
along with client interaction and usage.

A ForwardingEntity may reflect one or nore client protocols and one
or nore nenbers for each profile.

- total Potential Capacity: A "best case" view of the capacity of
the Forwardi ngEntity assumi ng that any shared capacity is
avail abl e to be taken

Note that this area is still under devel opnent to cover concepts such
as:

- exclusiveCapacityList: The capacity allocated to this
Forwardi ngentity for its exclusive use

- sharedCapacityList: The capacity allocated to this

Forwardi ngEntity that is not exclusively available as it is
shared with others
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- assignedAsExcl usi veCapaci tyLi st: The capacity assigned from
this Topol ogi cal Enity to another ForwardingEntity for its
excl usi ve use

- assi gnedAsSharedCapaci tyLi st: The capacity assigned to one or
nore ot her ForwardingEntities for shared use where the
interaction foll ows sone stated al gorithm

- Capacity which includes:

o total Size

o nunber O Usagel nst ances

o maxi nunlJsageSi ze

o nunberingRange

5.2.6. Validation_Pac

Val i dation covers the various adjacenct discovery and reachability
verification protocols. Al so may cover Information source and degree
of integrity.

- validati onMechani snLi st: Provides details of the specific
val i dati on nechani sn(s) used to confirmthe presence of an
i nt ended Forwardi ngEntity.

5.2.7. LayerProtocol Transition_Pac
Rel evant for a Link that is forned by abstracting one or nore LTPs
(in a stack) to focus on the fl ow and deenphasi ze the protocol
transformation.
This abstraction is relevant when considering nulti-layer routing.
The | ayer protocols of the LTP and the order of their application to

the signal is still relevant and need to be accounted for. This is
derived fromthe LTP spec details.
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Thi s Pac provides the relevant abstractions of the LTPs and provi des
the necessary association to the LTPs invol ved.

Li nks that included details in this Pac are often referred to as
Transi tional Links.

- transitionedLayerProtocol List: Provides the ordered structure
of layer protocol transitions encapsulated in the
Forwar di ngEntity. The ordering relates to the LinkEnd role.

6. Purpose Specific I M Exanple - Transport APl Topol ogy Service

In order to provide sonme further clarity, this section provides a
hi gh I evel introduction to a Purpose Specific IM the Transport AP
(T-API) Topol ogy service, which has been derived fromthe ONF Conmon
I nformati on Model (ONF-CIM according to the principles in [I-

D. betts].

The context of the T-APlI refers to the scope and control and naming
that a particular SDN controller, manager or a client application has
with respect to the information it operates on internally or
exchanges over an interface. The follow ng sections further describe
this purpose specific IMand relationship to the ONF-CI M

6.1. T-APlI I M Constructs

The T-API I Muses term nology that is considered to be nore fanmiliar
to the transport network managenment conmmunity and maps to the
constructs defined in the ONF-Cl M CNM Topol ogy nodel. The fol |l owi ng
tabl e provides a high | evel summary of the mapping of the constructs
rel evant to the T-API Topol ogy Service.

Mappi ng of CIMand T-API | M Constructs

ONF- Cl M CNM Ter m nol ogy T- APl I M Ter m nol ogy
Net wor kCont r ol Donmai n Cont ext
Topol ogy For war di ngDorai n
(FD Node
Li nk Li nk

Transi tional Li nk
NodeEdgePoi nt Logi cal Term
nati onPoi nt (LTP) Servi deEndPoi nt
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The follow ng provides a brief description of these T-API I M
constructs.

Lam

(0]

Link: A Link is an abstract representation of the effective
adj acency between two or nore associ ated Nodes in a Topol ogy.
It is ternminated by Node- Edge-Points of the associ ated Nodes.

Node: A Node is an abstract representation of the forwarding-
capabilities of a particular set of Network Resources. It is
described in terms of an aggregation of set of ports (Node-
Edge- Poi nt) bel onging to those Network Resources and the
potential to enable forwarding of information between those
edge ports.

Node- Edge- Poi nt: A Node- Edge- Poi nt represents the inward

net wor k- faci ng aspects of the edge-port functions that access
the forwarding capabilities provided by the Node. Hence it

provi des an encapsul ati on of addressing, napping, termnation,
adapt ati on and OAM functions of one or nmore transport |ayers
(including circuit and packet forns) performed at the entry and
exit points of the Node.

Topol ogy: A Topology is an abstract representation of the

t opol ogi cal -aspects of a particular set of Network Resources.

It is described in ternms of a network of set of Nodes and Links
that enabl e the forwardi ng-capabilities of that particul ar set
of Network Resources.

Servi ce- End- Point: A Service-End-Point represents the outward
custoner-facing aspects of the edge-port functions that access
the forwarding capabilities provided by the Node. Hence it
provides a limted, sinplified view of interest to externa
clients (e.g. shared addressing, capacity, resource
availability, etc) that enable the clients to request
connectivity without the need to understand the provider
networ k i nternals.

Transitional Link: A topological conponent that consists of the
link port at the edge of one node and a corresponding |ink port
at the edge of another node that operates on different |ayers
or whose layer is the sane but with different Layer
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Information. A transitional link is supported/inplenented by
transport processing functions (e.g., adaptation/term nation).
A transitional link can be partitioned into parallel
transitional links, or a concatenation of transitional |inks.
It can also be partitioned into a concatenation of transitiona
links and zero or nore |inks.

6.2. T-API Topology Service IM

The resultant high-level description for the T- APl Topol ogy Service
constructs, based upon the pruned and refactored ONF-CIM and the
rel ated Topol ogy Service APls are provided in Figure 6-1 bel ow.

Lam

Topol ogy Service Skel et on

(only in PDF version)

Expires April 28, 2017 [ Page 34]



Internet-Draft Usage of an | Mfor network topol ogy Cct ober 2016

Fi gure 6-1 Topol ogy Service Skel eton

The T- APl Topol ogy Service APl enables the APl client to, for
exanpl e, retrieve Topol ogy, Node, Link, and Edge-Point details.

0 Topology details: returns attributes of the Topol ogy identified
by the provided input ID. This includes references to |ower-
| evel Nodes and Li nks enconpassed by that Topol ogy. A NULL
i nput value is expected to return the top-nost Topol ogy that
corresponds to the scope of the entire Context including any
O f - Net wor k- Li nks.

0 Node details: Returns attributes of the Node identified by the
provided input ID. Includes references to Node- Edge-Points
aggregated by the Node, and attributes representing the
identification, nanming, states and forwardi ng capabilities of

t he Node

0 Link details: Returns attributes of the Link identified by the
provided input ID. Includes references to Node- Edge-Points
termnating the Link, and references to the Nodes associ ated by
t he Link.

0 Node-Edge-Point details: Returns attributes of the Node- Edge-
Point identified by the provided input ID, including references
to Service-End-Points nmapped to this Node- Edge- Poi nt.

The APl supports a retrieve-scope filter: LayerProtocol list. If
set, the APl call will return output that is relevant to the
speci fied Layer only.

7. Usage of the | M Topol ogy Subset regarding TE Topol ogy DM

As discussed earlier, a data nodel (DM nay be derived froman IM
Exanpl es of YANG DMVs derived according to automated translation tools
based upon mappi ng gui delines are provided in [ OSSDN SNOVASS] at

htt ps://github. com OpenNet wor ki ngFoundat i on/ Snownrass-
ONFQOpenTransport/tree/ devel op/ YANG It is possible to | everage the I M
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10.

11.

11.

11.

Topol ogy Subset to assess the consistency and conpl et eness of rel ated
YANG nodul es under devel opnent.

Security Considerations

This informational docurment is intended only to provide a description
of an interface-protocol-neutral information nodel, and the security
concerns are therefore out of the scope of this docunent.

| ANA Consi derations
Thi s docunent includes no request to | ANA
Concl usi ons

The informati on nodeling described in this draft, which is rel evant
to Network Topol ogy [ONF TR-512] [ OSSDN SNOAWASS], can be | everaged
in assessing the consistency and conpl et eness of related YANG nodul es
under devel opnent.
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