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Abstract

This document specifies the format, contents and semantics of Domain
Name Registration Data (DNRD) Escrow deposits for a Domain Name
Registry. It includes the following objects:
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material or to cite them other than as "work in progress."
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1.

N

Introduction

This document defines the data escrow structure of the standard set
of objects for a Domain Name Registry which include:

o

Domain: Internet domain names that are typically provisioned in a
Domain Name Registry using the EPP domain name mapping [RFC5731].
The attributes defined in the EPP domain name mapping [RFC5731]
are fully supported by this document.

Host: Internet host names that are typically provisioned in a
Domain Name Registry using the EPP host mapping [REC5732]. The
attributes defined in the EPP host mapping [RFC5732] are fully
supported by this document.

Contact: Individual or organization social information provisioned
in a Domain Name Registry using the EPP contact mapping [RFC5733].
The attributes defined in the EPP contact mapping [RFC5733] are
fully supported by this document.

Registrar: The organization that sponsors objects like domains,
hosts, and contacts in a Domain Name Registry.

NNDN: A lightweight domain object that is not linked to a
Registrar.

This document defines the following pseudo-objects:

(o]

IDN practices: Internationalized Domain Names (IDN) included in
the Domain Object Data Escrow include references to the languages
rules that define the set of character code points allowed for a
specific language.

EPP parameters: Definition of the specific EPP parameters
supported by the Registry Operator.

Header: Used to specify counters of objects in the SRS database at
a certain point in time (watermark).

Policy: Used to specify OPTIONAL elements from this specification
that are REQUIRED based on the business model of the registry.

Models

This document defines two different models that can be used to
deposit data escrow objects:


https://datatracker.ietf.org/doc/html/rfc5731
https://datatracker.ietf.org/doc/html/rfc5731
https://datatracker.ietf.org/doc/html/rfc5732
https://datatracker.ietf.org/doc/html/rfc5732
https://datatracker.ietf.org/doc/html/rfc5733
https://datatracker.ietf.org/doc/html/rfc5733
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[*M]

0 XML: The XML model includes all of the deposit information (meta-
data and data) in an XML document. The definition of the XML
format is fully defined in the XML schemas.

0o CSV: The CSV model uses XML to define the data escrow format of
the data contained in referenced Comma-Separated Values (CSV)
files.

The data escrow deposit MAY contain a mix of both models but an
object MUST be escrowed only in one model.
Terminology

The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT",
"SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this
document are to be interpreted as described in BCP 14, [RFC2119].

REGISTRY. 1In the context of this draft the definition will be
overloaded (from the definition in the base protocol) to indicate an
organization providing Registry Services for a REGISTRY-CLASS DOMAIN
NAME .

REGISTRY-CLASS DOMAIN NAME (RCDN): Refers to a top-level domain (TLD)
or any other domain name at any level in the DNS tree for which a
Registry (either directly or through and affiliate company) provides
Registry Services for other organizations or individuals. For
example: .COM, .0ORG, .BIZ, .CO.JP, .B.BR.

REGISTRY SERVICES. Services offered by the Registry critical to the
following tasks: the provisioning of domain names on receipt of
requests and data from registrars; responding to registrar queries
for status information relating to the DNS servers for the RCDN;
dissemination of RCDN zone files; operation of the Registry DNS
servers; and responding to queries for contact and other information
concerning DNS registrations in the RCDN. Any other products or
services that only a Registry is capable of providing, by reason of
its designation as the Registry. Typical examples of Registry
Services are: DNS resolution for the RCDN, WHOIS and EPP.

ALLOCATED. A status of some label with respect to a zone, whereby
the label is associated administratively to some entity that has
requested the label. This term (and its cognates "allocation" and
"to allocate") may represents the first step on the way to delegation
in the DNS.


https://datatracker.ietf.org/doc/html/bcp14
https://datatracker.ietf.org/doc/html/rfc2119
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4.

4

4.2. Country names

4.3. Telephone numbers

General Conventions

.1. Date and Time

Numerous fields indicate "dates", such as the creation and expiry
dates for domain names. These fields SHALL contain timestamps
indicating the date and time in UTC as specified in [RFC3339], with
no offset from the zero meridian.

Country identifiers SHALL be represented using two character
identifiers as specified in [IS0-3166-1].

Telephone numbers (both voice and fascimile) SHALL be formatted based
on structures defined in [ITU-E164]. Telephone numbers described in

this specification are character strings that MUST begin with a plus

sign ("+", ASCII value 0x002B), followed by a country code defined in
[ITU-E164], followed by a dot (".", ASCII value 0x002E), followed by

a sequence of digits representing the telephone number.

4.4, 1IP addresses

o

IP addresses syntax MUST conform either to, Internet Protocol
[RECO791], for IPv4 addresses, or IP Version 6 Addressing
Architecture [REC4291], for IPv6 addresses.

Object Description

This section describes the base objects supported by this
specification:

.1. RDE Domain object

The RDE domain object is based on the EPP domain name mapping
specified in [REC5731]. There are two elements used in this format
related to domains: the domain object per se, used inside the
<contents> element and the <rdeDomain:delete> object used inside the
<deletes> element.

1.1. <domain> object

5.

The domain element is based on the EPP domain <info> response for an
authorized client (see Section 3.1.2. of [RFC5731]) with additional
data from an EPP <transfer> Query Response, see Section 3.1.3. of



https://datatracker.ietf.org/doc/html/rfc3339
https://datatracker.ietf.org/doc/html/rfc0791
https://datatracker.ietf.org/doc/html/rfc4291
https://datatracker.ietf.org/doc/html/rfc5731
https://datatracker.ietf.org/doc/html/rfc5731#section-3.1.2
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[REC5731], RGP status from [REC3915], and data from the EPP <secDns:
create> command, see Section 5.2.1. of [RFC5910].

A <domain> element substitutes for the <abstractDomain> abstract
element to define a concrete definition of a domain. The
<abstractDomain> element can be replaced by other domain definitions
using the XML schema substitution groups feature.

The <domain> element contains the following child elements:

0 A <name> element that contains the fully qualified name of the
domain name object.

0 A <roid> element that contains the repository object identifier
assigned to the domain name object when it was created.

0 An OPTIONAL <uName> element that contains the name of the domain
name in Unicode character set. It MUST be provided if available.

0 An OPTIONAL <idnTableId> element that references the IDN Table
used for the IDN. This corresponds to the "id" attribute of the
<idnTableRef> element. This element MUST be present if the domain
name is an IDN.

0 An OPTIONAL <originalName> element is used to indicate that the
domain name is an IDN variant. This element contains the domain
name used to generate the IDN variant.

0 One or more <status> elements that contain the current status
descriptors associated with the domain name.

0 Zero or more OPTIONAL <rgpStatus> element to represent
"pendingDelete" sub-statuses, including "redemptionPeriod",
"pendingRestore", and "pendingDelete", that a domain name can be
in as a result of grace period processing as specified in
[REC3915].

0 An OPTIONAL <registrant> element that contain the identifier for
the human or organizational social information object associated
as the holder of the domain name object.

0 Zero or more OPTIONAL <contact> elements that contain identifiers
for the human or organizational social information objects
associated with the domain name object.

0 An OPTIONAL <ns> element that contains the fully qualified names
of the delegated host objects or host attributes (name servers)
associated with the domain name object. See Section 1.1 of


https://datatracker.ietf.org/doc/html/rfc5731
https://datatracker.ietf.org/doc/html/rfc3915
https://datatracker.ietf.org/doc/html/rfc5910#section-5.2.1
https://datatracker.ietf.org/doc/html/rfc3915
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[RFC5731] for a description of the elements used to specify host
objects or host attributes.

0 A <clID> element that contains the identifier of the sponsoring
registrar.

0 A <crRr> element that contains the identifier of the registrar
that created the domain name object. An OPTIONAL client attribute
is used to specify the client that performed the operation.

o0 An OPTIONAL <crDate> element that contains the date and time of
the domain name object creation. This element MUST be present if
the domain name has been allocated.

0 An OPTIONAL <exDate> element that contains the date and time
identifying the end (expiration) of the domain name object's
registration period. This element MUST be present if the domain
name has been allocated.

0 An OPTIONAL <upRr> element that contains the identifier of the
registrar that last updated the domain name object. This element
MUST NOT be present if the domain has never been modified. An
OPTIONAL client attribute is used to specify the client that
performed the operation.

0 An OPTIONAL <upDate> element that contains the date and time of
the most recent domain-name-object modification. This element
MUST NOT be present if the domain name object has never been
modified.

0 An OPTIONAL <secDNS> element that contains the public key
information associated with Domain Name System security (DNSSEC)
extensions for the domain name as specified in [RFC5910].

0 An OPTIONAL <trDate> element that contains the date and time of
the most recent domain object successful transfer. This element
MUST NOT be present if the domain name object has never been
transfered.

0 An OPTIONAL <trnData> element that contains the following child
elements related to the last transfer request of the domain name
object. This element MUST NOT be present if a transfer request
for the domain name has never been created.

* A <trStatus> element that contains the state of the most recent
transfer request.


https://datatracker.ietf.org/doc/html/rfc5910
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* A <reRr> element that contains the identifier of the registrar
that requested the domain name object transfer. An OPTIONAL
client attribute is used to specify the client that performed

the

operation.

* A <reDate> element that contains the date and time that the
transfer was requested.

* An <acRr> element that contains the identifier of the registrar
that SHOULD act upon a PENDING transfer request. For all other
status types, the value identifies the registrar that took the
indicated action. An OPTIONAL client attribute is used to
specify the client that performed the operation.

* An <acDate> element that contains the date and time of a
required or completed response. For a PENDING request, the
value identifies the date and time by which a response is
required before an automated response action will be taken by

the
the

registry. For all other status types, the value identifies
date and time when the request was completed.

* An OPTIONAL <exDate> element that contains the end of the
domain name object's validity period (expiry date) if the
transfer caused or causes a change in the validity period.

Example of a domain object:

<rdeDom:domain>

<rdeDom:
<rdeDom:
<rdeDom:
<rdeDom:
<rdeDom:
<rdeDom:
<rdeDom:

name>examplel.test</rdeDom:name>
roid>Dexamplel-TEST</rdeDom:roid>

status s="ok"/>
registrant>jd1234</rdeDom:registrant>
contact type="admin">sh8013</rdeDom:contact>
contact type="tech">sh8013</rdeDom:contact>
ns>

<domain:hostObj>nsl1.example.com</domain:hostObj>
<domain:hostObj>nsl.examplel.test</domain:host0Obj>
</rdeDom:ns>

<rdeDom:
<rdeDom:
<rdeDom:
<rdeDom:

clID>RegistrarX</rdeDom:clID>

CcrRr client="jdoe">RegistrarXx</rdeDom:crRr>
crDate>1999-04-03T22:00:00.0Z</rdeDom:crDate>
exDate>2015-04-03T22:00:00.0Z</rdeDom:exDate>

</rdeDom:domain>
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5.1.2. <rdeDomain:delete> object

The <rdeDomain:delete> element contains the fully qualified domain
name that was deleted and purged.

Example of <rdeDomain:delete> object:

<rde:deletes>

<rdeDomain:delete>
<rdeDomain:name>foo.test</rdeDomain:name>
<rdeDomain:name>bar.test</rdeDomain:name>
</rdeDomain:delete>

</rde:deletes>

5.2. RDE Host object

The RDE host object is based on the EPP host name mapping in
[REC5732]. There are two elements used in this format related to
hosts: the host object per se, used inside the <contents> element and
the <rdeHost:delete> object used inside the <deletes> element.

A <host> element substitutes for the <abstractHost> abstract element
to define a concrete definition of a host. The <abstractHost>
element can be replaced by other host definitions using the XML
schema substitution groups feature.

5.2.1. <host> object

The RDE host object is based on the EPP host <info> response for an
authorized client (Section 3.1.2. of [REC5732]).

The OPTIONAL <host> element contains the following child elements:

0 A <name> element that contains the fully qualified name of the
host object.

0 A <roid> element that contains the repository object identifier
assigned to the host object when the object was created.

0 One or more <status> elements that describe the status of the host
object.


https://datatracker.ietf.org/doc/html/rfc5732
https://datatracker.ietf.org/doc/html/rfc5732#section-3.1.2
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0 Zero or more <addr> elements that contain the IP addresses
associated with the host object.

0 A <clID> element that contains the identifier of the sponsoring
registrar.

0 A <crRr> element that contains the identifier of the registrar
that created the host object. An OPTIONAL client attribute is
used to specify the client that performed the operation.

0 A <crDate> element that contains the date and time of host-object
creation.

0 An OPTIONAL <upRr> element that contains the identifier of the
registrar that last updated the host object. This element MUST
NOT be present if the host object has never been modified. An
OPTIONAL client attribute is used to specify the client that
performed the operation.

0 An OPTIONAL <upDate> element that contains the date and time of
the most recent host-object modification. This element MUST NOT
be present if the host object has never been modified.

0 An OPTIONAL <trDate> element that contains the date and time of
the most recent host object successful transfer. This element
MUST NOT be present if the domain name object has never been
transfered.

Example of <host> object:

<rdeHost:host>
<rdeHost:name>nsl.examplel.test</rdeHost:name>
<rdeHost:roid>Hns1_example_test-TEST</rdeHost:roid>
<rdeHost:status s="ok"/>
<rdeHost:status s="linked"/>
<rdeHost:addr ip="v4">192.0.2.2</rdeHost:addr>
<rdeHost:addr ip="v4">192.0.2.29</rdeHost:addr>
<rdeHost:addr ip="v6">1080:0:0:0:8:800:200C:417A</rdeHost:addr>
<rdeHost:clID>RegistrarX</rdeHost:clID>
<rdeHost:crRr>RegistrarX</rdeHost:crRr>
<rdeHost:crDate>1999-05-08T12:10:00.0Z</rdeHost:crDate>
<rdeHost:upRr>RegistrarX</rdeHost:upRr>
<rdeHost:upDate>2009-10-03T09:34:00.0Z</rdeHost :upDate>

</rdeHost:host>
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5.2.2. <rdeHost:delete> object

The <rdeHost:delete> element contains the fully qualified domain name
of a host that was deleted.

Example of <rdeHost:delete> object:

<rde:deletes>

<rdeHost:delete>
<rdeHost:name>nsl.example.test</rdeHost:name>
</rdeHost:delete>

</rde:deletes>

5.3. RDE Contact object

The RDE contact object is based on the EPP contact name mapping in
[REC5733]. There are two elements used in this format related to
contacts: the contact object per se, used inside the <contents>
element and the <rdeContact:delete> object used inside the <deletes>
element.

A <contact> element substitutes for the <abstractContact> abstract
element to define a concrete definition of a contact. The
<abstractContact> element can be replaced by other contact
definitions using the XML schema substitution groups feature.

5.3.1. <contact> object

The contact object is based on the EPP contact <info> response for an
authorized client (Section 3.1.2. of [RFC5733]) with some additions
including the data from an EPP <transfer> Query Response, see Section
3.1.3. of [RFC5733].

The OPTIONAL <contact> element contains the following child elements:

0 An <id> element that contains the repository object identifier
assigned to the contact object when the object was created.

0 A <roid> element that contains the repository object identifier
assigned to the contact object when it was created.

0 One or more <status> elements that describe the status of the
contact object.


https://datatracker.ietf.org/doc/html/rfc5733
https://datatracker.ietf.org/doc/html/rfc5733#section-3.1.2
https://datatracker.ietf.org/doc/html/rfc5733#section-3.1.3
https://datatracker.ietf.org/doc/html/rfc5733#section-3.1.3
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0 One or two <postalInfo> elements that contain postal-address
information. Two elements are provided so that address
information can be provided in both internationalized and
localized forms; a "type" attribute is used to identify the two
forms. If an internationalized form (type="int") is provided,
element content MUST be represented in a subset of UTF-8 that can
be represented in the 7-bit US-ASCII character set. If a
localized form (type="loc") is provided, element content MAY be
represented in unrestricted UTF-8. The <postalInfo> element
contains the following child elements:

* A <name> element that contains the name of the individual or
role represented by the contact.

* An OPTIONAL <org> element that contains the name of the
organization with which the contact is affiliated.

An <addr> element that contains address information associated
with the contact. An <addr> element contains the following

child elements:

+ One, two, or three OPTIONAL <street> elements that contain
the contact's street address.

+ A <city> element that contains the contact's city.

+ An OPTIONAL <sp> element that contains the contact's state
or province.

+ An OPTIONAL <pc> element that contains the contact's postal
code.

+ A <cc> element that contains the contact's two-letter
country code.

0 An OPTIONAL <voice> element that contains the contact's voice
telephone number.

o An OPTIONAL <fax> element that contains the contact's facsimile
telephone number.

0 An <email> element that contains the contact's email address.

0 A <cliID> element that contains the identifier of the sponsoring
registrar.

0 A <crRr> element that contains the identifier of the registrar
that created the contact object. An OPTIONAL client attribute is
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used to specify the client that performed the operation.

0 A <crDate> element that contains the date and time of contact-
object creation.

0 An OPTIONAL <upRr> element that contains the identifier of the
registrar that last updated the contact object. This element MUST
NOT be present if the contact has never been modified. An
OPTIONAL client attribute is used to specify the client that
performed the operation.

0 An OPTIONAL <upDate> element that contains the date and time of
the most recent contact-object modification. This element MUST
NOT be present if the contact object has never been modified.

0 An OPTIONAL <trDate> element that contains the date and time of
the most recent contact object successful transfer. This element
MUST NOT be present if the contact object has never been
transferred.

0 An OPTIONAL <trnData> element that contains the following child
elements related to the last transfer request of the contact
object:

* A <trStatus> element that contains the state of the most recent
transfer request.

* A <reRr> element that contains the identifier of the registrar
that requested the domain name object transfer. An OPTIONAL
client attribute is used to specify the client that performed
the operation.

* An <acRr> element that contains the identifier of the registrar
that SHOULD act upon a PENDING transfer request. For all other
status types, the value identifies the registrar that took the
indicated action. An OPTIONAL client attribute is used to
specify the client that performed the operation.

* A <reDate> element that contains the date and time that the
transfer was requested.

* An <acDate> element that contains the date and time of a
required or completed response. For a PENDING request, the
value identifies the date and time by which a response is
required before an automated response action will be taken by
the registry. For all other status types, the value identifies
the date and time when the request was completed.
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An OPTIONAL <disclose> element that identifies elements that
requiring exceptional server-operator handling to allow or
restrict disclosure to third parties. See Section 2.9 of
[REC5733] for a description of the child elements contained within

the <disclose> element.

Example <contact> object:

<rdeContact:contact>

<rdeContact:
<rdeContact:
<rdeContact:
<rdeContact:
<rdeContact

<contact:n

id>sh8013</rdeContact:id>
roid>Csh8013-TEST</rdeContact:roid>
status s="linked"/>

status s="clientDeleteProhibited"/>

:postalInfo type="int">

ame>John Doe</contact:name>

<contact:org>Example Inc.</contact:org>
<contact:addr>

<contact:
<contact:
<contact:
<contact:
<contact:
<contact:

</contact:
</rdeContact
<rdeContact:
<rdeContact:
<rdeContact

street>123 Example Dr.</contact:street>
street>Suite 100</contact:street>
city>Dulles</contact:city>

sp>VA</contact:sp>

pc>20166-6503</contact:pc>

cc>US</contact:cc>

addr>

:postalInfo>

voice x="1234">+1.7035555555</rdeContact:voice>
fax>+1.7035555556</rdeContact: fax>

:email>jdoe@example.test</rdeContact:email>

<rdeContact:
<rdeContact:

clID>RegistrarX</rdeContact:clID>
crRr client="jdoe">RegistrarX</rdeContact:crRr>
<rdeContact:crDate>2009-09-13T08:01:00.0Z</rdeContact:crDate>
<rdeContact:upRr client="jdoe">RegistrarX</rdeContact:upRr>
<rdeContact:upDate>2009-11-26T09:10:00.0Z</rdeContact:upDate>
<rdeContact:trDate>2009-12-03T09:05:00.0Z</rdeContact:trDate>
<rdeContact:trnData>
<rdeContact:trStatus>pending</rdeContact:trStatus>
<rdeContact:reRr client="jstiles">clientW</rdeContact:reRr>
<rdeContact:reDate>2011-03-08T19:38:00.0Z</rdeContact:reDate>
<rdeContact:acRr client="rmiles">RegistrarX</rdeContact:acRr>
<rdeContact:acDate>2011-03-13T23:59:59.0Z</rdeContact:acDate>
</rdeContact:trnData>
<rdeContact:disclose flag="0">
<contact:voice/>
<contact:email/>
</rdeContact:disclose>
</rdeContact:contact>


https://datatracker.ietf.org/doc/html/rfc5733#section-2.9
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5.3.2. <rdeContact:delete> object

The <rdeContact:delete> element contains the id of a contact that was
deleted.

Example of <rdeContact:delete> object:

<rde:deletes>

<rdeContact:delete>
<rdeContact:id>sh8013-TEST</rdeContact:id>
<rdeContact:id>co08013-TEST</rdeContact:id>
</rdeContact:delete>

</rde:deletes>

5.4. RDE Registrar object

The RDE registrar object is the sponsoring client of other RDE
objects, for operational purposes MAY be the registry operator.

There are two elements used in this format related to registrars: the
registrar object per se, used inside the <contents> element and the
<rdeRegistrar:delete> object used inside the <deletes> element.

A <registrar> element substitutes for the <abstractRegistrar>
abstract element to define a concrete definition of a registrar. The
<abstractRegistrar> element can be replaced by other domain
definitions using the XML schema substitution groups feature.

5.4.1. <registrar> object
The <registrar> element contains the following child elements:

0 An <id> element that contains the Registry-unique identifier of
the registrar object. This <id> has a superordinate relationship
to a subordinate <clID>, <crRr> or <upRr> of domain, contact and
host objects.

0 An <name> element that contains the name of the registrar.

0 An OPTIONAL <gurid> element that contains the ID assigned by
ICANN.
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o

A <status> element that contains the operational status of the
registrar. Possible values are: ok, readonly and terminated.

One or two <postalInfo> elements that contain postal- address
information. Two elements are provided so that address
information can be provided in both internationalized and
localized forms; a "type" attribute is used to identify the two
forms. If an internationalized form (type="int") is provided,
element content MUST be represented in a subset of UTF-8 that can
be represented in the 7-bit US-ASCII character set. If a
localized form (type="loc") is provided, element content MAY be
represented in unrestricted UTF-8. The <postalInfo> element
contains the following child elements:

* A <addr> element that contains address information associated
with the registrar. The <addr> element contains the following
child elements:

+ One, two, or three OPTIONAL <street> elements that contain
the registrar's street address.

+ A <city> element that contains the registrar's city.

+ An OPTIONAL <sp> element that contains the registrar's state
or province.

+ An OPTIONAL <pc> element that contains the registrar's
postal code.

+ A <cc> element that contains the registrar's country code.

An OPTIONAL <voice> element that contains the registrar's voice
telephone number.

An OPTIONAL <fax> element that contains the registrar's facsimile
telephone number.

An <email> element that contains the registrar's email address.
An OPTIONAL <url> element that contains the registrar's URL.

An OPTIONAL <whoisInfo> elements that contains whois information.
The <whoisInfo> element contains the following child elements:

* An OPTIONAL <name> element that contains the name of the
registrar WHOIS server listening on TCP port 43 as specified in
[REC3912].


https://datatracker.ietf.org/doc/html/rfc3912
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* An OPTIONAL <url> element that contains the name of the
registrar WHOIS server listening on TCP port 80/443.

0 A <crDate> element that contains the date and time of registrar-
object creation.

0 An OPTIONAL <upDate> element that contains the date and time of
the most recent RDE registrar-object modification. This element
MUST NOT be present if the rdeRegistrar object has never been
modified.

Example of <registrar> object:

<rdeRegistrar:registrar>
<rdeRegistrar:id>RegistrarX</rdeRegistrar:id>
<rdeRegistrar:name>Registrar X</rdeRegistrar:name>
<rdeRegistrar:gurid>123</rdeRegistrar:gurid>
<rdeRegistrar:status>ok</rdeRegistrar:status>
<rdeRegistrar:postalInfo type="int">
<rdeRegistrar:addr>
<rdeRegistrar:street>123 Example Dr.</rdeRegistrar:street>
<rdeRegistrar:street>Suite 100</rdeRegistrar:street>
<rdeRegistrar:city>Dulles</rdeRegistrar:city>
<rdeRegistrar:sp>VA</rdeRegistrar:sp>
<rdeRegistrar:pc>20166-6503</rdeRegistrar:pc>
<rdeRegistrar:cc>US</rdeRegistrar:cc>
</rdeRegistrar:addr>
</rdeRegistrar:postalInfo>
<rdeRegistrar:voice x="1234">+1.7035555555</rdeRegistrar:voice>
<rdeRegistrar:fax>+1.7035555556</rdeRegistrar:fax>
<rdeRegistrar:email>jdoe@example.test</rdeRegistrar:email>
<rdeRegistrar:url>http://www.example.test</rdeRegistrar:url>
<rdeRegistrar:whoisInfo>
<rdeRegistrar:name>whois.example.test</rdeRegistrar:name>
<rdeRegistrar:url>http://whois.example.test</rdeRegistrar:url>
</rdeRegistrar:whoisInfo>
<rdeRegistrar:crDate>2005-04-23T11:49:00.0Z</rdeRegistrar:crDate>
<rdeRegistrar:upDate>2009-02-17T17:51:00.0Z</rdeRegistrar:upDate>
</rdeRegistrar:registrar>

5.4.2. <rdeRegistrar:delete> object

The <rdeRegistrar:delete> element contains the id of a registrar that
was deleted.
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Example of <rdeRegistrar:delete> object:

<rde:deletes>

<rdeRegistrar:delete>
<rdeRegistrar:id>agnt@O01-TEST</rdeRegistrar:id>
</rdeRegistrar:delete>

</rde:deletes>

5.5. RDE IDN Practices

The RDE Internationalized Domain Names (IDN) Practices reference is a
pseudo-object that is used to provide a short reference to the IDN
Table and Policy used in IDN registrations. The <idnTableRef>
element has an "id" attribute that is used to uniquely identify an
IDN Table stored externally.

5.5.1. <idnTableRef> object

The OPTIONAL <idnTableRef> contains the following elements. An id
attribute is used to specify an identifier for the IDN table.

o0 An <url> element that contains the URL of the IDN table that is
being referenced.

0 A <urlPolicy> element that contains the URL of the IDN policy
document. If IDN variants are generated algorithmically, the
policy document MUST define the algorithm and the state of the
implicit generated IDN variants. For a list of suggested states
for implicit IDN variants, please see [variantTLDsReport].

Example of <idnTableRef> object:

<rdeIDN:idnTableRef id="pt-BR">
<rdeIDN:url>
http://www.jiana.org/domains/idn-tables/tables/br_pt-br_1.0.html
</rdeIDN:url>
<rdeIDN:urlPolicy>
http://registro.br/dominio/regras.html
</rdeIDN:urlPolicy>
</rdeIDN:idnTableRef>



http://www.iana.org/domains/idn-tables/tables/br_pt-br_1.0.html
http://registro.br/dominio/regras.html
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5.6. RDE NNDN

A NNDN (NNDN's not domain name) does not exist as a domain object; it
is stored in the SRS database. NNDNs can optionally be used to store
registry reserved names or IDN variant handling (blocked and
withheld). A NNDN is a lightweight domain object that is not linked
to a Registrar. A FQDN can only exist as a domain name or NNDN, but
not both.

A <NNDN> element substitutes for the <abstractNNDN> abstract element
to define a concrete definition of a NNDN. The <abstractDomain>
element can be replaced by other NNDN definitions using the XML
schema substitution groups feature.

5.6.1. <NNDN> object
The OPTIONAL <NNDN> element contains the following child elements:

0 An <aName> element that contains the ASCII Compatible Encoding
(ACE) of the NNDN.

0 An OPTIONAL <uName> element that contains the name of the NNDN in
Unicode character set. It MUST be provided if available.

0 An OPTIONAL <idnTableId> element that references the IDN Table
used for the NNDN. This corresponds to the "id" attribute of the
<idnTableRef> element. This element MUST be present if the NNDN
is an IDN.

0 An OPTIONAL <originalName> element is used to indicate that the
NNDN is an IDN variant. This element contains the domain name
used to generate the IDN variant.

0 A <nameState> element that indicates the state of the NNDN:
blocked or withheld.

* If a NNDN is considered undesirable for registration (i.e.,
unavailable for allocation to anyone), then the NNDN will be
tagged as "blocked".

* If a NNDN is created to allow the registration of a domain
object to a particular registrant then the NNDN will be tagged
as "withheld".

0 A <crDate> element that contains the date and time of the NNDN
object creation.

Example of <NNDN> object:
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<rdeNNDN : NNDN>
<rdeNNDN:aName>xn--exampl-gva.test</rdeNNDN:aName>
<rdeNNDN:idnTableId>pt-BR</rdeNNDN:idnTableId>
<rdeNNDN:originalName>Dexamplel-TEST</rdeNNDN:originalName>
<rdeNNDN:nameState>withheld</rdeNNDN:nameState>
<rdeNNDN:crDate>2005-04-23T11:49:00.0Z</rdeNNDN:crDate>
</rdeNNDN : NNDN>

5.6.2. <rdeNNDN:delete> object

The <rdeNNDN:delete> element contains the ACE of a NNDN that was
deleted, i.e., the <aName>.

Example of <rdeNDN:delete> object:

<rde:deletes>

<rdeNNDN:delete>
<rdeNNDN:aName>xn--pingino-q2a.test</rdeNDN:aName>
</rdeNNDN:delete>

</rde:deletes>

5.7. RDE EPP Parameters object

An OPTIONAL <eppParams> element contains some EPP parameters that may
be helpful when rebuilding a registry from the escrow deposits. The
element SHOULD be included in Deposits if the registry uses EPP.

The syntax and content of the <eppParams> children elements is as
explained in section 2.4 of [RFC5730]. The children of the
<eppParams> are as follows:

0 One or more <version> elements that indicate the EPP versions
supported by the registry.

o One or more <lang> elements that indicate the identifiers of the
text response languages supported by the registry's EPP server.

0 One or more <objURI> elements that contain namespace URIs
representing the objects that the registry's EPP server is capable
of managing.


https://datatracker.ietf.org/doc/html/rfc5730#section-2.4
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0 An OPTIONAL <svcExtension> element that contains one or more
<extURI> elements that contain namespace URIs representing object
extensions supported by the registry's EPP server.

0 A <dcp> element that contains child elements used to describe the
server's privacy policy for data collection and management. See
section 2.4 of [RFC5730] for more details.

Example of <eppParams> element object:

<rdeEppParams:eppParams>
<rdeEppParams:version>1.0</rdeEppParams:version>
<rdeEppParams:lang>en</rdeEppParams:lang>
<rdeEppParams:objURI>urn:ietf:params:xml:ns:domain-1.0
</rdeEppParams:objURI>
<rdeEppParams:objURI>urn:ietf:params:xml:ns:contact-1.0
</rdeEppParams:objURI>
<rdeEppParams:objURI>urn:ietf:params:xml:ns:host-1.0
</rdeEppParams:objURI>
<rdeEppParams:svcExtension>
<epp:extURI>urn:ietf:params:xml:ns:rgp-1.0</epp:extURI>
<epp:extURI>urn:ietf:params:xml:ns:secDNS-1.1</epp:extURI>
</rdeEppParams:svcExtension>
<rdeEppParams:dcp>
<epp:access><epp:all/></epp:access>
<epp:statement>
<epp:purpose>
<epp:admin/>
<epp:prov/>
</epp:purpose>
<epp:recipient>
<epp:ours/>
<epp:public/>
</epp:recipient>
<epp:retention>
<epp:stated/>
</epp:retention>
</epp:statement>
</rdeEppParams:dcp>
</rdeEppParams:eppParams>


https://datatracker.ietf.org/doc/html/rfc5730#section-2.4
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5.8. RDE Policy object
The RDE Policy is a pseudo-object that is used to specify which
OPTIONAL elements from this specification are REQUIRED based on the
business model of the registry.

5.8.1. <policy> object

The OPTIONAL <policy> contains the following attributes:

o0 An <element> that defines that the referenced <element> is
REQUIRED.

Example of <policy> object:

<rdePolicy:policy element="rdeDom:registrant" />

5.9. Header object
The RDE Header is a pseudo-object that is used to specify the number
of objects in the SRS at a specific point in time (watermark)
regardless of the type of deposit: differential, full or incremental.
5.9.1. <header> object
The <header> contains the following attributes:

0 A <tld> element that defines TLD being escrowed.

0 A <count> element that number of objects being escrowed. An uri
attribute is used to define the type of object.

Example of <header> object:
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<rdeHeader:tld>test</rdeHeader:tld>
<rdeHeader :count
uri="urn:ietf:params:xml:ns:rdeDomain-1.0">2</rdeHeader:count>
<rdeHeader :count
uri="urn:ietf:params:xml:ns:rdeHost-1.0">1</rdeHeader:count>
<rdeHeader :count
uri="urn:ietf:params:xml:ns:rdeContact-1.0">1</rdeHeader:count>
<rdeHeader:count
uri="urn:ietf:params:xml:ns:rdeRegistrar-1.0">1
</rdeHeader:count>
<rdeHeader :count
uri="urn:ietf:params:xml:ns:rdeIDN-1.0">1</rdeHeader :count>
<rdeHeader :count
uri="urn:ietf:params:xml:ns:rdeNNDN-1.0">1</rdeHeader:count>
<rdeHeader :count
uri="urn:ietf:params:xml:ns:rdeEppParams-1.0">1

</rdeHeader :count>
</rdeHeader :header>

RDE IDN Variants handling

Depending on the Registration Policy of the Registry; for a
particular domain name there may be multiple variant names.
[variantTLDsReport] for further detail on IDN variants.

See

A registry could choose to escrow IDN variants as domains or NNDN
objects.

A NNDN or a domain name are explicit representations of an IDN
variant while an IDN variant computed based on an algorithm is an
implicit representation. Explicit representation of an IDN variant
takes precedence over an implicit representation.

Profile

Different business models of registries exist, therefore the registry
is responsible to define a profile that matches its particular
business model. The profile mechanism allows a registry to extend

this specification.

A profile is the process of:
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1. Extending base objects with the mechanisms defined for XML and
CSV models.

* In the case of the XML model, abstract elements could be use
to extend the following objects: <domain>, <host>, <contact>,
<NNDN> and <registrar> using XML schema substitution groups
feature.

2. Defining a <policy> object to specify which OPTIONAL elements of
this base specification are required based on the business model
of the registry. An example is the <registrant> element that is
usually REQUIRED but it is specified as OPTIONAL in this
specification to accomodate existing business models.

3. Adding new escrowed objects using the <rde:contents> and <rde:
deletes> elements.

4. Providing the XML schemas to third parties that require them to
validate the escrow deposits.

8. Appendix A. Example of a full deposit using the XML model only

Example of a full deposit using the XML model only:

<?xml version="1.0" encoding="UTF-8"?>

<rde:deposit type="FULL" id="20101017001" prevId="201010160001"
xmlns:domain="urn:ietf:params:xml:ns:domain-1.0"
xmlns:contact="urn:ietf:params:xml:ns:contact-1.0"
xmlns:secDNS="urn:ietf:params:xml:ns:secDNS-1.1"
xmlns:rde="urn:ietf:params:xml:ns:rde-1.0"
xmlns:rdeHeader="urn:ietf:params:xml:ns:rdeHeader-1.0"
x