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Abstract

This document defines extensions to the SIP REFER method so that this method can be used to refer to multiple resources. These extensions include the use of pointers to URI-lists in the Refer-To header field, the use of bodies to describe the requests to be sent by the server, and the use of a new event package to report the state of several transactions.
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1. Introduction

The need for exploders in SIP [2] is described in [6]. Mechanisms to invoke exploders in SIP need to meet the requirements listed there.

The SIP REFER method [4] allows a user agent to request a server to send a request to a third party. Still, a number of applications need to request a server to initiate transactions towards a set of destinations. We define several extensions to REFER so that REFER can be used to refer to multiple destinations (e.g., a user agent requesting a conferencing server to INVITE several new participants).

2. Terminology

In this document, the key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT", "SHOULD", "SHOULD NOT", "RECOMMENDED", "NOT RECOMMENDED", "MAY", and "OPTIONAL" are to be interpreted as described in BCP 14, RFC 2119 [1] and indicate requirement levels for compliant implementations.

We define the following three new terms:

REFER-Issuer: the UA issuing the REFER request.

REFER-Recipient: the UA receiving the REFER request.

REFER-Target: the UA designated in the Refer-To URI.

3. Carrying Multiple Destinations

We represent the multiple REFER-Targets of a REFER using a URI list. We use the Refer-To header field to carry a pointer to that URI-list.

draft-camarillo-sipping-uri-list provides rules to carry a pointer to a URI list in a URI parameter called list. Refer-To header fields carrying a pointer to a URI-list follow the same rules. That is, the Refer-To header field of REFER with multiple REFER-Targets MUST contain a URI that points to a URI list. The XCAP resource list format [5] MUST be supported; any other URI list formats MAY be supported.

The following is an example of a REFER with a Refer-To header field that points to a URI list which is carried in the message body. The option-tag "multiple-refer" in the Require header, which is defined in Section 5, ensures that the REFER-Recipient understands Refer-To header fields with pointers to URI lists.
REFER sip:b@atlanta.example.com SIP/2.0
Via: SIP/2.0/UDP agenta.atlanta.example.com;branch=z9hG4bK2293
To: <sip:b@atlanta.example.com>
From: <sip:a@atlanta.example.com>;tag=193402342
Call-ID: 898234234@agenta.atlanta.example.com
CSeq: 1 REFER
Max-Forwards: 70
Require: multiple-refer
Refer-To: cid:cn35t8jf02@example.com
Contact: sip:a@atlanta.example.com
Accept: application/sdp, message/sipfrag,
       application/transaction-info+xml
Content-Type: application/resource-lists+xml
Content-Length: xxx
Content-ID: <cn35t8jf02@example.com>

<?xml version="1.0" encoding="UTF-8"?>
<resource-lists xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
  <list name="ad-hoc-1">
    <entry name="1" uri="sip:bill@example.com" />
    <entry name="2" uri="sip:joe@example.com" />
    <entry name="3" uri="sip:ted@example.com" />
    <entry name="4" uri="sip:bob@example.com" />
  </list>
</resource-lists>

Figure 1

4. The Transaction State Event Package

REFER requests establish an implicit subscription to the "refer" event package, defined in [4]. The data format used in this event package is message/sipfrag, which is defined in [3]. The REFER specification says the following about the NOTIFIES triggered by the REFER's implicit subscription:

Each NOTIFY MUST contain an Event header field with a value of refer and possibly an id parameter.

Each NOTIFY MUST contain a body of type "message/sipfrag".

We keep the first statement, but relax the second statement (about the body format) so that the refer event package is aligned with any other event package. That is, the notifier can choose any format that is applicable to the event package and that appears in the Accept header field of the request that created the subscription (the REFER, in our case). The resulting normative statement is the following:
The notifications generated by the server MUST be in one of the formats specified in the Accept header field in the REFER request.

The default format, which MUST be supported by all UAs that generate REFERs with the option-tag "multiple-refer" in a Require header field, is "application/transaction-info+xml", as defined in (draft-camarillo-sipping-transac-package).

The following is an example of the body of a NOTIFY generated by the REFER-Recipient of the REFER in Figure 1.

```xml
<?xml version="1.0"?>
<transaction-info xmlns="urn:ietf:params:xml:ns:transaction-info"
                 version="0"
                 state="full"
                 entity="sip:b@atlanta.example.com">
    <transaction id="frgd870th87" r-uri="sip:bill@example.com">
        <state code="200">complete</state>
    </transaction>
    <transaction id="234f12345" r-uri="sip:joe@example.com">
        <state code="404">complete</state>
    </transaction>
    <transaction id="fghd2345" r-uri="sip:ted@example.com">
        <state code="200">complete</state>
    </transaction>
    <transaction id="12dvg2345" r-uri="sip:bob@example.com">
        <state code="200">complete</state>
    </transaction>
</transaction-info>
```

Figure 2

5. The Multiple-Refer SIP Option-Tag

We define a new SIP option-tag for the Require and Supported header fields: multiple-refer.

A UA including the multiple-refer option-tag in a Supported header understands Refer-To header fields that point to URI lists and understands the "application/transaction-info+xml" body type.

A UA generating a REFER with a pointer to a URI-list in its Refer-To header field MUST include the multiple-refer option-tag in the Require header field of the REFER.
6. The Template Disposition-Type

When using REFER, the new request to be sent is described using URI parameters. For example, the following Refer-To header field contains the values of the Accept-Contact and Call-ID header fields of the new request.

Refer-To: <sip:bob@biloxi.example.net?Accept-Contact=sip:bobsdesk.biloxi.example.net&Call-ID%3D55432%40alicepc.atlanta.example.com>

REFERs with multiple REFER-Targets usually request that the REFER-Recipient sends a set of similar requests. Describing a set of similar requests by adding the same URI parameters to all the URIs in the definition of the URI list is not an efficient way to encode that information.

We define a new disposition-type: template. Bodies of this disposition-type (typically sipfrag bodies as defined in RFC 3420 [3]) provide the server with a template for the messages to be sent.

The following example shows a body whose disposition-type is template. It indicates that the requests to be sent should be MESSAGEs carrying the text "Hello world."

Content-Disposition: template;handling=required
Content-type: message/sipfrag
Content-Length: xxx

MESSAGE sip:whoever.invalid SIP/2.0
Content-Type: text/plain
Content-Length: 12
Hello World.

If any of the URIs defining the REFER-Targets has a URI parameter indicating a different value for a header field than the one indicated in the template, the exploder MUST use the value in the URI parameter.

Note that in order to include the method in a sipfrag body, it is necessary to include the Request-URI as well (the whole Request-line needs to be included as specified in RFC 3420 [3]. If the REFER request contains a single REFER-Target, the URI of the Request-Target SHOULD be placed in the Request-URI of the template body. Otherwise, it is RECOMMENDED that the Request-URI in the template body is an invalid URI.
7. Example

We need to add the whole call flow.

REFER sip:b@atlanta.example.com SIP/2.0
Via: SIP/2.0/UDP agenta.atlanta.example.com;branch=z9hG4bK2293
To: <sip:b@atlanta.example.com>
From: <sip:a@atlanta.example.com>;tag=193402342
Call-ID: 898234234@agenta.atlanta.example.com
CSeq: 1 REFER
Max-Forwards: 70
Require: multiple-refer
Refer-To: cid:cn35t8jf02@example.com
Contact: sip:a@atlanta.example.com
Accept: application/sdp, message/sipfrag,
        application/transaction-info+xml
Content-Type: multipart/mixed;boundary="boundary1"
Content-Length: xxx

--boundary1
Content-Disposition: template;handing=required
Content-type: message/sipfrag
Content-Length: xxx

MESSAGE sip:whoever.invalid SIP/2.0
Content-Type: text/plain
Content-Length: 12

Hello World.

--boundary1
Content-Type: application/resource-lists+xml
Content-Length: xxx
Content-ID: <cn35t8jf02@example.com>

<?xml version="1.0" encoding="UTF-8"?>
<resource-lists xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
  <list name="ad-hoc-1">
    <entry name="1" uri="sip:bill@example.com" />
    <entry name="2" uri="sip:joe@example.com" />
    <entry name="3" uri="sip:ted@example.com" />
    <entry name="4" uri="sip:bob@example.com" />
  </list>
</resource-lists>
8. Security Considerations

TBD

9. IANA Considerations

TBD: we need to register the multiple-refer option-tag and the template disposition type.

Normative References


Informational References

Authors' Addresses

Gonzalo Camarillo
Ericsson
Hirsalantie 11
Jorvas 02420
Finland

EMail: Gonzalo.Camarillo@ericsson.com

Aki Niemi
Nokia
P.O. Box 321
NOKIA GROUP, FIN 00045
Finland

EMail: Aki.Niemi@nokia.com

Hisham Khartabil
Nokia
P.O. Box 321
NOKIA GROUP, FIN 00045
Finland

EMail: Hisham.Khartabil@nokia.com

Markus Isomaki
Nokia
Itamerenkatu 11-13
Helsinki 00180
Finland

EMail: Markus.Isomaki@nokia.com
Intellectual Property Statement

The IETF takes no position regarding the validity or scope of any intellectual property or other rights that might be claimed to pertain to the implementation or use of the technology described in this document or the extent to which any license under such rights might or might not be available; neither does it represent that it has made any effort to identify any such rights. Information on the IETF's procedures with respect to rights in standards-track and standards-related documentation can be found in BCP-11. Copies of claims of rights made available for publication and any assurances of licenses to be made available, or the result of an attempt made to obtain a general license or permission for the use of such proprietary rights by implementors or users of this specification can be obtained from the IETF Secretariat.

The IETF invites any interested party to bring to its attention any copyrights, patents or patent applications, or other proprietary rights which may cover technology that may be required to practice this standard. Please address the information to the IETF Executive Director.

Full Copyright Statement

Copyright (C) The Internet Society (2004). All Rights Reserved.

This document and translations of it may be copied and furnished to others, and derivative works that comment on or otherwise explain it or assist in its implementation may be prepared, copied, published and distributed, in whole or in part, without restriction of any kind, provided that the above copyright notice and this paragraph are included on all such copies and derivative works. However, this document itself may not be modified in any way, such as by removing the copyright notice or references to the Internet Society or other Internet organizations, except as needed for the purpose of developing Internet standards in which case the procedures for copyrights defined in the Internet Standards process must be followed, or as required to translate it into languages other than English.

The limited permissions granted above are perpetual and will not be revoked by the Internet Society or its successors or assignees.

This document and the information contained herein is provided on an "AS IS" basis and THE INTERNET SOCIETY AND THE INTERNET ENGINEERING TASK FORCE DISCLAIMS ALL WARRANTIES, EXPRESS OR IMPLIED, INCLUDING BUT NOT LIMITED TO ANY WARRANTY THAT THE USE OF THE INFORMATION
HEREIN WILL NOT INFRINGE ANY RIGHTS OR ANY IMPLIED WARRANTIES OF MERCHANTABILITY OR FITNESS FOR A PARTICULAR PURPOSE.

Acknowledgment

Funding for the RFC Editor function is currently provided by the Internet Society.