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Status of this Memo

   By submitting this Internet-Draft, each author represents that any
   applicable patent or other IPR claims of which he or she is aware
   have been or will be disclosed, and any of which he or she becomes
   aware will be disclosed, in accordance with Section 6 of BCP 79.

   Internet-Drafts are working documents of the Internet Engineering
   Task Force (IETF), its areas, and its working groups.  Note that
   other groups may also distribute working documents as Internet-
   Drafts.

   Internet-Drafts are draft documents valid for a maximum of six months
   and may be updated, replaced, or obsoleted by other documents at any
   time.  It is inappropriate to use Internet-Drafts as reference
   material or to cite them other than as "work in progress."

   The list of current Internet-Drafts can be accessed at
http://www.ietf.org/ietf/1id-abstracts.txt.

   The list of Internet-Draft Shadow Directories can be accessed at
http://www.ietf.org/shadow.html.

   This Internet-Draft will expire on August 5, 2006.

Copyright Notice

   Copyright (C) The Internet Society (2006).

Abstract

   This document specifies additional information that can inserted in
   IS-IS LSPs to convey link capabilities that may be useful in certain
   applications.  In particular, an IS may convey that zero or more of
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   its links are explicit marked and/or implicit U-turn recipient
   capable, which may be described as capable of identifying traffic as
   U-turn traffic and redirecting the traffic to a suitable alternate.
   The immediate applicability for these two link capabilities is in
   support of local protection, provided by a U-turn alternate, in the
   event of a link and/or node failure while the IS-IS area is
   reconverging onto a new topology.
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1.  Introduction

   Recently, an increasing interest in IGP traffic engineering using
   intelligent metric assignment has led to the development and
   deployment of techniques and methods to manage traffic distribution
   and capacity expansion without explicit source routing [ref].  The
   fundamental premise to this approach is that it reduces operational
   complexity by leveraging existing and well-understood routing methods
   to achieve effectivey the same ends as are possible using explicit
   source routing, without adding any new technology to the routing
   system.  Many carriers have adopted this approach as a means to
   better manage bandwidth utilization and overall network efficiency.
   However, in many environments and under certain failure scenarios,
   the IGP TE approach does not allow for fast restoration, as the IGP
   must reconverge.  While fast IGP convergence is a topic of great
   interest, there is concern that a lower floor exists that, if
   crossed, may have a negative impact on the stability of a network.
   As the network diameter and node degree increase, this floor
   invariably raises in some proportionate manner - that is, the bigger
   the network, the slower the overall convergence.

   Depending on the application, restoration time-tolerance varies.  For
   real-time applications, it is certainly reasonable to expect
   restoration times in the &lt50 msec range.  The Fast Reroute method
   specified in [RFC4090] is one such mechanism to achieve these
   restoration times, as a precomputed alternate path can service the
   offered load that was destined for a failed link in a loop-free
   fashion.  However, this requires MPLS TE tunnels, which may not be a
   desirable option for reasons mentioned above - namely, the increase
   in complexity.

   [I-D.ietf-rtgwg-ipfrr-spec-base], [I-D.ietf-rtgwg-ipfrr-framework],
   and [U-TURN] have proposed an alternative to tunnel-based restoration
   in IP networks that is independent of MPLS.  Clearly, the ability to
   traffic engineer for bandwidth efficiency and fast restoration are
   attractive to network operators that are opposed to deploying MPLS-
   based RSVP-TE.  Nevertheless, the destination-based nature of the
   classical IP routing paradigm does not afford any guarantee that an
   alternate path around a failure is loop-free.  [U-TURN] proposes such
   a mechanism, however, this mechanism requires additional information
   to be distributed via IS-IS flooding so as to convey to routers in an
   area that the capability exists.

2.  Signaling Link Capabilities

   [RFC3784] defines extensions to IS-IS as specified in [IS-IS] and
   extended in [RFC1195] to allow for traffic engineering parameters to
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   be flooded throughout an area.  TLV 22, the extended IS-reachability
   TLV is used to add additional information about an IS's connections
   to other IS's, such as available bandwidth and color, by creating sub
   TLVs within TLV 22.  [I-D.ietf-isis-link-attr] introduces the notion
   of extending TLV 22, sub-TLV 19 to signal an IS's capabilities.  The
   initial capabilities proposed in [I-D.ietf-isis-link-attr] are
   orthogonal to the two proposed here; the "link excluded from local
   protection path" flag is also used for U-turn alternates [U-TURN].

   This draft proposes the creation of two new flags in TLV 22, Sub TLV
   19 for indicating an IS's ability to be a U-turn recipient.  The
   following bits are defined:

   0x6: Explicit Marked U-turn Recipient Capable: When this bit is set,
      an IS can apply the explicitly marked U-turn packet identification
      method [U-TURN] to identify packets as U-turn packets and redirect
      those U-turn packets towards an appropriate alternate next-hop, if
      such is available.  A neighbor, which wishes to use this link as a
      U-turn alternate next-hop, should mark traffic sent on the link
      into a U-turn alternate.
   0x7: Implicit U-turn Recipient Capable: When this bit is set, an IS
      can apply the implicit U-turn packet identification method
      [U-TURN] to identify packets as U-turn packets and redirect those
      U-turn packets towards an appropriate alternate next-hop, if such
      is available.  A neighbor, which wishes to use this link as a
      U-turn alternate next-hop, should not mark traffic sent on the
      link into a U-turn alternate.

3.  Security Considerations

   This document does not introduce any new security issues.
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