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   This document may contain material from IETF Documents or IETF
   Contributions published or made publicly available before November
   10, 2008. The person(s) controlling the copyright in some of this
   material may not have granted the IETF Trust the right to allow
   modifications of such material outside the IETF Standards Process.
   Without obtaining an adequate license from the person(s) controlling
   the copyright in such materials, this document may not be modified
   outside the IETF Standards Process, and derivative works of it may
   not be created outside the IETF Standards Process, except to format
   it for publication as an RFC or to translate it into languages other
   than English.

Abstract

   A Point-to-Multipoint (P2MP) Pseudowire (PW) is a mechanism that
   emulates the essential attributes of a P2MP Telecommunications
   service such as P2MP ATM over a Packet Switched Network (PSN).

   This document describes the encapsulation and data plane procedures
   for a P2MP PW. These procedures are meant to be independent of the
   control plane used to signal a P2MP PW.
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1. Specification of requirements

   The key words "MUST", "MUST NOT", "REQUIRED", "SHALL", "SHALL NOT",
   "SHOULD", "SHOULD NOT", "RECOMMENDED", "MAY", and "OPTIONAL" in this
   document are to be interpreted as described in [RFC2119].

2. Introduction

   A Point-to-Multipoint (P2MP) Pseudowire (PW) is a mechanism that
   emulates the essential attributes of a P2MP Telecommunications
   service such as P2MP ATM over a Packet Switched Network (PSN). One of
   the applicabilities of a P2MP PW is to deliver a Layer 2 multicast
   service, that carries multicast frames (encoded using Layer 2 or IP
   mechanisms) from a multicast source to one or more multicast
   receivers.

   The required functions of P2MP PWs include encapsulating service-
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   specific PDUs arriving at an ingress Attachment Circuit (AC), and
   carrying them across a tunnel to one or more egress ACs, managing
   their timing and order, and any other operations required to emulate
   the behavior and characteristics of the service as faithfully as
   possible.

   P2MP PWs extend the PWE3 architecture [RFC3985] to offer a P2MP
   Telecommunications service. They follow the PWE3 architecture as
   described in [RFC3985] with modifications as outlined in this
   document.  One notable difference between point-to-point (P2P) PWs as
   outlined in [RFC3985] and P2MP PWs is that the former emulate a
   bidirectional service whereas the latter emulate a unidirectional
   service.

   This document describes the encapsulation and data plane procedures
   for a P2MP PW. These procedures are meant to be independent of the
   control plane used to signal a P2MP PW.

3. P2MP PW Semantics

   A P2MP PW provides a mechanism for the root CE to send traffic to one
   or more leaf CEs over a PSN.

   A root CE in a sender site sends traffic on one or more ACs to the
   root PE.  The root PE delivers this traffic over a P2MP PW to one or
   more leaf PEs. Each leaf PE in turn delivers this traffic to one or
   more leaf CEs in a receiver site. A particular leaf CE MUST receive
   this traffic over a single AC.

   A particular leaf CE may receive traffic from multiple sender CEs.
   Traffic from different sender CEs is received by a leaf PE over
   unique P2MP PWs. The leaf PE must use unique ACs to send traffic
   received over unique P2MP PW, to the same leaf CE or different leaf
   CEs.

4. P2MP PW Encapsulation

   An architectural building block of P2MP PWs is that routers not
   directly connected to VPN customers should carry no VPN state, or at
   minimum this state should not grow linearly with the number of
   individual connections provisioned on the edge devices.

   In order to achieve this traffic belonging to different P2MP PWs,
   which may be in different L2VPNs, may be carried over the same PSN
   tunnel.  The PSN tunnels MUST be based on P2MP MPLS LSPs signaled
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   using either RSVP-TE [RFC4875] or P2MP LDP [mLDP]. Penultimate-hop-
   popping MUST be disabled. The egress PEs MUST NOT advertise IMPLICIT
   NULL or EXPLICIT NULL for P2MP PSN Tunnels that are used to carry
   P2MP PW traffic.  This document uses the terms P-Multicast Tree and
   P2MP PSN Tunnel inter-changeably.

   When multiple P2MP PWs are carried over the same P2MP MPLS PSN tunnel
   there is a need to identify at the leaf PE the P2MP PW the packet
   belongs to. This is done by using a P2MP PW demultiplexor that allows
   an egress PE to determine in the data plane, the P2MP PW for which
   the packet is intended. A MPLS label is used as the P2MP PW
   demultiplexor. The root PE MUST use this label as the bottom-most
   label while encapsulating a customer data packet in a P2MP PW. Each
   of the leaf PEs must be able to associate this inner label with the
   same P2MP PW and use it to demultimplex the traffic received over the
   P2MP PSN tunnel.

   This document requires the use of an upstream assigned MPLS label
   [RFC5331] as the P2MP PW demultiplexor.

   The MPLS upstream assigned label that is used as the P2MP PW
   demultiplexor MUST be assigned by the root PE i.e. the PE connected
   to the root CE.  It MUST be distributed by the root PE to the leaf
   PEs i.e. the PEs connected to the receiver CEs via a control plane
   mechanism or via provisioning. The control plane mechanisms used to
   achieve this are outside the scope of this document.

5. P2MP PW Encapsulation Type

   The PW encapsulation types specified in [RFC4446] MUST be used for
   P2MP PWs.

6. Data Forwarding

6.1. MPLS Tree Encapsulation

   The following diagram shows the progression of a L2 multicast packet
   as it enters and leaves the SP network when MPLS trees are being
   used.  RSVP-TE P2MP LSPs are examples of such trees. The modification
   to the Layer 2 frame, by the root PE, depends on the Layer 2
   encapsulation type. This document requires that the encapsulation
   methods used in transporting of Layer 2 frames over tunnels be the
   same as described in [RFC4448], [RFC4618], [RFC4619], and [RFC4717].
   Note that these encapsulation methods may result in inserting a
   control-word in the P2MP PW encapsulation as shown in the figure
   below.
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      Packets received        Packets in transit      Packets forwarded
      at root PE              in the service          by leaf PEs
                              provider network

                              +---------------+
                              |P2MP LSP Label |
                              +---------------+
                              | P2MP PW Label |
                              +---------------+
                              | Optional CW   |
      ++=============++       ++=============++       ++=============++
      ||C-L2 Hdr     ||       || C-L2 Hdr    ||       || C-L2 Hdr    ||
      ++=============++ >>>>> ++=============++ >>>>> ++=============++
      || C-Payload   ||       || C-Payload   ||       || C-Payload   ||
      ++=============++       ++=============++       ++=============++

6.2. Demultiplexing P2MP PW Traffic

   Demultiplexing P2MP PW traffic on an egress PE requires the receiving
   PE to determine the P2MP PW the packet belongs to.

6.2.1. One P-Multicast Tree - One P2MP PW Mapping

   When a P-Multicast tree is mapped to only one P2MP PW, determining
   the tree on which the packet is received is sufficient to determine
   the P2MP PW on which the packet is received. The tree is determined
   based on the tree encapsulation. When MPLS encapsulation is used, eg:
   RSVP-TE P2MP LSPs, the outer MPLS label is used to determine the
   tree. Penultimate-hop-popping MUST be disabled on the MPLS LSP (RSVP-
   TE P2MP LSP or LDP P2MP LSP).

6.2.2. One P-Multicast Tree - Many P2MP PW Mapping

   When traffic belonging to multiple P2MP PWs is carried over the same
   tree, the P2MP PW that the packet belongs to is identified by using
   an inner label. This label determines the P2MP PW for which the
   packet is intended.  The root PE uses this label as the inner label
   while encapsulating a customer multicast data packet. Each of the
   leaf PEs must be able to associate this inner label with the same
   P2MP PW and use it to demultimplex the traffic received over the P2MP
   LSP.
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   This document requires the use of upstream label assignment by the
   root PE [RFC5331]. Hence the inner label is assigned by the root PE.
   When the egress PE receives a packet over a P2MP LSP, the outer
   encapsulation [in the case of MPLS P2MP LSPs, the outer MPLS label]
   specifies the label space to perform the inner label lookup. The same
   label space MUST be used by the egress PE for all P-Multicast trees
   that have the same root [RFC5331].

   If the tree uses MPLS encapsulation, as in RSVP-TE P2MP LSPs, the
   outer MPLS label and the incoming interface provides the label space
   of the label beneath it. This assumes that penultimate-hop-popping is
   disabled. The egress PE MUST NOT advertise IMPLICIT NULL or EXPLICIT
   NULL for that tree. Once the label representing the tree is popped
   off the MPLS label stack, the next label is the demultiplexing
   information that allows the proper P2MP PW to be determined. This
   determines the set of egress CE ACs that the packet needs to be
   forwarded to. The egress PE then strips the inner MPLS label and
   sends the packet to this set of egress CEs.

6.3. Layer 2 MTU

   This document requires that the Layer 2 MTU configured on all the
   access circuits connecting the CEs to PEs, for a given P2MP PW be the
   same.  The P2MP PW signaling mechanisms must provide a means for
   ensuring this.

   The MTU on the Layer 2 access links MUST be chosen such that the size
   of the L2 frames plus the P2MP PW header does not exceed the MTU of
   the SP network. Layer 2 frames that exceed the MTU after
   encapsulation MUST be dropped.

7. Security Considerations

   TBD

8. IANA Considerations

   TBD
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