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Comments on draft-ietf-mpls-tp-survive-framework-05
1. The review comment does not propose any new text.
Section 4.7 is intended to consider protection techniques that can be applied in mesh networks. There are already subsections for various techniques of protection in meshed networks (linear protection, p2mp protection, shared mesh protection). The editors believe that all mechanisms have been covered and since the comment has not suggested any other protection techniques for use in mesh networks, this comment is not actionable.


2. There is a very significant difference between the general concept of "shared protection" and the specific technique of "shared mesh protection".

"Shared protection" as a general technique can be applied in rings, mesh networks, and so on. Section 4.3.2 describes the general concept of shared protection.

"Shared mesh protection" can only be applied in mesh networks. This is why it is described only in a subsection of Section 4.7. The proposed rename of Section 4.7.6 would not be accurate as the section only describes shared mesh protection.

It is noted that, as you remark, ring protection can share protection resources. Section 4.3.2 does not currently make reference to any topologies or protection techniques. We have added the following text to the end of paragraph 1 of Section 4.3.2:

Shared protection can be applied in different topologies (mesh, ring, etc.) and can utilise different protection mechanisms (linear, ring, etc.).

Unnumbered comment between 2 and 3
 
We have deleted the words "the traffic from" from this paragraph.
3. This comment is correct. The framework should not assume the solution provided in the current version of the document is complete. However, the framework can usefully indicate to the reader the correct place to look for the description of specific mechanisms. Therefore we have replaced the sentence as follows:

An in-band, data-plane protocol for use in MPLS-TP networks will be documented in [MPLS-TP-Linear-Protection] for this purpose.

4. This document is obviously dependent on the MPLS-TP requirements documented in RFC 5654 and approved for publication by the ITU-T. We cannot rescind any of the requirements set out in that document. 

Requirement 91 of RFC 5654 states:


91
MPLS-TP MAY support recovery mechanisms that are optimized for specific
 

network  topologies.  These mechanisms MUST be interoperable with the 
 

mechanisms defined for arbitrary topology (mesh) networks to enable protection
 

of end-to-end transport paths.

See Section 4.6 of this draft for how this requirement is first captured in the survivability framework, and where the purpose of this requirement is clarified. 

In order to clarify the meaning of "interoperability", we have added the following sentence to the second paragraph of Section 4.6:

In this context, 'interoperate' means that the use of one technique must not inhibit the use of another technique in an adjacent part of the network for use on the same end-to-end transport path, and must not prohibit the use of end-to-end protection mechanisms.

We have added a reference to see R91 of [RFC5654] in Section 4.8.

5. The editors feel that "Operator Control" is a wider term than "Operator Commands." The latter is a subset of the former. As explained in the first paragraph of Section 4.1.1, this section covers two elements of operator control: policies and actions. Changing the title as suggested would be confusing and would hide the element of policy discussed in this section.

With regard to the second point in this comment, there are some issues with your proposed substitution (for example, we need to say "recovery" not "protection"). We have substituted the following sentence which we believe captures your comment while retaining the original intent of the text:

The operator can also issue commands to control recovery actions and events.

6. Resolved as requested.


7. Resolved as requested.

8. This is a difficult comment to resolve. "Level" is a normal word in the English language and, indeed, you use it in your own text. When you ask if we mean "QoS level" you do not expect us to respond: what do you mean by "level" in this phrase?

Our initial reaction was to assume that adding some examples would help to resolve your comment, but we see that the existing text already includes examples:

The framework also describes the qualitative levels of the survivability functions that can be provided, such as dedicated recovery, shared protection, restoration, etc.

We cannot find any other way to clarify this, but we are open to suggestions.


9. Resolved as requested.

10. See also the resolution of your comment 3.

There seems to be very little mention of solutions in this section. Most of the text refers to abstract mechanisms (such as CCV). Probably you are referring to the last two paragraphs in the section. The first of these is addressed per your comment 3. The second paragraph observes that the control plane can be used to provide some of the functions required (while noting that there are limitations to this) and since the control plane for MPLS-TP is already defined as being GMPLS, it gives reference to the existing GMPLS work. It is the purpose of a framework document to point at existing work.

We have made some minor clarifications to the final paragraph to show that this paragraph is about the control plane.


11. The reference you mention is included as an Informative Reference. This is perfectly proper. You are correct that the solution contained in the current version of this document is not necessarily the final one that will be published as an RFC (see your comment 3, for a resolution of this issue). However, the solution adopted for linear protection in MPLS-TP will be published in the referenced document – it may be that the solution will be updated if there is discussion on the MPLS-TP mailing list. We would like to encourage you to continue to discuss the linear protection solutions on the MPLS-TP mailing list.

We have made no change for this comment. 

12. A good observation. Thank you. We should defer to RFC 5654 for this material. We have made substantial deletions and updated the text to read:

The architecture and the mechanisms for ring protection are specified in separate documents.  These mechanisms need to be evaluated against the requirements specified in [RFC5654] which includes guidance on the principles for the development of new mechanisms.


Disposition of Previous Comments from LS

General comment 4
The only reference to isolation is in Section 6.3. In response to your previous comment, we changed the document to discuss "Fault Localization", and the remaining mention of isolation is intentionally specific to the process of isolating a specific location. There are no other references to fault isolation, so we cannot process your comment.

We note that Section 6.3 ("Fault Localization") makes forward references to Section 6.4.3 for OAM mechanisms and to Section 6.5.3 for control plane mechanisms.
General comment 5
We do not disagree with you assertion about the importance of MTTR in providing availability for services carried over  network. We believe that availability is built on a number of components including repair and recovery. 

This document is limited to a discussion of recovery. Repair techniques are out of scope for protocol specifications and, while they may be taken into account when provisioning networks or planning services, they are outside the scope of this document.
Unnumbered comment on Section 4.3

We assume you are referring to the original comments ItaloBus40 and ItaloBus41.

Your new comment is in error. The original comments were addressed and there is now no mention of "cost" in Section 4.3.
Comment 63
Section 4.6.1.1 is no longer a section in this document. We believe you are referring to Section 4.7.2 in the version of the document that you reviewed.

Thank you for your comment. We have updated the final paragraph of the section to use tighter language and address your comment as follows:
In both protection schemes, traffic flows end-to-end on the working entity after the conditions causing the switchover have been cleared. Data selection may return to selecting traffic from the working entity if reversion is enabled, and will require coordination of the protection state between the edges of the Protection Domain.  To avoid frequent switching caused by intermittent defects or failures when the network is not stable, traffic is not selected from the working entity before the Wait-to-Restore (WTR) timer has expired.

