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We would like to thank you for liaising the consented text for the revision of Y.1720.

We believe in general that Y.1720 is technically sound and is properly layered upon the underlying MPLS mechanism.

However there is one item that is troubling.  We find the text in Appendix  II to be unclear and at least one point technically unsound.  The text in question is found in the first paragraph of Appendix II and is reproduced below:

The packet 1+1 scheme can be implemented by using a sequence as an identifier. The sequence number can be carried as the first four bytes inside the shim header of the LSP providing packet 1+1. Since the ingress and egress nodes must be aware of each LSP participating in the packet 1+1, the egress node will recognize that there is a sequence number inside the label. It will use the sequence number for selection purpose and then remove it before forwarding the accepted packet further. Note that packet 1+1 can be provided at any level of the hierarchy of a nested LSP. Figure II.1 illustrates the sequence number position behind the 4-bytes MPLS encapsulation header.
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The statement that the sequence number can be carried as the first four bytes inside the shim header, is unclear.  The phrase “inside the shim header” appears to indicate the first four bytes beyond the end of the shim header, but other interpretations could be made.  We take this interpretation based on the fact that the statement says “the first four bytes”. This statement makes no exception for the EOS bit.  Properly set EOS bits are necessary to correct label operations. The EOS bit must be set to one in the bottom most stack entry and set to zero in all other entries. 

However the sentence,  “Note that packet 1+1 can be provided at any level of the hierarchy of a nested LSP”, would seem to necessitate that sequence number be carried within the MPLS shim header.   However it is impossible to know for certain as the details of how this hierarchy would work are missing from the document.

We urge you to make the follow changes:

1. Replace the phrase, “the first four bytes inside the shim header of the LSP” with “the first four bytes of the MPLS payload”.
2. Delete the sentence “Note that packet 1+1 can be provided at any level of the hierarchy of a nested LSP.”
If item 2 is unacceptable, then we urge you to supply the technical details of how this function is handled, both in the document text and as a liaison to us.

There is one further item that we would like to draw to your attention.  If the first nibble is set to 0x4 or 0x6, intervening equipment may perform an IP Equal-Cost-Multipath (ECMP) algorithm to the payload, resulting in any particular flow taking several paths through the network.  Since mis-ordered delivery is undesirable, particularly when sequence numbers need to be checked, it is advisable to avoid this.  This can be accomplished by restricting the sequence to the low-order 28 bits of the first four bytes and requiring the first four bits to be set to zeros.

Further details on the ECMP issue can be found in draft-ietf-mpls-ecmp-bcp-03.txt, “Avoiding Equal Cost Multipath Treatment in MPLS Networks”.  (This document has passed all IETF approvals and is awaiting publication).  The way in which pseudowires deal with the ECMP issue is documented in RFC4385, “Pseudowire Emulation Edge-to-Edge (PWE3) Control Word for Use over an MPLS PSN”
Sincerely,
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