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ITU-T SG 11 would like to thank the IESG and the IETF Transport Areas for their response to the notification of consent on the "Requirements for the Support of Flow State Aware (FSA) Transport Technology in an NGN (Y.2121)". We appreciate that the IETF is cooperating with the ITU-T when our Recommendations on Next Generation Networks involve IETF standards.

We note your comment derived from a previous liaison response to ITU-T SG 13 dated October 13, 2006. You concluded that the requirements in Y.2121 (then Y.flowreq) propose significant and fundamental changes to the Internet architecture and several of its core protocols and mechanisms. These include new congestion control methods, new authentication and authorization procedures, new signaling schemes and new methods for routing and traffic security.

We would wish to further clarify our proposed continuation of work on FSA Transport Technology in Question 5/11. We are developing a new signaling Recommendation for FSA Transport Technology in an NGN. It has been assigned a working name Q.Flowstatesig. The scope of this is limited to access scenarios, where the FSA Transport Technology is overlaid on the NGN.  The signaling Recommendation is limited to managing flow state and congestion control procedures only in FSA access control functions.

To further clarify this point, please see the attached text describing illustrative examples of the intended application of FSA within an NGN. This illustrates the intended scope of our work.

We will keep the IETF informed of the work in q5/11 as the protocol specification is developed so that the impact on ietf protocols and procedures can be determined.

See ANNEX below.

ANNEX

Access control scenarios Illustrating the scope of the proposed Recommendation

Much of the anticipated use of FSA will be in what may be termed “access control” scenarios. Typically this will involve the management of limited access bandwidth, where “access” provides a forwarding pathway between an end-system and a service edge point.

Three examples of this are considered in this section, namely:

· Broadband service access with FSA management of premium content delivery

· Wifi/ WiMAX service access with FSA management of premium content delivery

· Replacing some Deep Packet Inspection with end-application control of “important” flows within the limited access bandwidth.

Again, the purpose here is to reinforce the conclusion of this contribution that FSA signaling protocol standardisation is both appropriate (given that it follows on from the work of SG13 on Y.2121) and highly relevant to anticipated services.

1. Broadband Service Access with FSA management of premium content delivery
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Figure 1: Broadband Access with FSA-based management of premium content

Figure 1 shows the main features of the flow state control of different flows passing downstream to end-systems. The flow state is set up by corresponding signalling from either the end-system or the upstream equipment (e.g. content source equipment). Certain “premium flows” are managed so that they receive, for example, a per-flow AR allocation to support faster download times, or preference priority scheduling or fast adaptation to a change in maximum rate. Basic content could also be managed through the use of, for example, aggregate flow management, limiting capacity within the access pipe e.g. on a maximum rate (MR) or AR-varying basis.

Using such controls, via standardised signalling protocols and procedures, Service Providers may upgrade existing access configurations to begin to offer a range of premium content services.

2. Wifi/ WiMAX Service Access with FSA management of premium content delivery

In Figure 2 the principles are similar, but flow management of downstream content is aimed at delivering appropriate QoS treatment for premium content delivery to mobile end-systems. Signals controlling the flow state management may be generated by the mobile end-systems. Another alternative (that also applies to case 1 above) is that signals are generated by edge systems that manage the FSA controller, possibly using pre-set values based on the choices of access that are offered by the Service Provider.
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Figure 2: Mobile access with premium content management

3. User management of important flows

In this scenario, the end-system signals the relative importance of a flow towards the FSA controller. “Importance” can mean the preference priority of a flow as signaled by an end-system. Preference priority then acts to protect some flows at the expense of others during congestion. For example, a user may wish to protect a Skype call or similar (rather than accepting that the network or service provider is in charge of such settings). A possible scenario is that some applications run with user pre-set values which are signaled whenever that application runs.

For example, in Figure 1, an end-system may run an application (e.g. a voice call) that generates a flow preference priority along the downstream and/ or upstream access pathways. These signaled “user-preferences” (shown in Figs 1 and 2) are then stored as flow state and used by the FSA controller to manage QoS.
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