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From: Stuart J. Kerry (stuart@ok-brit.com ), Chair IEEE 802.11 Working Group

To: Brian Carpenter (brc@zurich.ibm.com ) 
cc: Hannes Tschofenig (Hannes.Tschofenig@gmx.net ) Marc Linsner (marc.linsner@cisco.com), Jon Peterson (jon.peterson@neustar.biz), Cullen Jennings (fluffy@cisco.com) 
Title: Response to IETF ECRIT Liaison Request for Review of draft-ietf-ecrit-framework-00.txt
Purpose: To provide IEEE 802.11 review comments on draft-ietf-ecrit-framework-00.txt
Dear Brian Carpenter,
IEEE 802.11 has received a request from the IETF ECRIT chair, Hannes Tschofenig to provide review comments on the IETF ECRIT internet draft draft-ietf-ecrit-framework-00.txt. IEEE 802.11 comments on draft-ietf-ecrit-framework-00.txt are included as an attachment to this document. In addition to providing the review comments, this document describes two areas in which the IEEE 802.11 emergency call support interfaces with efforts in the IETF.
First, there are two procedures to enable emergency calls at the link layer currently being considered in IEEE 802.11: 

1. An "emergency services only" procedure that provides access to the client with no link layer security features enabled.  
2. A secure procedure providing client access with link-layer security, using an advertised emergency services Network Access Identifier (NAI) to trigger emergency call handling (see ftp://ftp.802wirelessworld.com/11/07/11-07-0290-02-000u-emergency-call-setup.ppt ). 
The secure procedure uses Extensible Authentication Protocol (EAP). A mechanism is provided to enable the client to discover the appropriate EAP method to use before commencing the authentication handshake, to eliminate potential delays due to EAP method negotiation.  The current approach to advertise EAP method support is via an IEEE 802.11 defined advertisement service.
Secondly, IEEE 802.11 TGu has, as part of its emergency services support, defined Civic and Geolocation MIB attributes, based on draft-ietf-geopriv-revised-civic-lo-05.txt definitions, see ftp://ftp.802wirelessworld.com/11/07/11-07-0274-01-000u-sspn-interface-internal-comment-resolution.doc .
Please contact Stuart J. Kerry, IEEE 802.11 Working Group chair, together with Dorothy Stanley, IEEE 802.11 to IETF Liaison, and Stephen McCann, TGu chair, with any questions.

Best Regards,

Stuart J. Kerry

Atts: Contact Information

List of coments

Contact information: 

Stuart J. Kerry

stuart.kerry@philips.com  

+1 408 474 7356

Dorothy Stanley

dstanley@arubanetworks.com
+1 630 363 1389

Stephen McCann

stephen.mccann@roke.co.uk 

+44 1794 833341
IEEE 802.11 comments on draft-ietf-ecrit-framework-00.txt

1. Abstract – The list of emergency services components is listed in the Abstract.  The component to “determine the caller’s number, for callback purposes” is not listed. Is this component provided?
2. Section 1, last sentence, change “802.11” to “IEEE 802.11”.
3.  Section 2, second paragraph list of differences. Suggest clarifying that these are attributes or characteristics of an IP-based telephony system which are not present in the PSTN.
4. Section 2, 5th paragraph, suggest changing “does not respect national boundaries” to “crosses national boundaries”. Also change “equipment and software required” to “equipment and software are required”.
5. Section 3, first paragraph beneath the list: Suggest changing “location” to “location data”. The terms “location data” “location information” and “location” seem to be used synonomously in the draft. Suggest using one term. Also in the first sentence, change “home or visited is detected” to “home or visited dial string is detected”.
6. Section 3, the first sentence describes a case in which the “UA receives measured location from the network”, also in section 5.3. Note that the IEEE 802.11k and IEEE 802.11v amendments currently under development are adding the ability to support location determination and location data exchange.
7. Section 3, 4th paragraph, suggest changing “dialstring” to “dial string” here and throughout the specification.
8. Section 5.2, second paragraph, change “more finer grained information” to “more finely grained” and change “postal addrress” to “postal address” and “room cubicle” to “room or cubicle” and “datums” to “datum”. In the 3rd paragraph, the term “WGS84” is not defined, also A-GPS and WAAS in section 5.3.3 are not defined.
9. Section 5.3.2, second paragraph. Suggest inserting the following sentence after the first sentence of the paragraph: “However, this may not be true for larger scale systems such as IEEE 802.16 and IEEE 802.22 which typically have larger cells than those of IEEE 802.11.” Suggest inserting the following sentence at the end of the second paragraph: “However, the civic location of an IEEE 802.16 base station may be of little use to emergency personnel”.
10. Section 5.3.3, first paragraph, suggest changing “GPS technology is improving” to “GPS technology is improving (e.g. Galileo)”.
11. Section 5.4, suggest changing “Value can fixed at time of dereference.  Value cannot be changed by endpoint” to “The value can be fixed at time of dereference.  The value cannot be changed by the endpoint”.
12. Section 5.5, second paragraph. Comment: LLDP-MED extensions may be required for wireless access networks.
13. Section 5.7. Comment: Another use case mentioned, where civic location may be meaningless is a yacht (off-shore) which has wireless access to land.
14. Section 5.8. Comment: IEEE 802.21 is considering such an Information Server, which could be used for this purpose.
15. Section 6, “Media Capabilities of Caller” list item, last sentence, suggest changing “callee” to “caller”.
16. Section 7. Comment: Any signaling of emergency calls while in a station’s IEEE 802.11 un-authenticated state will be in clear text, as a security association is not yet established. The current view is that this is a necessary evil, to allow emergency calls to be possible in all circumstances, including for example prior to the completion of IEEE 802.11 security association establishment. Emergency services operation in the IEEE 802.11 un-authenticated state impacts Section 16 (Security Considerations).
17. Section 9. Comment: Inclusion of a Call-Back Identifier has not been considered in IEEE 802.11 at this time.
18. Resolve “??”, references and “TBD” throughout.
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Abstract


The IETF ECRIT Working Group has requested that the IEEE 802.11 Working Group review and provide comments on the IETF ECRIT draft-ietf-ecrit-framework-00 internet draft, available at � HYPERLINK "http://tools.ietf.org/wg/ecrit/draft-ietf-ecrit-framework/draft-ietf-ecrit-framework-00.txt" \t "_parent" �http://tools.ietf.org/wg/ecrit/draft-ietf-ecrit-framework/draft-ietf-ecrit-framework-00.txt�.





This document contains the liaison response to that request.  
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