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At the Seoul experts meeting on MPLS-TP the work on a revision to G.8131 (02/07) ‘Linear protection switching for transport MPLS (T-MPLS) networks’ included a review of RFC 6378 ‘MPLS Transport Profile (MPLS-TP) Linear Protection’. During this review we noted a number of differences in the observable operational behaviour of linear protection as defined in RFC 6378 and linear protection as defined in G.808.1 ‘Generic protection switching - Linear trail and subnetwork protection’ and G.8031 ‘Ethernet linear protection switching’.  For convenience below we refer to RFC 6378 as PSC and G.808.1/G.8031 as APS.  However, this characterization does not imply that any decision has been reached on the format of the protection switching messages.
We request that you review these operational differences and provide some feedback on these comments and any action that you may propose to take to address them.  We look forward to working with you on this so that we can consent a revision to G.8131 to replace the existing in force T-MPLS Recommendation.

1. In APS Signal fail on protection (SF-P) is assigned a higher priority than Forced Switch (FS).  In PSC both signal fail on working (SF-W) and signal fail on protection (SF-P) have a lower priority than forced switch. Therefore, in the case of a failure on the protection path APS and PSC will behave differently and this may result in the loss of traffic in some cases.

2. In PSC the highest priority local request is always transmitted. In APS if a remote request has a higher priority than the local request then “no request” is sent. The “no request” informs the far end that its request is being acted on and provides both confirmation of the action and ensures that the actions at both ends are consistent.

3. PSC does not include the Exerciser function. In a transport network the exerciser function is typically run once every 24 hours to detect otherwise silent failures e.g. a failure in the protocol “engine” or a failure in the path to bridge the signal to protection.  This check for silent failures is essential to ensure the high reliability of a protected service.

4. In APS local and remote requests of the same type are given equal priority.  In PSC local request are given a higher priority. This may cause a difference in the way that APS and PSC operate under some multiple failure conditions depending on the sequence of the failures, further analysis is on-going to confirm this.

5. In APS the requests are assigned a priority.  In PSC the priorities are assigned independent of the request.  Some priorities and requests do correspond, however some of the items listed as priorities e.g SF/SD clear appear to be a trigger for a state transition and not a state/priority.  Also some requests (e.g. WTR) are not assigned a priority.  This ambiguity could result in a difference operational behaviour of an implementation of PSC.

6. RFC 6378 does not define the reporting of failures of the PSC protocol or the protection mechanism. These failures must be reported so that corrective action can be taken.

7. In PSC if a protection type mismatch is detected no further action is specified in the protocol i.e. the service is not protected.  In APS a mismatch (e.g. revertive/non-revertive) will be reported and protection will continue to operate with no impact on service.
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