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Abstract

The draft anal yzes the issue that nultiple nobility managenent
protocol s have been devel oped according to different requirenents.
These different protocols have different functional requirenments on
the network el enment or the host. A schene is then proposed to
support the negotiation and selection of adopted mobility managenent
prot ocol when a host accesses a new network.
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1. Introduction
A large nunmber of multiple protocols have been devel oped. |n order

to clearly analyze the possible cases, these nobility nmanagenent
protocol s can be categorized as foll ows:

o Mbile IPv6 (MPv6) protocol: the nobility managenent schene based
on [ RFC6275].

o Proxy Mbile IPv6 (PM Pv6) protocol: the nobility nmanagenent
scheme based on [ RFC5213].

0 MPv6 suite protocols: based on MPv6, there are nmultiple
ext ensi on protocol s have been standardi zed. These protocols can
be classified into two types: protocols for functional extension
and protocols for performance enhancenent. The protocols for
functional extension are proposed to support sone specific
scenarios or functions, such as Dual -stack Mbile | Pv6 (DSM Pv6)
[ RFC5555] for mobility of the dual-stack nodes, Miltiple Care-of-
address (MCoA) [RFC5648] for hosts with nultiple access interfaces
and Network Mbility (NEMO [RFC3963] for nobility of sub-network.
The other type is proposed to enhance performance of the nmobility
managenent, such as Fast Mbile IPv6 (FM P6) [RFC5268] for fast
handover, Hierarchical Mbile |Pv6 (HM Pv6) [ RFC5380] for
hi erarchical nobility optimization. |In the MPv6 suite protocols,
| ocation update is initiated by the host and the tunnel is also
term nated at the host.

0 PMPv6 suite protocols: in order to reduce the protocol cost and
enhance the handover performance further, the network-based
mobi | ity managenent protocols were proposed and PM Pv6 was
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standardi zed as a base protocol.
ext ensi ons were proposed, such as
(DS- PM Pv6) [ RFC5844],
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Based on PM Pv6, a series of its

Dual - stack Proxy Mobile |IPv6

and Distributed Mbility Managenent Proxy

Mobile | Pv6 (DM PM Pv6) [ RFC7333].
M Pv6 suite protocols,

establ i shed between network entities.
not hi ng about signaling exchange duri
particularly, the nmobility support
of the host.

Being different fromthe

the | ocation update in PMPv6 suite
protocols is triggered by the network entity and the tunne

is
Then the host needs to do
ng the novenent,

is transparent to the [P | ayer

0 Network-based protocols:
management protocol s which do not
host to support nobility.
and ot her network-based sol utions,

general ly,

they refer to the nmobility
requi re the invol venent of the

They include the PM Pv6 suite protocols

such as GPRS Tunnel | ing

Protocol (GTP) [TS.29274][TS. 29281].

0 Host-based protocols:

order to support nobility.
and ot her

general ly,
managenent protocols which require the invol venent of the host

host - based sol uti ons,

they refer to the nmobility

in
They include the MPv6 suite protocols
such as Host ldentity Protoco

(H P) [RFC7401] and I KEv2 Mobility and Ml ti hom ng Protoco

(MOBI KE) [ RFCA555] .

Figure 1 illustrates the scopes of the above different categories.
oo + oo +
| Network-based | | Host -based |
| +-------------- +| | +-------------- +|
|| PM Pv6 suite || | | MPv6 suite |
[ eeem e + | [ ememeeee + |
||| PM Pv6 Y ||| MPv6 Y
[ ee + | [ eie + |
|+ -------------- +| |+ -------------- ﬂ
S + S +

Figure 1: Scopes of different protoco

I n depl oynent,
wi | |

det ermi ne whi ch protoco

categories

t he host-based protocols and network-based protocol s
be co-existing and nultiple protoco
on the network entities or host.
to use.

deanmons wi Il be configured
There is then a gap in howto
A schenme is therefore needed to

support the negotiation and sel ection of nobility nmanagenent protoco

when t he host

initially attaches or hands over to a new network

[ Paper - Combi ni ngMobi | i t ySt andar ds] .

This docunent tries to present the principles for the protoco
sel ection and anal yze the possible scenarios which should be
supported by the subsequent nobility solution
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2. Motivations

As illustrated above, these protocols may co-exist in practice and
may simul taneously be used in an access network or even the sane
entity. Due to their different requirenents on the network entity or
host, a schene is needed to support the negotiation and sel ection of
adopt ed nobi l ity nmanagenment protocol when the host accesses to a new
network. Generally, two problens should be sol ved:

0 What principles should be followed for the protocol negotiation
and sel ection?

0 What procedure should be adopted for the protocol negotiation and
sel ection?

This scheme is needed because the network entity and the host may

have different capabilities and preferences (nmay be decided by the
capability and nmobility pattern of the host). This schene ains to
guarantee that the optimum and nost suitable protocol wll be used.

3. Possi bl e Cases

From bot h host and network aspects, there are nmultiple cases in their
capacities of nobility managenent as shown in Figure 2. W nmainly
anal yze the cases where that host and network support a single
protocol. If multiple protocols are supported sinultaneously by the
host or network side, nmultiple cases exist at the same tinme but the
logic is the sane as that in the case with single protocol supported.
Specifically, the foll owing cases should be consi dered.

1) Network supports network-based protocol, host supports network-
based protocol

In this case, there are the foll ow ng sub-cases:

a) Host supports PM Pv6 suite protocol, Network supports PMPv6 suite
pr ot ocol

o if host supports PM Pv6 and network supports PM Pv6, PM Pv6 will
be sel ect ed.

o if host supports PM Pv6 and network supports extended PM Pv6
protocol, extended PMPv6 is selected if no host involvenent is
needed, otherwise the plain PMPv6 is selected (we assune that the
ext ensi on protocols are backward-conpatible with the related plain
pr ot ocol ).

o if host supports extended PM Pv6 protocol and network supports
PM Pv6, PM Pv6 is selected (we assune that the extension protocols
are backward-conpatible with the related plain protocol).
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o if host supports extended PM Pv6 protocol and network supports
ext ended PM Pv6 protocol, the identical extension protocol is
sel ected, otherwise, the plain PMPv6 is selected (we assune that
the extension protocols are backward-conpatible with the rel ated
pl ain protocol).

o e oo o m e oo e e e e e e e e e e e e e e oo oo - +
| | | PM Pv6 |
| | B R RN +
| Network-based | PMPv6 suite| | DS-PM Pv6 |
| | | R LEREEEED +
| | | PM Pv6 extensions | FPM Pv6 |
| | | oo +
| | | | DVMV PM Pv6 |
| | | R +
I I I I I
I B L e o mmm e o +
| | Gthers | GTP |
| | R R P EEERPREEE +
I I .. I
S TSRS o mm e e e e e e e e e e e e +
I I | M Pv6 I
| | R EEEETEEEETEEERTREE, ELREEEREEED +
| Host-based | MPv6 suite | | DS-M Pv6 |
| | | R EREEEEED +
I I I | FM Pv6 I
| | | | LR +
[ [ | M Pv6 extensions | HM Pv6 [
| | | EEEAEEEEED +
I I I | NEMO I
| | | oo +
| | | | DVMM Pv6 |
| | | R +
I I I I I
| I e o mmm e o +
[ | Ohers | H P |
| | RS REREE e EEEEEEEEEEEEERPREEE +
| | | MOBI KE |
| | | +
I I l. .. I
o e e oo S o m e e e e e e e e eeeeo s +

Figure 2: Possible capacities of mobility support by the host and
net wor k

b) Host supports PM Pv6 suite protocol, Network supports other
net wor k- based pr ot ocol
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o if host supports PM Pv6 and network supports other network-based
protocol, other network-based protocol is selected if no host
i nvol venent is needed, otherwi se failure.

o if host supports extended PM Pv6 protocol and network supports
ot her networ k-based protocol, other network-based protocol is
selected if no host involvenment is needed, otherw se failure.

c) Host supports other network-based protocol, Network supports
PM Pv6 suite protoco

o if host supports other network-based protocol and network supports
PM Pv6, PM Pv6 is sel ected.

o if host supports other network-based protocol and network supports
ext ended PM Pv6 protocol, extended PM Pv6 protocol is selected if
no host involvenent is needed, otherwi se failure.

d) Host supports other network-based protocol, Network supports other
net wor k- based protoco

o the identical protocol is selected, otherw se follow network
ability if the protocols are different.

2) Network supports network-based protocol, host supports host-based
pr ot ocol

In this case, there are the follow ng sub-cases:

a) Host supports PM Pv6 suite protocol, Network supports MPv6 suite
pr ot ocol

o if host supports PM Pv6 and network supports MPv6, failure

o if host supports PM Pv6 and network supports extended M Pv6
protocol, failure.

o if host supports extended PM Pv6 protocol and network supports
M Pv6, failure.

o if host supports extended PM Pv6 protocol and network supports
ext ended M Pv6 protocols, failure.

b) Host supports PM Pv6 suite protocol, Network supports other host-
based protocol

o if host supports PM Pv6 and network supports other host-based
protocol, failure.

o if host supports extended PM Pv6 protocol and network supports
ot her host-based protocol, failure.

c) Host supports other network-based protocol, Network supports M Pv6
sui te protocol
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o if host supports other network-based protocol and network supports
M Pv6, failure.

o if host supports other network-based protocol and network supports
extended M Pv6 protocol, failure.

d) Host supports other network-based protocol, Network supports other
host - based prot ocol

o failure.

3) Network supports host-based protocol, host supports network-based
pr ot ocol

In this case, there are the foll ow ng sub-cases:

a) Host supports M Pv6 suite protocol, Network supports PMPv6 suite
pr ot ocol

o if host supports M Pv6 and network supports PM Pv6, PMPv6 is
selected in default and MPv6 is selected if host prefers it.

o if host supports M Pv6 and network supports extended PM Pv6
protocol, extended PMPv6 is selected in default, then PMPv6 is
selected with the lower priority and MPv6 is selected if host
prefers it.

o if host supports extended M Pv6 protocol and network supports
PM Pv6, PM Pv6 will be selected in default, then extended MPv6 is
selected if host prefers it and network al so supports, otherw se
M Pv6 is selected with the | owest priority.

o if host supports extended M Pv6 protocol and network supports
ext ended PM Pv6 protocol, extended PMPv6 is selected in default,
then PM Pv6 is selected, then extended MPv6 is selected if host
prefers and network al so supports, otherwise MPv6 is sel ected
with the | owest priority.

b) Host supports MPv6 suite protocol, Network supports other
net wor k- based pr ot ocol

o if host supports M Pv6 and network supports other network-based
protocol, other network-based protocol is selected if no host
i nvol venent is needed, otherw se failure.

o if host supports extended M Pv6 protocol and network supports
ot her networ k-based protocol, other network-based protocol is
selected if no host involvenment is needed, otherw se failure.

c) Host supports other host-based protocol, Network supports PM Pv6
sui te protocol
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o if host supports other host-based protocol and network supports
PM Pv6, PMPv6 is selected in default, otherwi se failure.

o if host supports other host-based protocol and network supports
ext ended PM Pv6 protocol, extended PM Pv6 protocol is selected if
no host invol venent is needed, otherw se failure.

d) Host supports other host-based protocol, Network supports other
net wor k- based pr ot ocol

0 other network-based protocol is selected if no host involvenent is
needed, otherw se failure.

4) Network supports host-based protocol, host supports host-based
pr ot ocol

In this case, there are the follow ng sub-cases:

a) Host supports M Pv6 suite protocol, Network supports MPv6 suite
pr ot ocol

o if host supports MPv6 and network supports M Pv6, MPv6 is
sel ect ed.

o if host supports M Pv6 and network supports extended M Pv6
protocol, MPv6 is selected.

o if host supports extended M Pv6 protocol and network supports
M Pv6, MPv6 is sel ected.

o if host supports extended M Pv6 protocol and network supports
extended M Pv6 protocols, the identical protocol is selected,
ot herwi se M Pv6 is sel ected.

b) Host supports M Pv6 suite protocol, Network supports other host-
based protocol

o if host supports M Pv6 and network supports other host-based
protocol, failure.

o if host supports extended M Pv6 protocol and network supports
ot her host-based protocol, failure.

c) Host supports other host-based protocol, Network supports M Pv6
sui te protocol

o if host supports other host-based protocol and network supports
M Pv6, failure.

o if host supports other host-based protocol and network supports
extended M Pv6 protocol, failure.

d) Host supports other host-based protocol, Network supports other
host - based protocol

Yan, et al. Expires May 2, 2018 [ Page 8]



Internet-Draft MCN- PS Cct ober 2017

o the identical other host-based protocol is selected, otherw se
failure.

5) Network supports host-based protocol and network-based protocol
host supports host-based protocol and network-based protoco

o follow the network based protocol in default if the host can
support, otherw se select the protocol both network and host can
support if host prefers.

4. Principles and Possi bl e Procedure

Two di fferent schemes may be used for the protocol negotiation and
sel ection: host-initiated and network-initiated. Wthin the M P/ PMP
protocols, the priority of the function-extension protocols should be
hi gher than the performance-enhancenent protocols. Generally, the
foll owi ng principles should be foll owed:

Priority 1: Follow network ability

Priority 2: Follow host preference

Priority 3: Support the functional extensions

Priority 4: Support the perfornmance enhancenents

In default: network based schene if it can be supported

Oo0Oo0oo0oo

And the general procedure for the protocol selection should be:

o During initiation, network-based protocol may be used as a default
nmobi | ity managenent protocol once the network supports it.

o |If the host prefers host-based protocols, a negotiation is
executed to handover from network-based protocol to host-based

pr ot ocol

0 After initial attachment, a profile will be generated in the
managenent store to record the selected or preferred protocol of
this host.

0 \When the handover happens, the network will check the selected or
preferred protocol during the authentication process. But the
network al so needs to notify the host if the selected protoco
cannot be supported herein.

5. Extensions

In order to fulfill the above principles, sone extensions should be
supported, for exanple:

1) Extended negotiation nmessages

The protocol negotiation may be included in the MN ATTACH Functi on
[MM-AR I F] and the inplenentation may be based on a new signaling
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8.

message or extended nessages (e.g., |ICWPv6, Dianmeter, and RADI US).
Besi des t hese, sonme other protocols may al so be used in some
speci fied scenarios, such as extended | EEE 802.21 primtives.

2) Extended nanagenent store

When the host accesses the network, authentication should be executed
before the nobility nanagenent service is provided. |In order to
support the nobility managenent protocol selection, a new information
shoul d be recorded by the network after the successful authentication
during the initial attachnent. The newly introduced information
shows the selected nobility managenent protocol and shoul d be updated
when t he used protocol changes.

Security Considerations

Generally, this function will not incur additional security issues.
The detailed influence should be anal yzed in the future.

| ANA Consi der ati ons

A new | CVMP option or authentication option or other signaling nessage
may be used with a new code nunber.
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