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Abst ract

PIMis widely deployed nulticast protocol. PIMprotocol is defined
in [RFC4601] and [ RFC7761]. As deploynent for PIM protocol grow ng

day by day, user expect least traffic |oss and fast convergence in
case of any network failure. This docunent provides extension to
exi sting defined protocol which would inprove stability of PIM

protocol with respect to traffic | oss and convergence tine when the

PIM DR i s down.
Status of This Meno

This Internet-Draft is submitted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups nmay also distribute

wor ki ng documents as Internet-Drafts. The list of current Internet-

Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a nmaxi mrum of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any

time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on Decenber 8, 2017
Copyright Notice

Copyright (c) 2017 | ETF Trust and the persons identified as the
docunment authors. All rights reserved.

This docunment is subject to BCP 78 and the | ETF Trust’s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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1. I nt roduction

Mul ticast technology is used widely. WMany nodern technol ogy use PIM
technol ogy, such as | PTV, Net-Meeting, and so on. There are nany
events that will influence the quality of nulticast services. The
change of wunicast routes will cause the lost of nulticast packets.
The change of DR cause the lost of nulticast packets too.

Wien a DR on a share-nedia LAN is down, other routers will elect a
new DR until the expiration of Hello-Holdtine. The default val ue of
Hel l o-Hol dtime is 105 seconds. Although the value of Hell o-Hol dtinme
can be changed by manual, when the DR is down, there are still many
mul ti cast packets will be lost. The quality of IPTV and Net-Meeting
will be influenced.
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Figure 1: An exanple of nulticast network

For exanple, there were two routers on one Ethernet. RouterA was
elected to DR When RouterA is down, the nmulticast packets are

di scarded until the RouterB is elected to DR and RouterB inports the
mul ticast flows successfully.

We suppose that there is only a RouterAin the Ethernet at first in
Figure 1. RouterA is the DR which is responsible for forwarding

mul ticast flows. When RouterB connects the Ethernet, RouterB will be
el ected to DR because a higher priority. So RouterA will stop
forwarding nulticast packets. The nmulticast flows will not recover
until RouterB joins the nmulticast group after it is elected to DR

2. Term nol ogy

Backup Designated Router (BDR): A shared-nedia LAN |ike Ethernet may
have nmultiple PIMSMrouters connected to it. Except for DR a
router which will act on behalf of directly connected hosts with
respect to the PIM SM protocol. But BDRwi Il not forward the flows.
When DR is down, the BDR will forward multicast flows imrediately. A
single BDR is elected per interface like the DR

3. PIMhello nessage fornat
In [ RFC4601] and [RFC7761], the PIM hello nessage format was defined.

In this docunment, we define two new option val ues which are including
Type, Length, and Val ue.
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0 1 2 3

01234567890123456789012345678901
+++++++++++++++++ A+
[ Hell o message format [

++++++++++HH A
| Opti onType + Opti onLengt h |
++++++++++H++ R
| Opt i onVal ue |

++++++++++H+
Figure 2: Hell o nessage fornmat

3.1. DR Address Option format
0 OptionType : The value is TBD

0 OptionLength: If the network is support |1Pv4, the OptionLength is
4 octets. |If the network is support |IPv6, the OptionLength is 16
octets.

0 OptionValue: The OptionValue is IP address of DR If the network
is support IPv4, the value is |IPv4 address of DR |If the network
is support I Pv6, the value is | Pv6 address of DR

3.2. BDR Address Option format
0 OptionType : The value is TBD

0 OptionLength: If the network is support |Pv4, the OptionLength is
4 octets. |If the network is support |Pv6, the OptionLength is 16
octets.

0 OptionValue: The OptionValue is I P address of BDR |If the network
is support |IPv4, the value is I Pv4 address of BDR |If the network
is support IPv6, the value is | Pv6 address of BDR

4. The Protocol Treatnent

A new router starts to send hello nessages with the values of DR and
BDR are all set to O after its interface is enabled in PIMon a
share-nedia LAN. Wen the router receives hell o nmessages from ot her
routers on the sane share-nmedia LAN, the router will check if the
value of DRis filled. |If the value of DRis filled with |IP address
of router which is sending hell o nessages, the router will store the
| P address as the DR address of this interface.
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Then the new router conpare the priority and I P address itself to the
stored | P address of DR and BDR according to the al gorithm of

[ RFC4601] and [RFC7761]. If the new router notices that it is better
to be DR than the existed DR or BDR The router will make itself the
BDR, and send new hell o nmessages with its | P address as BDR and
existed DR If the router notices that the existed DR has the

hi ghest priority in the share-media LAN, but the existed BDR is set
to Ox0 in the received hell o nessages, or the existed BDR is not
better than the new router, the newrouter will elect itself to BDR
If the router notices that it is not better to be DR than existed DR
and BDR, the router will respect the existed DR and BDR

When the new router beconmes the new BDR, the router will join the

exi sted multicast groups, inport multicast flows from upstream
routers. But the BDR MJUST not forward the nulticast flows to avoid
the duplicate nulticast packets in the share-nedia LAN. The new
router will nonitor the DR.  The nethod that BDR nonitors the DR may
be BFD technol ogy or other ways that can be used to detect I|ink/node
failure quickly. Wen the DR becones unavail abl e because of the down
or other reasons, the BDR will forward rulticast flows inmediately.

DR / BDR el ecti on SHOULD be handled in two ways. Sel ection of which
procedure to use would be totally dependent on depl oynment scenari o.

1. Wen newrouter is added in existing steady state of network, if
the new router notices that it is better to be DR than the existing
DR. It does elect itself as DR as procedure defined in RFC 7761
Thi s nethod nmust be used when user is ok to have transition in
network. This option should be used if deploynent requirenent is to
adopt with new DR as and when they are avail able, and internediate
network transition is acceptable.

2. |If the newrouter notices that it is better to be DR than the

exi sted DR or BDR, the router will nake itself the BDR, and send new
hell o nessage with its I P address as BDR and existed DR  Uses of
this option would have less transition in network. This option
shoul d be used when depl oynent requirenent is to have m ni num
transition in network unless there is sonme failure.

4.1. Election Al gorithm

The DR and BDR el ection is according the rul es defined bel ow, the
algorithmis simlar to the DR election definition in [ RFC2328].

(1) Note the current values for the network’s Designated Router and

Backup Designated Router. This is used |later for conparison
pur poses.
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(2) Calculate the new Backup Designated Router for the network as
follows. Those routers that have not decl ared thensel ves to be

Desi gnated Router are eligible to beconme Backup Designated Router.
The one which have the highest priority will be chosen to be Backup
Desi gned Router. In case of a tie, the one having the highest Router
IDis chosen.

(3) Calculate the new Designated Router for the network as foll ows.
If one or nore of the routers have decl ared thensel ves Desi gnat ed
Router (i.e., they are currently listing thenselves as Desi gnated
Router in their Hell o Packets) the one having highest Router Priority
is declared to be Designated Router. |In case of a tie, the one

havi ng the hi ghest Router IDis chosen. |If no routers have decl ared
t hensel ves Desi gnhated Router, assign the Designated Router to be the
same as the newy el ected Backup Desi gnated Router.

(4) If Router Xis now newy the Designated Router or newy the
Backup Designated Router, or is now no |onger the Designated Router
or no |longer the Backup Designated Router, repeat steps 2 and 3, and
then proceed to step 5. For exanple, if Router X is now the

Desi gnated Router, when step 2 is repeated X will no | onger be
eligible for Backup Designated Router election. Anpong other things,
this will ensure that no router will declare itself both Backup

Desi ghat ed Router and Desi gnated Router.

(5) As a result of these calculations, the router itself may now be
Desi gnat ed Rout er or Backup Desi gnated Router.

The reason behind the election algorithm s conplexity is the desire
for the DR stability.

The above procedure may el ect the same router to be both Designated
Rout er and Backup Desi gnated Router, although that router will never
be the calculating router (Router X) itself. The el ected Designated
Router may not be the router having the highest Router Priority. |If
Router X is not itself eligible to becone Designated Router, it is
possi bl e that neither a Backup Desi gnated Router nor a Designated
Router will be selected in the above procedure. Note also that if
Router X is the only attached router that is eligible to becone

Desi gnated Router, it will select itself as Designated Router and
there will be no Backup Designated Router for the network.

4.2. Sending Hell o Messages
According to Section 4.3.1 in [RFC4601] and [RFC7761], when a new
router’s interface is enabled in PIMprotocol, the router send hello

messages with the values of DR and BDR are filled with 0x0. Then the
interface is in waiting state and start the hold-tinmer which is Ilike
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t he nei ghbor hold-timer. Wen the hold-timer is expired, the
interface will elect the DR and BDR according to the DR el ection
rul es.

When a new router sets itself BDR after receive hell o nessages from
other routers, the router send hello nessages with the value of DR is
set to the I P address of existed DR and the value of BDRis set to
the I P address of the router itself.

When a existed BDR sets itself non DR and non BDR after receive hello
messages fromother routers, the router will send hello nessages with
the value of DRis set to existed DR and the value of BDRis set to
new BDR.

DR newcomer

Figure 3

For exanple, there is a stable LAN that include RouterA and RouterB
Router A is the DR which has the best priority. RouterCis a
newconer. RouterC sends hello packet with the DR and BDR is all set
to zero.

I f RouterC cannot send hello packet with the DR/ BDR capability,
Router C may send the hell o packet according the rule defined
i n[ RFC4601] and [ RFC7761].

I f depl oynent requirenent is to adopt with new DR as and when they
are available, a new router with highest priority or best |IP address
sends hell o packet with DR and BDR all set to zero at first. It
sends hello packet with itself set to DR after it finish join all the
exi sting nulticast groups. Then existed DR conpares with the new
router, the new router will be final DR

Recei ving Hel | o Messages

When the val ues of DR and BDR which are carried by hell o nessages are
received is all set to 0x0O, the router MJIST el ect the DR using
procedure defined in [ RFC4601] and [RFC7761] after the hold-tiner
expires. And elect a new BDR which is the best choice except DR
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In case the value of DR which is carried by received hell o nmessages
is not 0x0, and the value of BDRis set to 0x0, when the hold-timer
expires there is no hello packet fromother router is received, the
router will elect itself to BDR

In case either of the values of DR and BDR that are carried by

recei ved hell o nessages are larger than 0x0. The router will mark
the existed DR, and conpare itself and the BDR in nessage. When the
router notice that it is better to be DR than existed BDR  The
router will elect itself to the BDR

When a router receives a new hello nessage with the values of DR and
BDR are set to 0xO0. The router will conpare the new router with
existed information. |If the router noticed that the new router is
better to be DR than itself, or the newrouter is better to be BDR
than the existed BDR, the router will set the BDR to the new router.

When exi sted DR receives hello packet with DR set |arger than zero,
algorithm defined in section 4.1 can be used to select the final DR

As illustrated in Figure 3, after RouterC sends hell o packet, RouterC
will not elect the DR until hold-tinmer expired. During the period,
Rout er C shoul d receive the hello packets from RouterA and Rout erB.
Rout er C accepts the result that RouterAis the DR In case RouterC
has the |l owest priority than Router A and RouterB, RouterC will also
accept that Router Bis the BDR |In case RouterC has the

intermedi ate priority anong the three routers, RouterC will treat
itself as new BDR after the hold-tinmer expired. In case RouterC has
the highest priority anong the three routers, RouterC will treat
Router A which is the existed DR as DR, and RouterC will treat itself
as new BDR. If the network adm nistrator thinks that RouterC should
be new DR, the DR changi ng should be triggered manually.

Exception: During the hold-timer period, RouterC receives only the
hell o packet from RouterA. \Wen the hold-tiner expired, RouterC
treats RouterA as DR and RouterC treats itself as BDR In case
RouterC only receives the hell o packet from RouterB during the hol d-
timer period, RouterC will conpare the priority between RouterB and
itself to elect the new DR I n these situations, some interfaces or
links go wong in the LAN

4.4, The treatnent
Wien all the routers on a shared-nedia LAN are start to work on the
same time, the election result of DR is same as [ RFC4601] and

[RFC7761]. And all the routers will elect a BDR which is suboptinum
to DR The routers in the network will store the DR and BDR.  The
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4.

hel |l 0 messages sent by all the routers are sanme with the value of DR
and BDR are all set.

Wien a new router start to work on a shared-nedia LAN and receive
hell o nessages fromother routers that the value of DRis set. The
new router will not change the existed DR even if it is superior to
the existed DR If the new router is superior to existed BDR the
new router will replace the existed BDR

When the routers receive hello nessage froma new router, the routers
will conpare the new router and all the other routers on the LAN. If
the new router is superior to existed BDR, the newrouter will be new
BDR. Then the old BDR will send prune nessage to upstreamrouters.

As a result, the BDR is the one which has the highest priority except
DR. Once the DRis elected, the DRw Il not change until it fails or
manual |y adjustnent. After the DR and BDR are elected, the routers
in the network will store the address of DR and BDR

5. Sender side

DR/ BDR function al so can be used in source side that nultiple routers
and source is in sane share-nmedia network. The algorithmis the sanme
as the receiver side. Only the BDR need not build nulticast tree
from downstream rout er.

Conpatibility
If the LANis a hybrid network that there are sone routers whi ch have
DR/ BDR capability and the other routers which have not DR/ BDR
capability. |In order to avoid duplicated multicast flows in the LAN,
all the routers should go backward to use the algorithmdefined in
[ RFC4601] and [ RFC7761].
Depl oynment suggesti on
If there are two and nore routers on a share-nedia LAN, and the
mul ticast services is sensitive to the lost of multicast packets, the
function of DR and BDR defined in this docunment shoul d be depl oyed.
Security Considerations

For general PIM Security Considerations.
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8. | ANA Consi derati ons

I ANA is requested to allocate OptionTypes in TLVs of hell o nessage.
I ncl ude DR and BDR
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