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Abstract

To inprove network resource utilization and reduce the operation
expense, the Control -Pl ane and User-Pl ane separation conception is
rai sed [|-D. gu-nfvrg-cloud-bng-architecture]. This docunent
describes the informati on nodel for the interface between Control -

Pl ane and User- Pl ane separation BNG This information nodel may

i nvol ve both control channel interface and configuration channe
interface. The interface for control channel allows the Control -

Pl ane to send several flow tables to the User-Pl ane, such as user’s
information table, user’'s interface table, and user’s QS table, etc.
And it also allows the User-Plane to report the resources and
statistics information to the Control -Plane. The interface for
configuration channel is in charge of the version negotiation of
protocol s between the Control -Plane and User-Pl ane, the configuration
for devices of Control-Pl ane and User-Pl ane, and the reports of User-
Pl ane’s capabilities, etc. The information nodel defined in this
docunent enabl es defining a standardi zed data nodel. Such a data
nmodel can be used to define an interface to the CU separati on BNG
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1. Introduction

The rapid devel opment of new services, such as 4K, 10T, etc, and
i ncreasi ng nunbers of hone broadband service users present sone new
chal | enges for BNGs such as:

Low resource utilization: The traditional BNG acts as both a
gateway for user access authentication and accounting and an I P
network’s Layer 3 edge. The nutually affecting nature of the
tightly coupl ed control plane and forwardi ng pl ane nmakes it
difficult to achieve the nmaxi mum perfornmance of either plane.

Conpl ex managenent and nai ntenance: Due to the | arge nunbers of
tradi tional BNGs, a network nust have each device configured one
at a time when depl oying gl obal service policies. As the network
expands and new services are introduced, this depl oynent node wll
cease to be feasible as it is unable to nanage services
effectively and rectify faults rapidly.

Sl ow service provisioning: The coupling of control plane and
forwarding plane, in addition to a distributed network contro
mechani sm neans that any new technology has to rely heavily on
t he existing network devices.

To address these chal |l enges, cloud-based BNG with CU separation
conception is raised [I-D.gu-nfvrg-cl oud-bng-architecture]. The main
i dea of Control -Plane and User-Pl ane separation nmethod is to extract
and centralize the user managenent functions of nultiple BNG devices,
formng an unified and centralized control plane (CP). And the
traditional router’s Control Plane and Forwardi ng Plane are both
preserved on BNG devices in the formof a user plane (UP)

Thi s docunment describes an information nodel for the interface

bet ween Control - Pl ane and User- Pl ane separation BNG This

i nformati on nodel may involve both control channel interface and
configuration channel interface. The interface for control channe
all ows the Control -Plane to send several flow tables to the User-

Pl ane, such as user’s information table, user’'s interface table, and
user’'s QoS table, etc. And it also allows User-Plane to report the
resources and statistics information to the Control -Plane. The
interface for configuration channel is in charge of the version
negoti ati on of protocols between the Control-Pl ane and User- Pl ane,
the configuration for the devices of Control-Plane and User-Pl ane,
and the report of User-Plane’s capabilities, etc. The information
nmodel defined in this docunment enabl es defining a standardi zed data
nmodel . Such a data nodel can be used to define an interface to the
CU separation BNG
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2. Concept and Ter m nol ogy

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in [ RFC2119].

2.1. Term nol ogy

BNG Broadband Network Gateway. A broadband renote access server
(BRAS, B-RAS or BBRAS) routes traffic to and from broadband renote
access devices such as digital subscriber line access nultiplexers
(DSLAM on an Internet service provider's (ISP) network. BRAS can
al so be referred to as a Broadband Network Gateway (BNG).

CP: Control Plane. CP is a user control nanagenment conponent which
supports the nmanagenent of UP' s resources such as the user entry and
forwardi ng policy

UP: User Plane. UP is a network edge and user policy inplenmentation
component. The traditional router’s Control Plane and Forwarding
Pl ane are both preserved on BNG devices in the formof a user plane.

3. Control Plane and User Plane separation BNG I nformati on Model
Overvi ew

Briefly, a CU separation BNG is made up of a centralized CP and a set
of UPs. The CP is a user control managenent conponent which supports
to manage UP's resources such as the user entry and forwardi ng
policy, for exanple, the access bandwi dth and priority nmanagenent.
And the UP is a network edge and user policy inplenentation
component. It can support the forwarding plane functions on

tradi tional BNG devices, such as traffic forwarding, QS, and traffic
statistics collection, and it can al so support the control plane
functions on traditional BNG devices, such as routing, nulticast,

etc.

The followi ng figure describes the architecture of CU separation BNG
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The CU separated BNG i s shown in above figure.

The BNG Contr ol

Pl ane
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cost-efficient
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Pl anes and User Planes. Oher nodules in the BNG control plane, such
as address managenent, AAA, and etc., are responsible for the
connection with outside subsystens in order to fulfill the service.
The routing control and forwarding Plane in the BNG User Pl ane
(local) could be distributed across the infrastructure.

3.1. Service Data Mdel Usage

The idea of the information nodel is to propose a set of generic and
abstract information nodels. The nodels are intended to be used in
both Control Plane and User Planes. A typical scenario would be that
this nmodel can be used as a compendiumfor the interface between
Control Plane and User Planes of CU separation BNG that
correspondi ng data nodel or TLVs can be defined to realize the
communi cati on between the Control Plane and User Pl anes.
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CU Separation BNG

As shown in above figure, when users access to the BNG network, the
control plane solicits these users’ information (such as user’s ID
user’'s MAC, user’s access nethods, for exanple via PPPoE/ | POE)

associ ates themwi th avail abl e bandwi dt h which are reported by User
pl anes, and based on the service's requirenment to generate a set of
tabl es, which may include user’s information, user’s |IP address, and
S, etc. Then the control plane can transnmt these tables to the
User planes. User planes receive these tables, parses it, matches
these rules, and then perforns correspondi ng actions.
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4. Informati on Model

This section specifies the informati on nodel in Routing Backus- Naur
Form [1-D. gu-nfvrg-cl oud-bng-architecture]. This granmmar intends to
hel p readers better understand the English text description in order

to derive a data nodel. However it may not provide all the details
provided by the English text. Wen there is a lack of clarity in
grammar the English text will take precedence.

This section describes informati on nodel that represents the concept
of the interface of CU separation BNG which is |anguages and
protocol s neutral.

The following figure describes the Overview of Information Mdel for
CU separati on BNG

<cu- separ ati on- bng-i nf or-nodel >:: =<control - pl ane-i nf or mat i on- nodel >
<user - pl ane-i nf or mat i on- nodel >

<control - pl ane-i nf or mati on- nodel >; : =<user -rel at ed- i nf or - nodel >
<i nterface-rel at ed-inf or - nodel >
<devi ce-rel at ed-i nf or - rodel >

<user - basi c-i nf or mati on>
[ <i pv4-information®]|[<ipv6-information>]
[ <qos-i nformati on>]

<user -rel at ed-i nf or - nodel >: :

<user-basi c-i nformati on> :: <USER | D> <MAC_ADDRESS>
[ <ACCESS TYPE>] [ <SESSI ON_| D>]
[ <I NNER_VLAN- | D>] [ <OUTER_VLAN_| D>]

<USER | NTERFACE>

<i pv4-informationp: : =<USER | D><USER | PV4>
<MASK_ LENGTH><GATEWAY>
<VRF>

<i pv6-i nformati on>: : =<USER_| D>( <USER _| PV6>
<PREFI X_LEN>) | (<PD_ADDRESS><PD PREFI X LEN>)
<VRF>
<gos-i nformati on>; : =<USER_| D>
(<Cl R><PI R><CBS><PBS>)
[ <QOS_PROFI LE>]
<interface-rel ated-i nfor-nbdel >:: =<i nterface-informti on>

<interface-information>::=<| Fl NDEX><BAS_ ENABLE>
<service-type>
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<servi ce-type>: : =<PPP_Onl y><| PV4_TRI G
<I PV6_TRI G<ND- TRl G
<ARP_PROXY>

<devi ce-rel at ed-i nfor-nodel >; : =<address-fi el d-di stri bute>

<address-field-distribute>: :=<ADDRESS SEGVENT><ADDRESS SEGVENT_MASK>
<ADDRESS_SEGVENT_ VRF><NEXT_HOP>
<l F_| NDEX><MASK_LENGTH>

<user - pl ane-i nf or mati on- nodel >: : =<port -resour ces-i nf or - nodel >
<traffic-statistics>

<port-resource-information>::=<lF_| NDEX><| F_NAVE>
<| F_TYPE><LI NK_TYPE>
<MAC ADDRESS><I| F_PHY_STATE>
<Mru>
<traffic-statistics-information>::=<USER | D><STATI STI CS_TYPE>
<| NGRESS_STATI | STI CS_PACKETS>
<| NGRESS STATI STI CS_BYTES>
<EGRESS_STATI STI CS_PACKETS>
<EGRESS_STATI STI CS_BYTES>

4. 1. I nformati on Model for Control -Pl ane

This section describes informati on nodel for the Control-Plane (CP).
As mentioned in section 3, the Control Plane is a user control
managenent conponent which rmanages the user’s information, User-

Pl ane’ s resources and forwarding policy, etc. The control plane can
generate several tables which contain a set of rules based on the
resources and specific requirenents of user’s service. After that,
the control plane sends the tables to User Planes, and User pl anes
receive the tables, parse them match the rules, and then perform
correspondi ng acti ons.

The Routing Backus- Naur Form granmar below illustrates the
I nformati on nodel for Control-Plane:
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<control - pl ane-i nf or mati on- nodel >: : =<user-r el at ed-i nf or - nodel >
<interface-rel at ed-i nf or - nndel >
<devi ce-rel at ed-i nf or - nodel >

<user-rel at ed-i nf or - nodel >: :

<user - basi c-i nf ormati on>
[ <i pv4-informatione]|[<ipv6-information>]
[ <qos-i nformati on>]

<user-basic-informati on> :

<USER | D> <MAC_ADDRESS>

[ <ACCESS_TYPE>] [ <SESSI ON | D>]

[ <I NNER_VLAN- | D>] [ <OUTER_VLAN | D>]
<USER_| NTERFACE>

<i pv4-informati onk: : =<USER_| D><USER_| PV4>
<MASK LENGTH><GATEVWAY>
<VRF>

<i pv6-i nformati on>: : =<USER_| D>( <USER _| PV6>
<PREFI X_LEN>) | (<PD_ADDRESS><PD_PREFI X_LEN>)
<VRF>

<gos-i nf ormati on>; : =<USER_| D>
(<Cl R><PI R><CBS><PBS>)
[ <Q0S_PROFI LE>]

<interface-rel ated-infor-nodel > :=<interface-informati on>

<interface-information>:: =<| Fl NDEX><BAS_ENABLE>
<service-type>

<servi ce-type>: : =<PPP_Onl y><| PV4_TRI G
<I PV6_TRI G<ND- TRl G
<ARP_PROXY>

<devi ce-rel at ed-i nfor-nodel >: : =<address-fiel d-di stri bute>

<address-field-distribute>: :=<ADDRESS SEGVENT><ADDRESS SEGVENT_MASK>
<ADDRESS_SEGVENT_ VRF><NEXT_HOP>
<l F_| NDEX><MASK_LENGTH>

user-rel ated-i nfor-nodel: present the attributes which can describe
the user’s profile, such as user’s basic information, qos, and IP
address, etc.

interface-rel ated-infor-nodel: present the attributes which relate to

some physical/virtual interface. This nodel can be used to indicate
whi ch ki nds of service can be supported by interfaces.
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device-rel ated-infor-nodel: present the attributes which relate to
specific device. For exanple the control plane can manage and
distribute the users, which belong to sane subnet, to sone specific
devices. And the user plane’'s devices provide correspondi ng service
for these users.

4.1.1. User-Related Information
The user related information are a bunch of attributes which may bind

to specific users. For exanple, the control plane can use a unified
IDto distinguish different users and distribute the I P address and

QS rules to a specific user. In this section, the user related
information nodels are presented. The user related information
nmodel s include the user information nodel, |Pv4/1Pv6 information

nmodel , QoS information nodel, etc.

The Routing Backus- Naur Form granmar below illustrates the user
rel ated i nformati on nodel:

<user - basi c-i nf ormati on>
[ <i pv4-informatione]|[<ipv6-information>]
[ <qos-information>]

<user-rel at ed-i nf or - nodel >: :

<user-basic-information> :: <USER_| D> <MAC_ADDRESS>
[ <ACCESS_TYPE>] [ <SESSI ON_| D>]
[ <I NNER_VLAN- | D>] [ <OUTER_VLAN | D>]

<USER_| NTERFACE>

<i pv4-informationp: : =<USER | D><USER | PV4>
<MASK_LENGTH><GATEVAY>
<VRF>

<i pv6-information>:: =<USER | D>( <USER | PV6>
<PREFI X_LEN>) | ( <PD_ADDRESS><PD_PREFI X_LEN>)
<VRF>

<gos-i nformati on>:: =<USER_| D>
( <Cl R><PI R><CBS><PBS>)
[ <QOS_PROFI LE>]

4.1.1.1. User Basic Information Mdel
The User Basic Information npdel contains a set of attributes to
describe the basic information of a specific user, such as user’s mac

address, access type (via PPPoE, |PoE, etc), inner vlian ID, outer
vlan I D, etc.
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The Routing Backus-Naur Form grammar below illustrates the user basic
i nformati on nodel

<user-basic-information> :: = <USER | D> <MAC ADDRESS>
[ <ACCESS TYPE>] [ <SESSI ON_| D>]
[ <I NNER_VLAN- | D>] [ <OUTER_VLAN_| D>]
<USER | NTERFACE>

USER ID: is the identifier of user. This paraneter is a unique and
mandatory, it can be used to distinguish different users.

MAC ADDRESS: is the MAC address of the user

ACCESS TYPE: This attribute is an optional paraneter. It can be used
to indicate the protocol be used for user’s accessing, such as PPPoE
| POE, etc.

SESSION ID: This attribute is an optional paraneter. It can be used
as the identifier of PPPOE session.

I NNER_ VLAN-I D: The identifier of user’s inner VLAN
OUTER VLAN I D: The identifier of user’s outer VLAN

USER_| NTERFACE: This attribute specifies the binding interface of a
specific user. The iflndex of the interface MAY be included. This
is the 32-bit iflndex assigned to the interface by the device as
specified by the Interfaces Goup MB [ RFC2863]. The iflndex can be
utilized within a managenent donmain to map to an actual interface,
but it is also valuable in public applications [ RFC5837]. The

i flndex can be used as an opaque token to discern which interface of
User-Pl ane is providing correspondi ng service for specific user.

4.1.1.2. |1Pv4 Information Mde

The 1 Pv4 information nodel presents the user’s |Pv4 paraneters. |t
is an optional constructs. The Routing Backus-Naur Form gramrar
below illustrates the user’s |IPv4 information nodel

<i pv4-informationp: : =<USER | D><USER | PV4>
<MASK_LENGTH><GATEWAY>
<VRF>

USER ID: is the identifier of user. This paranmeter is unique and
mandatory. This attribute is used to distinguish different users
And it collaborates with other |Pv4 paraneters to present the user’s
| Pv4 information.
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USER | PV4: This attribute specifies the user’s |Pv4 address, and it’s
usual Iy used in user plane discovery and ARP reply nessage.

MASK LENGTH: This attribute specifies the user’s subnet masks | engths
which can identify a range of |IP addresses that are on the sane

net wor k.

GATEWAY: This attribute specifies the user’s gateway, and it’s
usual Iy used in User Plane discovery and ARP reply nessage.

VRF: is the identifier of VRF instance.

4.1.1.3. 1Pv6 Informati on Model

The 1 Pv6 information nodel presents the user’s |Pv6 paraneters. It
is an optional constructs. The Routing Backus-Naur Form grammar
below illustrates the user’s | Pv6 information nodel:

<i pv6-informati on>: : =<USER_| D>( <USER | PV6>
<PREFI X_LEN>) | (<PD_ADDRESS><PD_PREFI X_LEN>)
<VRF>

USER ID: is the identifier of user. This paraneter is unique and
mandatory. This attribute is used to distinguish different users
And it collaborates with other |Pv6 paraneters to present the user’s
| Pv4 information.

USER | PV6: This attribute specifies the user’'s IPv6 address, and it
usual Iy be used in neighbor discovery (ND discovery).

PREFI X_LEN: This attribute specifies the user’s subnet prefix |engths
which can identify a range of |IP addresses that are on the sane
net wor K.

PD _ADDRESS: In | Pv6 networking, DHCPv6 prefix delegation is used to
assign a network address prefix and autonmate configuration and

provi sioning of the public routabl e addresses for the network. This
attribute specifies the user’s DHCPv6 prefix del egati on address, and
it’s usually used in neighbor discovery (ND di scovery).

PD PREFI X_LEN: This attribute specifies the user’s DHCPv6 del egati on
prefix length, and it’s usually used in neighbor discovery (ND
di scovery).

VRF: is the identifier of VRF instance
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4.1.1.4. QS Information Mdel

In CU separation BNG the Control -Plane (CP) generates the QoS table
base on UP's bandwi dth resources and specific QS requirenents of
user’'s services. This table contains a set of QS nmatching rules
such as user’'s conmitted infornmation rate, peak information rate,
committed burst size, etc. And it is an optional constructs. The
Rout i ng Backus- Naur Form grammar below illustrates the user’s qos

i nformati on nodel

<gos-i nformati on>; : =<USER_| D>
(<Cl R><PI R><CBS><PBS>)
[ <Q0s_PROFI LE>]

USER ID: is the identifier of user. This paraneter is unique and
mandatory. This attribute is used to distinguish different users
And it collaborates with other qos paraneters to present the user’s
gos i nfornation.

CIR In BNG network, the Cormitted Information Rate (CIR) is the
bandwi dth for a user guaranteed by an internet service provider to
wor k under normal conditions. This attribute is used to indicate the
user’s conmitted information rate, and it usually collaborates with
other qos attributes (such as PIR, CBS, PBS, etc) to present the
user’s QoS profile.

PIR Peak Information Rate (PIR) is a burstable rate set on routers
and/ or switches that all ows throughput overhead. This attribute is
used to indicate the user’s peak information rate, and it usually
collaborate with other QoS attributes (such as CIR, CBS, PBS, etc) to
present the user’s QS profile.

CBS: The Committed Burst Size (CBS) specifies the relative anmount of
reserved buffers for a specific ingress network’s forwarding cl ass
queue or egress network’'s forwardi ng class queue. This attribute is
used to indicate the user’s commtted burst size, and it usually

col l aborates with other qos attributes (such as C'R, PIR PBS, etc)
to present the user’s QoS profile.

PBS: The Peak Burst Size (PBS) sepcifies the nmaxi mum size of the
first token bucket. This attribute is used to indicate the user’s
peak burst size, and it usually collaborate with other qos attributes
(such as R, PIR CBS, etc) to present the user’s QoS profile.

Q0S PROFILE: This attribute specifies the standard profile provided
by the operator. It can be used as a QS tenplate which is defined
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as a list of classes of services and associ ated properties. The
properties may incl ude:

0 Rate-limt: used to rate-limt the class of service. The value
i s expressed as a percentage of the gl obal service bandw dth.

o latency: used to define the latency constraint of the class.
The | atency constraint can be expressed as the | owest possible
| atency or a | atency boundary expressed in mlliseconds.

o jitter: used to define the jitter constraint of the class. The
jitter constraint can be expressed as the | owest possible jitter
or a jitter boundary expressed in mcroseconds.

0 bandwi dth: used to define a guaranteed anmobunt of bandwi dth for
the class of service. It is expressed as a percentage.

4.1.2. Interface Related Information

This nmodel contains the necessary information for the interface. It
is used to indicate which kind of service can be supported by this
interface. The Routing Backus-Naur Form granmar below illustrates
the interface related informati on nodel:

<interface-rel at ed-i nfor - nbdel >: : =<i nt er f ace-i nf or mati on>

<i nterface-informtion>:: =<l Fl NDEX><BAS ENABLE>
<service-type>

<servi ce-type>:: =<PPP_Onl y><I PV4_TRI G
<l PV6_TRI G<ND- TRI &G
<ARP_PROXY>

4.1.2.1. Interface Information Model

The interface nodel nentioned here is a logical construct that
identifies a specific process or a type of network service. In CU
separati on BNG network, the Control-Plane (CP) generates the
Interface-Infor table based on the avail abl e resources, which are
received fromthe User-Plane (UP), and the specific requirenents of
user’s services.

The Routing Backus- Naur Form granmar below illustrates the interface
i nformation nodel
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<interface-information>:: =<l Fl NDEX><BAS_ENABLE>
<servi ce-type>

<servi ce-type>:: =<PPP_Onl y><I PV4_TRI G
<l PV6_TRI G<ND- TRI G
<ARP_PROXY>

| FINDEX: The Iflndex is the 32-bit index assigned to the interface by
the device as specified by the Interfaces G oup MB [ RFC2863]. The

i flndex can be utilized within a nanagenent donmain to nap to an
actual interface, but it is also valuable in public applications.

The iflndex can be used as an opaque token to discern which interface
of User-Plane is providing correspondi ng service for specific user.

BAS ENABLE: This is a flag, and if it is TRUE, the BRAS is enabled on
this interface.

PPP_Only: This is a flag, and if it is TRUE, the interface only
supports PPP user.

IPV4A_TRIG This is a flag, and if it is TRUE, the interface supports
that the user can be triggered to connect the internet by using |Pv4d
nessage

IPV6_TRIG This is a flag, and if it is TRUE, the interface supports
that the user can be triggered to connect the internet by using |IPv6
nessage.

ND-TRIG This is a flag, and if it is TRUE, the interface supports
that the user can be triggered to connect the internet by using
nei ghbor di scovery nessage.

ARP_PROXY: This is a flag, and if it is TRUE, the ARP PROXY is
enabl ed on this interface.

4.1.3. Device Related Infornation

The device related information nodel presents the attributes which
related to specific device. For exanple the control plane can nanage
and distribute the users, who belong to sanme subnet, to sone specific
devices. And then the user plane’s devices can provide correspondi ng
service for these users. The Routing Backus-Naur Form grammar bel ow
illustrates the device related information nodel
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<devi ce-rel at ed-i nf or - nodel >: : =<addr ess-fi el d-di stri but e>

<addr ess-fi el d-di stribute>: : =<ADDRESS_SEGVENT><ADDRESS_SEGVENT MASK>
<ADDRESS_SEGVENT _VRF><NEXT_HOP>
<I F_| NDEX><MASK_LENGTH>

4.1.3.1. Address field distribute Tabl e

In CU separation BNG i nformation nodel, the Control -Plane (CP)
generates and sends this Address field distribute table to UP. Based
on this table, the user-plane’s devices can be divided into severa

bl ocks, and each block is in charge of working for users with the
same subnet. The Routing Backus-Naur Form granmmar below illustrates
the address field distribute information nodel

<address-fiel d-distribute>:: =<ADDRESS SEGVENT><ADDRESS SEGVENT _MASK>
<ADDRESS_SEGVENT VRF><NEXT_HOP>
<l F_I NDEX><NMASK_LENGTH>

4.2. Information Mdel for User Plane

Thi s section describes information nodel for the interface of User
Plane (UP). As nentioned in section 3, the UP is a network edge and
user policy inplenentation conmponent. It supports: Forwarding pl ane
functions on traditional BNG devices, including traffic forwarding,
QS, and traffic statistics collection and Control plane functions on
tradi tional BNG devices, including routing, nulticast, and MPLS

In CU separation BNG i nformation nodel, the CP generates tables and
provides the rules. The UP plays two roles:

1. It receives these tables, parses it, and matches these rul es,
then perforns correspondi ng actions.

2. It also generates several tables to report the available
resources (such as usable interfaces, etc) and statistica
information to CP

The Routing Backus- Naur Form granmar below illustrates the User Plane
i nformati on nodel
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4.

2

<user - pl ane-i nf or mati on- nodel >: : =<port -resour ces-i nf or - nodel >
<traffic-statistics>

port-resource-information>:: =<IF_| NDEX><I| F_NAME>
<| F_TYPE><LI NK_TYPE>
<MAC_ADDRESS><| F_PHY_STATE>
<Mru>
<traffic-statistics-informtion>::=<USER | D><STATI STI CS_TYPE>
<| NGRESS_STATI | STI CS_PACKETS>
<| NGRESS STATI STI CS_BYTES>
<ECGRESS_STATI STI CS_PACKETS>
<EGRESS_STATI STI CS_BYTES>

1. Port Resources of UP

The User Plane can generate the network resource table, which
contains a bunch of attributes to present the avail abl e network
resources, for exanple the usable interfaces.

The Figure below illustrates the Port Resources Information Tabl e of
User - Pl ane:

<port-resource-information>:: <l F_| NDEX><| F_NAME>
<| F_TYPE><LI NK_TYPE>
<MAC_ADDRESS><I| F_PHY_STATE>
<Mru>

| FINDEX: Iflndex is the 32-bit index assigned to the interface by the
device as specified by the Interfaces G oup MB [ RFC2863]. The

i flndex can be utilized within a nanagenent domain to nap to an
actual interface, but it is also valuable in public applications.

The iflndex can be used as an opaque token to discern which interface
of User-Plane is avail able.

| F_NAMVE: the textual name of the interface. The value of this object
shoul d be the name of the interface as assigned by the |ocal device
and should be suitable for use in commands entered at the device's

‘console’. This mght be a text name, such as ‘1e0’ or a sinple port
nunber, such as ‘1, depending on the interface nanmi ng syntax of the
device. |If several entries in the ifTable together represent a

single interface as naned by the device, then each will have the sanme
val ue of if Nane.

IF_TYPE: the type of interface, such as Ethernet, GE, Eth-Trunk, etc.
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LINK TYPE: This attribute specifies the type of link, such as point-
to-poi nt, broadcast, nultipoint, point-to-nultipoint, private and
public (accessibility and ownership), etc.

MAC ADDRESS: This attribute specifies the available interface’s MAC
addr ess.

| F_PHY _STATE: The current operational state of the interface. This
is an enuneration type node:

1- Up: ready to pass packets;

2- Down

3- Testing: in sone test node;

4- Unknow. status cannot be determ ned for sone reason
5- Dor mant;

6- Not present: sonme conponent is m ssing.

MIU. This attribute specifies the available interface’s MU (Maxi mum
Transm ssion Unit).

4.2.2. Traffic Statistics Infor

The user-plane al so generates the traffic statistics table to report
the current traffic statistics.

The Figure belowillustrates the Traffic Statistics Infor nodel of
User - Pl ane:

<traffic-statistics-information>::=<USER | D><STATI STI CS_TYPE>
<| NGRESS_STATI | STI CS_PACKETS>
<| NGRESS STATI STI CS_BYTES>
<ECGRESS_STATI STI CS_PACKETS>
<EGRESS_STATI STI CS_BYTES>

USER ID: is the identifier of user. This paraneter is unique and
mandatory. This attribute is used to distinguish different users
And it collaborates with other statistics paranmeters such as ingress
packets, egress packets, etc, to report the user’s status profile.

STATI STICS TYPE: This attributes specifies the traffic type such as
| Pv4, 1Pv6, etc.
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| NGRESS_STATI | STI CS_PACKETS: This attribute specifies the Ingress
Statistics Packets of specific user.

I NGRESS STATI STICS BYTES: This attribute specifies the Ingress
Statistics Bytes of specific user.

EGRESS_STATI STI CS_PACKETS: This attribute specifies the Egress
Statistics Packets of specific user.

EGRESS STATI STI CS BYTES: This attribute specifies the Egress
Statistics Bytes of specific user.

5. Security Considerations
None.
6. | ANA Consi derations
None.
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