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Abst ract

An SR path is identified by an SR segnent list, one or partia
segrments of the list cannot uniquely identify the SR path.

Thi s docunent introduces the concept of Path Segnent that is used to
identify an SR path. When used, it is inserted at the ingress node
of the SR path and imediately follows the | ast segnent of the SR
path. The Path Segnment will not be popped off until it reaches the
egress of the SR path, it can be used by the egress node to inpl enent
end- 2-end SR path protection or performance measurenent (PM of an SR
pat h.

Requi renment s Language
The key words "MJST", "MJST NOT', "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].
Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute
wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at https://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a nmaxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
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time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on May 3, 2018.
Copyright Notice

Copyright (c) 2017 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(https://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Introduction

Segment Routing (SR) [I-D.ietf-spring-segnent-routing] is a source
routed forwarding nmethod that allows to directly encode forwarding
instructions (called segments) in each packet, hence it enables to
steer traffic through a network without the per-flow states

mai ntained in the transit nodes. Segnent Routing can be instantiated
on MPLS data plane or IPv6 data plane. The former is called SR MPLS
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[I-D.ietf-spring-segnent-routing-npls], the latter is called SRv6
[I-D.ietf-6man-segnent-routing-header]. SR MPLS |everages the MPLS
| abel stack to construct SR path, and SRv6 uses the Segment Routing
Header to construct SR path.

In an SR-MPLS network, when a packet is transnitted al ong an SR path,
the labels in the MPLS | abel stack will be swapped or popped. So
that no label or only the last |label nmay be left in the MPLS | abe
stack when the packet reaches the egress node. Thus, the egress node
cannot deternmine from which ingress node or SR path the packet cones.

However, to support use cases |like end-2-end 1+1 path protection
bi directional path correlation or performance nmeasurenment (PM, the
ability to inplement path identification is the pre-condition.

Therefore, this docunent introduces a new segnent that is referred to
as Path Segnent. A Path Segnment is defined to unique identify an SR
path in a specific context. (e.g., in the context of the egress node
or ingress node of an SR path, or within an SR domain). It is
normal |y used by egress nodes for path identification or correlation
Pat h Segnent can only apply to SR MPLS

2. Path Segnent

Thi s docunent introduces two options for SR path identification: one
| abel solution and two | abels solution.

[Editor notes: it is supposed that the W will discuss and deci de
which one is the better solution.]

2.1. One Label Solution

The Path Segment is a single |abel that is assigned fromthe Segnent
Routing Local Block (SRLB) or Segment Routing d obal Block (SRGB) of
the egress node of an SR path. It nmeans that the Path Segnent is
uni que in the context of the egress node of SR paths. Wen Path
Segment is used, a Path |abel MJST be inserted at the ingress node
and MUST i medi ately follow the last |abel of the SR path.

If the Path label is the bottomlabel, the S bit MIST be set. The
value of the TC field MJST be set to the sanme value as the | ast
segnment | abel of the SR path. The value of the TTL field MJST be set
to the sane value of the |ast segnent |abel of the SR path.

Normal |y, the intermedi ates node will not see the Path Segment | abe

and do not know how to process it even if they see it. A Path
Segnent | abel presenting to an internediate node is error situation
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The egress node MUST pop the Path | abel and deliver it to rel evant
components for further processing.

The | abel stack with Path Segnent is as bel ow (Figurel):

oo +
I . I
S +
| Label 1 |
o e e e e e o oo oo +
| Label 2 |
oo +
I . I
S +
| Label n |
o e e e e e o oo oo +
| Pat h Label |
oo +
I . I
S +

Figure 1: Label Stack with Path Segnent

Wher e:

0 The Label 1-n are the segment |abels that are used to direct how
to steer the packets along the SR path.

0 The Path Label identifies the SR path in the context of the egress
node of the SR path.

2.1.1. Path Segment Assi gnnent

Several ways can be used to assign the Path Segnent. One way is that
the Path Segnment | abel is directly assigned by the egress node of an
SR path. Where the ingress node of the SR path can directly send a
request to the egress node to ask for a Path label. Wth this way,
it needs to set up a conmuni cati on channel between the ingress node
and the egress node. New protocols or extensions to existing
protocol may be required.

Anot her candidate way is to |l everage a centralized controller (e.g.
PCE) to assign the Path | abel. The ingress node sends a request to
the PCE to conpute a SR path and indicate that a Path |abel is
desired. The PCE will conpute the path as required. Once the path
computed, the PCE will send a request (with conputed path and

rel evant information) to the egress node to ask for a Path I abel for
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the SR path. The egress node will allocate a |abel to the SR path
and build mapping rel ati onship between the | abel and the path. A
reply will be sent back to the PCE, the PCE will send a reply to the
i ngress node about the path information and the correspondi ng Path
Segnent | abel

Wth either way or the variations, the final purpose is to assign a

| abel fromthe egress node’s | abel space, hence a single | abel is
enough for path identification. Then the ingress node can put the
Pat h Segnent |abel into the |abel stack when needed, and the egress
node can use that Path Segnment to inplenent relevant functionalities.

2.2. Two Labels Sol ution

Two segnents (Source segnent and Path segnment) are used to identify
an SR path. The Source segnent is a global node segnent, it can
uniquely identify a node within an SR domain. |t MJST NOT be used
for forwarding and indicates that a Path segnent inmediately follows.
The Path segnment is a |l ocal segment generated at the ingress node to
identify an SR path. The conbinati on of Source segment and Path
segment can uniquely identify an SR Path with an SR domai n.

A node that enables Path segnent function will be assigned two node
segnents. One is for forwarding just as defined in
[I-D.ietf-spring-segnent-routing], the other is for source
identification. The corresponding |abel of the Source Segnment is

i ndexed in the SREB (or in a of the node to which the Source Segnent
will be presented.

The Path segment |abel is a local label that is assigned to an SR
path at the ingress node.

The | abel stack with Source and Path segnents is as below (Figure 2):
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Fi gure 2: Label Stack with Source and Path Segnents

Wher e:

0 The Label 1-n are the segnment |abels that are used to direct how
to steer the packets along an SR path, and the "label n" is the
| ast | abel of the SR path or the | abel that directs forwarding
packets to the node to which the Source Segnent will be presented.

0 The Source Label identifies the source of the SR path. The val ue
of the TC and TTL fields of the Source Label MJST be set to the
same values as the label (e.g., the Label n) it follows.

o The Path Label identifies the SR path in the context of source
node. If the Path |abel is the bottomlabel, the S bit MJST be
set. The value of the TC and TTL fields SHOULD be set to the sane
val ues as the Source | abel

The Source and Path | abel MJST be inserted at the ingress node of an
SR path. And they MJUST inmrediately follow the | abel that directs
forwardi ng packets to the node (e.g., the egress or an internediate
node) to which the Source Segnent (as the stack top | abel) and Path
Segnent are presented.

If a node receives a packet with an unknown Source Label, the packet
MUST be di scarded and an error SHOULD be report ed.

The Source | abel and Path | abel MJUST be popped at the node who
receives a packet with the Source | abel as the stack top | abel
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3. Path Segnent Application
3. 1. Per f or mance Measur enent

To neasure the packet loss and delay of the real traffic of an SR
pat h, one fundanental condition is path identification at the
measuring points. For an SR path, the ingress node have the conplete
informati on of the path, it can use those information for packet
counting and/or timestanmping. At the egress node, since the Path
Segnent | abel (or conbination with Source |abel) can be used to
identify the path, path based packet counting and/or tinestanping can
be inplemented as well. Then conbined with the nechanisns defined

[ RFC6374], end-2-end packet |oss and/or delay neasurenent of an SR
pat h can be achi eved.

Measuring at internediate nodes needs nore consideration, it will be
added in the next version.

3.2. End-2-end Path Protection

For end-2-end 1+1 path protection, the egress node of an path needs
to know the set of paths that constitute the primary and the
backup(s), in order to select the prinmary packet for onward

transm ssion, and to discard the packets fromthe backups.

To do this each path needs a path identifier that is unique at the
egress node. Depending on the design, this single unique | abe
chosen by the egress PE or the conbination of the source node
identifier and a unique path identifier chosen by the source.

There then needs to be a nethod of binding this path identifiers into
equi val ence groups such that the egress PE can determine the set of
packets that represent a single path and its backup

It is obvious that this group can be instantiated in the network by
an SDN controller.

In a network that is using a distributed control plane the approach
wi Il depend on the control protocol used, but the essence of the
solution is that which ever PE is responsible for creating the group
advertises then as a group of equival ent paths. Wether one of these
is advertised as primary and the others as secondary will or all are
advertised as of equal status will depend on the details of the
under | yi ng protection mechani sm
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3. 3. Bi -di recti onal SR Tunne

8.

Wth the current SR architecture, an SR path is an unidirectiona
path. In sone scenarios, for exanple, nobile backhaul transport
network, there are requirenments to support bi-directional path, and
the path is nornmally treated as a single entity and both directions
of the path have sane fate, for exanple, failure in one direction
will result in switching at both directions.

MPLS supports this by introducing the concepts of co-routed
bi directional LSP and associated bi-directional LSP. Wth SR to
support bidirectional path, a straightforward way is to bind two
unidirectional SR paths to a single bi-directional path. Path
segments can be used to correlate the two unidirectional SR paths at
bot h ends of the paths.

| ANA Consi derations
Thi s docunent nakes no request of | ANA

Note to RFC Editor: this section may be renoved on publication as an
RFC.
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