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Changes for -09

- Re-organized use-cases so DOTS implementers can easily find what they need, operationally-focused readers can find what they need.
- Streamlined DOTS communications model listings.
- Added DDoS to Security Considerations (heh)
- Added additional inter-domain use-case (in -08)
What We Need from the WG!!!

- Need feedback on the HOME NETWORK use-cases in Section 3.2.2.
- Do we need a use-case which involves DOTS gateways?
- Do we need any additional intra-organizational use-cases? Specifics?
- Any additional feedback greatly appreciated!
- Are we essentially ready for WGLC? Need WG consensus (i.e., do we need to make any additional changes based on the above?).
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