
 
 

R
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●
cryptographic proof-of-transit type O

A
M

 m
echanism

s
●

O
A

M
 w

ork - traceroute, perform
ance m

easurem
ent, connectivity

●
m

echanism
 for securing m

etadata  (as optional - particular 
pieces)
●

Including integrity / authentication protection and confidentiality
●

at least one transport considerations draft - specifying details 
around congestion/etc.
●

S
im

ple E
thernet carrying N

S
H

  betw
een successive S

FF; sim
ple 

M
P

LS
 carrying N

S
H

 betw
een adjacent S

FF; sim
ple U

D
P carrying 

N
S

H
  betw

een adjacent S
FF; sim

ply G
eneve carrying N

S
H

 betw
een 

adjacent S
FF.

●●
netw

ork m
anagem

ent/YA
N

G
 m

odels for the orchestration 
●

com
m

unicating to the classifiers, S
Fs, and S

FFs.
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●
connecting to the w

ork on control-plane being done in B
E

S
S

 and P
C

E
.

–
M

ay include applicablity of other control m
echanism

s
●

supporting in control and m
anagem

ent interoperation w
ith existing 

m
echanism

s for addressing very sim
ilar issues.

●
various m

eta-data to standardize

–
Types for M

D
2 m

etadata; M
D

-1 E
ncaps inform

ation 
●

collaborate w
ith other w

orking groups on overlapping areas of concern
●

hierarchical intra-dom
ain solutions

–
S

tacking or adjacency w
ith control m

ediation
●

operational considerations
●

applicability - w
ith m

eta-data for specific use-cases…
●

finish up m
obility use-cases


