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Abstract

Thi s docunment provides a YANG data nodel to map service nodel (e.g.
L3SM and Traffic Engineering nodel (e.g., TE Tunnel or ACTN VN
nodel ). This nodel is referred to as TE service Mappi ng Model. This
nmodel is applicable to the operation’s need for a seanl ess contro
and managenent of their VPN services with TE tunnel support.

Status of this Meno

This Internet-Draft is submtted to |ETF in full confornmance with
the provisions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF), its areas, and its working groups. Note that
ot her groups may al so distribute working docunents as Internet-
Drafts.

Internet-Drafts are draft docunments valid for a nmaxi num of six
nmont hs and nay be updated, replaced, or obsol eted by other docunents
at any tine. It is inappropriate to use Internet-Drafts as
reference material or to cite themother than as "work in progress."
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1. Introduction

Data nodels are a representation of objects that can be configured
or nmonitored within a system Wthin the I ETF, YANG [ RFC6020] is the
| anguage of choice for docunenting data nodels, and YANG nodel s have
been produced to allow configuration or nodeling of a variety of
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net wor k devi ces, protocol instances, and network services. YANG data
nmodel s have been classified in [Netnod-Yang- Mbdel - assi fication]
and [ Servi ce- YANG .

[ RFCA110] provides a framework for Layer 3 Provider-Provisioned
Virtual Private Networks (PPVPNs). [L3SM YANG provides a L3VPN
service delivery YANG nodel for PE-based VPNs. The scope of this
draft is limted to a set of domain under the sane network operators
to deliver services requiring TE tunnels.

[ ACTN- VN- YANG descri bes how custonmers or end to end orchestrators
can request and/or instantiate a generic virtual network service.

[ ACTN- Applicability] describes a connection between | ETF YANG nodel
classifications to ACTIN interfaces. In particular, it describes the
customer service nodel can be nmapped into the CM ( CNC MDSC
Interface) of the ACTN architecture.

The YANG nodel on the ACTN CM is known as custoner service nodel in
[ Service- YANG . The YANG nodel devel oped in this docunent describes
how operator’s end to end orchestrator interacts with the MDSC so
that the MDSC t hen can coordinate the control and nanagement of
L3VPN MPLS TE tunnels that traverse both | P/ MPLS and Transport
networks. In addition, the YANG nodel described in this docunent

al so supports the mapping with TE tunnels for other VPN nodels such
as L1VPN and L2VPN, etc.

VWhile I P/MPLS PNC i s responsible for provisioning the VPN service on
the PE nodes, the MDSC can coordinate how to nmap the VPN services
with TE tunnels. This is consistent with the two of the core
functions of the MDSC specified in [ ACTN-Frane]:

Cust omer mappi ng/translation function: This function is to nmap
custonmer requests/comrands into network provisioning requests
that can be sent to the Physical Network Controller (PNC
according to business policies provisioned statically or
dynanically. Specifically, it provides mapping and transl ation
of a custoner’s service request into a set of paraneters that
are specific to a network type and technol ogy such that network
configuration process is nade possible.

Virtual service coordination function: This function transl ates
custoner service-related information into virtual network
service operations in order to seanl essly operate virtua
networ ks while neeting a custoner’s service requirenents. In
the context of ACTN, service/virtual service coordination
i ncl udes a nunber of service orchestration functions such as
mul ti-destination | oad bal anci ng, guarantees of service
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quality, bandw dth and throughput. It al so includes
notifications for service fault and performance degradati on and
so forth.

In some cases, under the confines of service policy, dynanmc TE
tunnel creation may need to be supported for the VPN service. This
may occur when there are no suitable existing TE tunnels that can
support VPN service requirenents. O the operator would like to
dynanmically create and bind tunnels to the VPN, which could not be
shared for network slicing.

To sumari ze there are three node of operations, but not linmted to:

o New VN Tunnel Binding - Custoner could request an L3VPN
service [L3SM YANG with a new VN Tunnel not shared with
other existing services. This is to neet VPN isolation
requi renent. Further the mappi ng yang nodel described in
Section 5 of this document is used to set this nmapping
bet ween the L3VPN service and the ACTN VN. Note that this
could be done dynamically. The VN (and TE tunnels) could be
bound to the L3VPN and not used for any other VPN

0 VN Tunnel Sel ection - Custonmer could request an L3VPN service
[L3SM Yang], and with this nodel as input, the PNC configures
the different network elenents to deliver the service. Each
networ k el ement woul d sel ect a tunnel based on the
configuration. Wth this node, new tunnels (or VN) are not
created for each VPN. Thus, the tunnels can be shared across
mul ti ple VPN. Further the mapping yang nodel described in
Section 5 of this docunment is used to get the napping between
the L3VPN and the tunnels in use. No nodification is allowed
when an existing tunnel is selected.

0 VN Tunnel Mdify - This node allows the nodification of the
properties of the existing VN tunnel (e.g., bandw dth) when
VN Tunnel Sel ection Mde is applied.

O her node of operations could be easily added to the current nodel
in the future

[Editor’s note - A future version of the docunent can be updated to
add nore nodes or policy.]

The YANG nodel described in this docunent provides an ACTN TE-

servi ce mappi ng nodel that enables a seanl ess service nmappi ng across
L1/2/3 VPN, ACTN VN and TE-tunnel nodels at the controllers.
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2. L3VPN Architecture in ACTN cont ext

Figure 1 shows the architectural context of this docunent.
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Figure 1: L3VPN Architecture fromthe | P+Optical Network Perspective

There are three main entities in the architecture.

MDSC:. This entity is responsible for coordinating a L3VPN service
request (expressed in L3SM with the P PNC and the Transport PNC.
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One of the key responsibilities of the MDSC for TE services is to
coordinate with both the IP PNC and the Transport PNC for the
mappi ng of L3VPN Service Mddel and ACTN VN nodel. Wth the VN TE-
tunnel binding case, the MDSC will need to coordinate with the
Transport PNC to dynamically create the TE-tunnel (s) in the
Transport network as needed. These tunnels are added as links in
the | P Layer topology. The MDSC coordinates with IP PNC to create
the TE-tunnel (s) in the IP layer, as part of the ACTN VN creation.

I P/ MPLS PNC. This entity is responsible for device configuration
to create PE-PE L3VPN tunnels for the VPN custonmer and for the
configuration of the L3VPN VRF on the PE nodes. Each network
el ement woul d sel ect a tunnel based on the configuration.

Transport PNC. This entity is responsible for device configuration
for TE tunnels in the transport networks.

Hi gh-Level Control Fl ows

Lee,

1. Custoner asks for a L3VPN between CE1 and CE2 with TE
constraints using L3SM nodel . The custoner can provide tunnel
creation policy where it allows dynanmc VN TE tunnel creation
or not. Under this policy, dynanmic VN TE tunnels can be created
when there are no proper VN TE-tunnels that can support L3VPN
tunnels or when there is a strict isolation requirenment for the
VPN service, e.g., no sharing with other tunnels is all owed.

2. The MDSC deternmines if it needs to create a new VN, and if that
is the case, ACTN VN YANG [ ACTN-VN- YANG is used to configure a
new VN based on this VPN and map the VPN service to ACTN VN. In
case an existing tunnel is to be used, each device will select
whi ch tunnel to use and popul ates this mapping information.

3. The MDSC interacts with both the IP/MPLS PNC and the Transport
PNC to create a PE-PE tunnel in the IP network napped to a TE
tunnel in the transport network by providing the inter-I|ayer
access points and tunnel requirenents. The specific service
i nformati on are passed to the | P/MPLS PNC for the actual VPN
configuration and activation.

a. The Transport PNC creates the correspondi ng TE tunnel
mat ching with the access point and egress point.

b. The I P/MPLS PNC maps the VPN ID with the corresponding TE
tunnel 1D to bind these two | Ds.

4. The | PIMPLS PNC creates/updates a VRF instance for this VPN
custoner. This is not in the scope of this docunent..
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3. TE-Service Mappi ng Mdel

The role of TE-service Mapping nodel is to create a binding

rel ati onship across L3SM L2SM [ L2SM YANG and L1CSM [ L1CSM YANG
and ACTN VN Model . The ACTN VN YANG nodel is a generic virtual
networ k service nodel that allows customers (internal or external)
to create a VN that neets the customer’s service objective with
various constraints via TE-topol ogy nodel [TE-topo]. The TE-service
mappi ng nodel is needed to bind LxVPN specific service nodel with
TE-specific paraneters. This binding will facilitate a seanl ess
service operation with underlay-TE network visibility. The TE-
servi ce nodel devel oped in this docunment can al so be extended to
support other services beyond L3SM L2SM and L1CSM

e + . + I +
| L3SM | <------ > | | <----- > | ACTN VN |
oo + | | | Model |
| | R R
S + | TE-Service | [
| L2SM | <------ > | Mappi ng Model | |
bomeeoes + | | |
| | +----- V----+
oo + | | | TE Topo |
| LICSM | <------ > | [ | Model |
Fomm e o + TSRS + Fom e - +

4. YANG Data Tree

nmodul e: ietf-te-service-mappi ng
+--rw te-service-nmappi ng
+--rw servi ce- mappi ng
|  +--rw mapping-list* [nap-id]

| +--rw map-id ui nt 32

| +--rw nmap-type? map-type
| +--rw (service)?

| +--:(13vpn)

Lee, et al. Expi res August 2018 [ Page 7]



Internet-Draft TE & Service Mapping February 2018

[ | | +--rwl3vpn-ref? -> /[13:13vpn-svc/vpn-services/vpn-
service/vpn-id

| | +--:(12vpn)

[ | | +--rwl2vpn-ref? -> [12:12vpn-svc/vpn-services/vpn-
servicel/vpn-id

| |  +--:(l2vpn)

| +--rw | lvpn-ref? -> /[11:11cs/servicelservice-

list/subscriber-11vc-id

| +--rw actn-vn-ref? -> /vn:actn/vn/vn-list/vn-id

+--rw site-mapping
+--rw mappi ng-list* [map-id]

+--rw map-id ui nt 32

+--rw (service)?

|  +--:(13vpn)

| | +--rwl3vpn-ref? -> /13:13vpn-svc/sites/site/site-id

|  +--:(l2vpn)

| | +--rwl2vpn-ref? -> [12:12vpn-svc/sites/site/site-id

|  +--:(l2vpn)

| +--rw | lvpn-ref? -> /11:11cs/access/uni-list/UN-I1D
+--rw actn-ap-ref? -> /vn:actn/ap/access-point-Ilist/access-

point-id

5. Yang Dat a Model

The YANG code is as foll ows:

<CODE BEG NS> file "ietf-te-service-nmappi ng@018-02-24. yang"
nodul e ietf-te-service-nmapping {

nanespace "urn:ietf:parans: xnm :ns:yang:ietf-te-service-mppi ng"

prefix "tni;

import ietf-13vpn-svec {
prefix "I3";

}

import ietf-l2vpn-svc {
prefix "I2";

}

import ietf-1l1lcsm {
prefix "I1";
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}

import ietf-actn-vn {
prefix "vn";
}

organi zati on
"I ETF Traffic Engineering Architecture and Signaling (TEAS)
Wor ki ng G oup”;

cont act
"Editor: Young Lee <Ieeyoung@uawei.conp
Dhruv Dhody <dhruv.ietf@mail.conp";
description
"This nodul e contains a YANG nodul e for the mapping of
service (e.g. L3VPN) to the TE tunnels or ACTN VN.";

revision 2018-02-24 {
description
“initial version.";

ref erence
"TBD';
}
/*
* |dentities
* [

identity service-type {
description
"Base identity from which specific service types are
derived.";

}

identity | 3vpn-service {
base service-type
description
"L3VPN service type.";

}

identity |2vpn-service {
base service-type
description
"L2VPN service type.";
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identity |21lvpn-service {
base service-type
description
"L1VPN connectivity service type.";

*

* Enum

*/

typedef map-type {

type enuneration {
enum "new"' {
description
"The new VN tunnel s are binded to the service. Custoner
could request a VN with a new VN Tunnel not shared with other existing

services. This is to neet VPN isolation requirenent. ";
}
enum "sel ect" {
description
"The VPN service selects an existing tunnel with no

~——

nodi fi cati on”;

enum "nodi fy" {
description
"The VPN service selects an existing tunnel and all ows
to nodify the properties of the tunnel (e.g., b/w ";

}
description
"The map-type";
}
/*
* (¥ oupi ngs
*/

groupi ng service-ref{
description
"The reference to the service."
choi ce service {
description
"The service";
case | 3vpn {
| eaf |3vpn-ref {
type leafref {
path "/13:13vpn-svc/l 3: vpn-services/"
+ "1 3:vpn-service/l3:vpn-id";
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}

description
"The reference to L3VPN Service Yang Mbdel ";

}

case | 2vpn {
| eaf |2vpn-ref {

type leafref {
path "/12:12vpn-svc/| 2: vpn-services/"
+ "l 2:vpn-service/l2:vpn-id";

}

description
"The reference to L2VPN Servi ce Yang Mdel "

case | 1lvpn {
| eaf |21lvpn-ref {

type leafref {
path "/11:11cs/| 1: service/"
+ "l 1l:service-list/|1l:subscriber-I1vc-id";

}

description
"The reference to L1VPN Service Yang Mdel "

}

grouping site-ref {
description
"The reference to the site.”
choi ce service {
description
"The service choice"
case | 3vpn {
| eaf | 3vpn-ref{
type leafref {
path "/13:13vpn-svc/| 3:sites/13:sitel"
+ "l3:site-id";
}
description
"The reference to L3VPN Service Yang Mdel "
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case | 2vpn {
| eaf | 2vpn-ref{

type leafref {
path "/12:12vpn-svc/| 2:sites/|2:sitel"
+ "l2:site-id";

}

description
"The reference to L2VPN Service Yang Mbdel ";

case | lvpn {
| eaf | 1vpn-ref{

type leafref {
path "/l 1:11cs/|1:access/| l:uni-list/"
+ "I 1:UNI -1 D";

}

description
"The reference to L1VPN Connectivity Service Yang

Model ";

}

groupi ng actn-vn-ref {
description
"The reference to ACTN VN. ";
| eaf actn-vn-ref {
type leafref {
path "/vn:actn/vn:vn/vn:vn-list/vn:vn-id";
}

description
"The reference to ACTN VN';

}

groupi ng actn-ap-ref {
description
"The reference to ACTN endpoints (AP)."
| eaf actn-ap-ref {
type leafref {
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path "/vn:actn/vn:ap/vn:access-point-1list"
+ "/vn:access-point-id";
}

description
"The reference to ACTN AP";

}

groupi ng servi ce- mappi ng {
description
"Mappi ng between Services and TE";
cont ai ner service-mappi ng {
description
"Mappi ng between Services and TE";

list mapping-list {
key "map-id";
description
"Mapping identified via a map-id";
| eaf map-id {
type uint32;
description
"a uni que mapping identifier";

| eaf map-type {
type map-type
description
"Tunnel Bind or Tunnel Selection”

}

uses service-ref;

uses actn-vn-ref

}
}
groupi ng site-nmapping {
description
"Mappi ng between VPN access site and ACTN AP"
cont ai ner site-mapping {
description
"Mappi ng between VPN access site and ACTN AP";
list mapping-list {
key "map-id";
description
"Mapping identified via a map-id";

Lee, et al. Expi res August 2018 [ Page 13]



Internet-Draft TE & Service Mapping February 2018

| eaf map-id {
type uint32;
description
"a uni que mapping identifier";
}

uses site-ref;

uses actn-ap-ref ;

}
}
}
/*
* Configuration data nodes
*/

cont ai ner te-service-mapping {
description
"Mappi ng between Services and TE";

uses servi ce-mappi ng;

uses site-napping;

<CODE ENDS>

6. Security

The configuration, state, and action data defined in this docunent
are designed to be accessed via a nmanagenent protocol with a secure
transport |ayer, such as NETCONF [ RFC6241]. The NETCONF access
control nodel [RFC6536] provides the nmeans to restrict access for
particul ar NETCONF users to a preconfigured subset of all available
NETCONF pr ot ocol operations and content.

A nunmber of configuration data nodes defined in this docunent are

witable/deletable (i.e., "config true") These data nodes may be
consi dered sensitive or vul nerable in some network environnents.

Lee, et al. Expi res August 2018 [ Page 14]



Internet-Draft TE & Service Mapping February 2018

7.

| ANA Consi der ations

Thi s docunent registers the follow ng nanespace URIs in the | ETF XM
registry [ RFC3688]:

URI: urn:ietf:parans:xn:ns:yang:ietf-te-service-mapping
Regi strant Contact: The | ESG
XML: N A the requested URI is an XM. nanespace.

Thi s docunment registers the follow ng YANG nodul es in the YANG
Modul e

Names regi stry [ RFC7950]:

nane: ietf-te-service-mappi ng
nanespace: urn:ietf:parans: xm:ns:yang:ietf-te-service-napping
r ef erence: RFC XXXX ( TDB)
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