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# Document Status

<table>
<thead>
<tr>
<th>RFCs (5 hits)</th>
<th></th>
</tr>
</thead>
</table>
| **RFC 7457** *(was draft-ietf-uta-tls-attacks)*  
Summarizing Known Attacks on Transport Layer Security (TLS) and Datagram TLS (DTLS) | 2015-02 | Informational RFC |
| **RFC 7525** *(was draft-ietf-uta-tls-bcp)*  
Recommendations for Secure Use of Transport Layer Security (TLS) and Datagram Transport Layer Security (DTLS) | 2015-05 | Best Current Practice RFC |
| **RFC 7590** *(was draft-ietf-uta-xmpp)*  
| **RFC 7817** *(was draft-ietf-uta-email-tls-certs)*  
Updated Transport Layer Security (TLS) Server Identity Check Procedure for Email-Related Protocols | 2016-03 | Proposed Standard RFC |
| **RFC 8314** *(was draft-ietf-uta-email-deep)*  
Cleartext Considered Obsolete: Use of Transport Layer Security (TLS) for Email Submission and Access | 2018-01 | Proposed Standard RFC |
## Active Internet-Drafts (3 hits)

<table>
<thead>
<tr>
<th>Draft</th>
<th>Title</th>
<th>Date</th>
<th>Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>draft-ietf-uta-mta-sts-14</td>
<td>SMTP MTA Strict Transport Security (MTA-STS)</td>
<td>2018-01-16</td>
<td>AD Evaluation::Revised I-D Needed for 10 days</td>
</tr>
<tr>
<td>draft-ietf-uta-smtp-require-tls-01</td>
<td>SMTP Require TLS Option</td>
<td>2018-01-16</td>
<td>I-D Exists</td>
</tr>
<tr>
<td>draft-ietf-uta-smtp-tlsrpt-17</td>
<td>SMTP TLS Reporting</td>
<td>2018-03-05</td>
<td>In Last Call (ends 2018-04-02) for 17 days</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Count</th>
<th>Pages</th>
<th>Notes</th>
</tr>
</thead>
<tbody>
<tr>
<td>25</td>
<td>15</td>
<td>28</td>
</tr>
</tbody>
</table>
### Related Internet-Drafts (3 hits)

<table>
<thead>
<tr>
<th>Draft ID</th>
<th>Title</th>
<th>Date</th>
<th>Status</th>
</tr>
</thead>
<tbody>
<tr>
<td>draft-tschofenig-uta-tls13-profile-00</td>
<td>TLS/DTLS 1.3 Profiles for the Internet of Things</td>
<td>2018-03-05</td>
<td>I-D Exists</td>
</tr>
<tr>
<td>draft-urien-uta-tls-dtls-security-module-05</td>
<td>TLS and DTLS Security Modules</td>
<td>2017-12-10</td>
<td>I-D Exists</td>
</tr>
</tbody>
</table>