Bl ER Z. Zhang
I nternet-Draft Juni per Net wor ks
I ntended status: Standards Track July 2, 2018
Expi res: January 3, 2019

Bl ER Penul ti mate Hop Poppi ng
dr aft - zzhang- bi er - php- 00

Abst r act

Bit Index Explicit Replication (BIER) can be used as provider tunnel
for WPN GIM [ RFC6514] [RFC7716] or EVPN BUM [ RFC7432]. It is

possi ble that not all routers in the provider network support BIER
and there are various nethods to handl e BIER i ncapabl e transit
routers. However the MVPN EVPN PEs are assuned to be BIER capabl e -
they are BFI Rs/BFERs. This docunent specifies a nethod to allow BIER
i ncapabl e routers to act as MWPN EVPN PEs with BIER as the transport,
by having the upstream BFR (connected directly or indirectly via a
tunnel) of a PE renove the Bl ER header and send the payload to the
PE.

Requi renents Language

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in RFC2119.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute

wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at https://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft docunents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on January 3, 2019.
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Copyright Notice

Copyright (c) 2018 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunment is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(https://trustee.ietf.org/license-info) in effect on the date of
publication of this docunent. Please review these documents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD Li cense text as described in Section 4.e of
the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.
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1. Termnol ogi es

Familiarity with Bl ERF MVPN EVPN protocol s and procedures is assuned.
Some term nologies are listed bel ow for convenience.

[ To be added].
2. Introduction

The BIER architecture includes three |ayers: the "routing underlay",
the "BIER layer"”, and the "nulticast flow overlay”. The mnulticast
flow overlay is responsible for the BFERs to signal to BFIRs that
they are interested in receiving certain nmulticast flows so that

BFI Rs can encode the correct bitstring for BIER forwarding by the

Bl ER | ayer.

MVPN and EVPN are two sinilar overlays where BGP Aut o-Di scovery

routes for MVPN EVPN are exchanged anong all PEs to signal which PEs
need to receive nulticast traffic for all or certain flows.
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Typically the same provider tunnel type is used for traffic to reach
all receiving PEs.

Consi der an MVPN EVPN depl oynent where enough P/ PE routers are BIER
capabl e for BIER to becone the preferred the choice of provider
tunnel. However, some PEs cannot be upgraded to support BIER
forwarding. While there are ways to allow an ingress PE to send
traffic to some PEs with one type of tunnel and send traffic to sone
other PEs with a different type of tunnel, the procedure becones
conplicated and forwarding is not optin zed.

One way to solve this problemis to use Penultinmate Hop Popping (PHP)
so that the upstream BFR can pop the BIER header and send the payl oad
"natively" (note that the upstream BFR can be connected directly or
indiretly via a tunnel to the PE). This is simlar to MPLS PHP
though it is the BIER header that is popped. |In case of MPLS
encapsul ati on, even the signaling is simlar - a BIER incapable
router signals as if it supported BIER, but to request PHP at the
penul timate hop, it signals an Inplicit Null |abel instead of a
regul ar BIER | abel as the Label Range Base in its BIER MPLS
Encapsul ati on sub- TLV.

In order for the PE to be able to correctly forward the packets
resulting fromthe PHP, certain conditions nust be net, as specified
in Section 3.

Wil e the above text uses MVPN EVPN as exanple, BIER PHP is
applicable to any scenario where the nulticast flow overlay edge
router does not support BIER

This works well if a BIER incapable PE only needs to receive
multicast traffic. If it needs to send multicast traffic as well,
then it nust Ingress Replicate to a Bl ER capabl e hel per PE, who wll
inturn relay the packet to other PEs. The helper PE is either a
Virtual Hub as specified in [RFC7024] for MVPN and [I-D. keyupat e-
bess-evpn-virtual -hub] for EVPN, or an AR-Replicator as specified in
[I-D.ietf-bess-evpn-optimnized-ir] for EVPN

3. Specifications
The procedures in this section can be applied only if, by neans
outside the scope of this docunent, it is known that one of the
followi ng conditions is net.

o The payl oad after BIER header is IPv4 or IPv6 (i.e., the Proto
field in the BIER header is 4 or 6).
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Notice that in this case the Destination Address in the |Pv4/1Pv6
header nust be in the address space for the BIER | ayer.

0 The payl oad after BIER header is MPLS packet with downstream
assigned | abel at top of stack (i.e., the Proto field in the BIER
header is 2), For example, labels froma Domai n-wi de Conmon Bl ock
(DCB) are used as specified in [I-D. zzhang- bess-nmpn-evpn-
aggregation-1 abel ].

For MPLS encapsul ation, a BIER incapable router, if acting as a

mul ticast flow overlay router, MJST signal its BIER information as
specified in [RFC8401] or [I-D.ietf-bier-ospf-bier-extensions] or [I-
D.ietf-bier-idr-extensions], with the Label Range Base in the BIER
MPLS Encapsul ati on sub-TLV set to Inplicit Null Label [RFC3032].

For non- MPLS encapsul ation, a PHP sub-sub-TLV is included in the BIER
sub-TLV attached to the BIER incapable router’s BIER prefix to
request BIER PHP from ot her BFRs. The sub-sub-TLV s type is TBD, and
the length is 0. The PHP sub-sub-TLV MAY be used for MPLS
encapsul ati on as wel .

If a BFR foll ows section 6.9 of [RFC8279] to handl e BIER i ncapabl e
routers, it nust treat a router as BIER incapable if the Label Range
Base dvertised by the router is Inplicit Null, or if the router
advertises a PHP sub-sub-TLV, so that the router is not used as a
transit BFR

If the downstream nei ghbor for a BIER prefix is the one advertising
the prefix with a PHP sub-sub-TLV or with an Inplicit Null Label as

t he Label Range Base in its Bl ER MPLS Encapsul ati on sub-sub-TLV, then
when the corresponding BIRT or BIFT entry is created/updated, the
forwardi ng behavi or MUST be that the BIER header is renoved and the
payl oad be sent to the downstreamrouter w thout the Bl ER header
either directly or over a tunnel

4. Security Considerations
To be added.
5. | ANA Consi derati ons
Thi s docunent requests a new sub-sub-TLV type value fromthe " Sub-
sub-TLVs for BIER Info Sub-TLV' registry in the "I S-1S TLV
Codepoi nts" registry:
Type Nane

TBD Bl ER PHP Request
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7.

7.

1.

Thi s docunent al so requests a new sub-TLV type value fromthe OSPFv2
Ext ended Prefix TLV Sub-TLV registry:

Type Nane

TBD Bl ER PHP Request
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