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Abst ract

Used in a Massive Data Center (MDC), BGP-LS and BGP- SPF need |ink

nei ghbor discovery, liveness, and addressability data. Link State
Over Ethernet protocols provide |ink discovery, exchange AFI/SAFIs,
and di scover addresses over raw Ethernet. These data are pushed
directly to BGP-LS/ SPF, obviating the need for centralized controller
architectures. This protocol is nore widely applicable, and has been
designed to support a wi de range of routing and sinmilar protocols

whi ch need |ink discovery and characterisation

Requi renents Language

The key words "MJST', "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMVENDED', "MAY", and "OPTIONAL" are to
be interpreted as described in [RFC2119] only when they appear in al
upper case. They may al so appear in |lower or m xed case as English
words, w thout normative neaning.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (IETF). Note that other groups may also distribute
wor ki ng docunments as Internet-Drafts. The list of current Internet-
Drafts is at https://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsol eted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on January 3, 2019.
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I ntroduction

The Massive Data Center (MDC) environnent presents unusual problens
of scale, e.g. (Q10,000) switches, while its honpgeneity presents
opportunities for sinple approaches. Approaches such as Jupiter
Rising [JUPITER] use a central controller to deal with scaling, while
BGP-SPF [I-D.ietf-Ilsvr-bgp-spf] provides nmassive scal e out without
centralization using a tried and tested scal able distributed contro
pl ane, offering a scalable routing solution in Cos and simlar
environnments. But it needs link state and addressing data fromthe
network to build the routing topology. LLDP has scaling issues, e.g.
in extending a PDU beyond 1, 500 bytes.

Link State Over Ethernet (LSCE) provides brutally sinple nechanisns
for devices to

o Discover each other’s MACs,

0 Run MAC keep-alives for |iveness assurance,

o Discover each other’s unique IDs (ASN, RouterlD, ...),

0 Negotiate rmutually supported AFI/ SAFIs,

o Discover and maintain |link | P/MPLS addresses,

o Enable layer three link liveness such as BFD, and finally

0 Push these data up to BGP- SPF whi ch conmputes the topol ogy and
builds routing and forwarding tables.

This protocol is nore widely applicable than BGP- SPF, and has been
designed to support a wi de range of routing and sinilar protocols
whi ch need |ink discovery and characterisation

Ter m nol ogy

Even though it concentrates on the Ethernet |ayer, this docunent
relies heavily on routing termnology. The followi ng are sone
possi bly confusing terns:

AFl / SAFI : Address Fami |y Indicator and Subsequent Address Fanily
Indicator. 1.e. classes of addresses such as |Pv4, |Pv6,
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ASN: Aut ononous System Number [ RFC4271], a BGP identifier for
an originator of routing, particularly BGP, announcemnents,
see [ RFC4271].

Router| D: [RFC4271].

BGP- SPF A hybrid protocol using BGP transport but Dijkstra SPF
deci sion process. See [I-D.ietf-Isvr-bgp-spf].

d os: A hierarchic switch topol ogy commonly used in data
centers.

Fr ame The payl oad of an Ethernet packet.

MAC: Medi um Access Control, essentially an Ethernet address,
si X octets.

VDC. Massive Data Center, Q(1,000) TORs or nore.

PDU: Protocol Data Unit, essentially an application |ayer
nmessage

SPF: Shortest Path First, an algorithmfor finding the shortest
pat hs between nodes in a graph.

TOR: Top O Rack switch, aggregates the servers in a rack and
connects to the C os spine.

ZTP: Zer o Touch Provisioning gives devices initial addresses,

credentials, etc. on boot/restart.
3. Background

LSCE assunmes a C os-1ike topol ogy, though the acyclic constraint is
not necessary.

Wil e LSOE is designed for the MDC, there are no inherent reasons it
could not run on a WAN, though it is not clear that this would be
useful. The authentication and authorisation needed to run safely on
the WAN are not (yet) included in this protocol

LLDP is not suitable because one can not extend a PDU beyond 1500
bytes without hitting an PR barrier. 1t is also conplex.

UDP is unsuitable as it would require prior know edge of IP |eve
addressi ng, one of the key purposes of this discovery protocol

LSCE assunmes a new | EEE assi gned Ether Type (TBD).
4. Top Level Overview
0o MAC Link State is exchanged over Ethernet
0 AFI/SAFI data are exchanged and | P-Level Liveness Checks done

0 BGP-SPF uses the data to discover and build the topol ogy database
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R LT I L I L +
| Devi ce | | Devi ce | | Devi ce |
I I I I
R + R + R +
| 1l 1l |
[ BCGP- SPF <H---+> BGP- SPF <H---+> BCP- SPF [
| N N N
EEEREEEEE AREEEEEE o e AREEEEEE o e AREEEEEE +l
I I | I | I I
I I | I | I I
| +-------- S NIy +| | +-------- S NIy +| | +-------- S NIy +|
[ L2 Liveness [ [ L2 Liveness [ [ L2 Liveness [
| AFl / SAFI s | | AFl / SAFI s | | AFl / SAFI s |
| ] Addr esses | ] | ] Addr esses | ] | ] Addr esses | ]
EEREEEEEE SREREEEE Hoo e SREREEEE Hoo e SREREEEE +|
I I | I | I I
I I | I | I I
| +-------- V-------- +| | +-------- V-------- +| | +-------- V-------- +|
| | Il Il | |
| ] Et her PDUs <t+---+> Et her PDUs <t---+> Et her PDUs [
| N N |l
R + R + R +
R L T I I +

There are two sets of protocols:

o0 FEthernet to Ethernet protocols are used to exchange |ayer 2 data,
i.e. MACs, and layer 2.5 and 3 data, i.e. ASNs, AFI/SAFls, and
i nterface addresses.

0 A Link Layer to BGP protocol pushes these data up the stack to
BGP- SPF, converting to the BGP-LS BGP-1i ke data fornmat.

o And, of course, the BGP | ayer crosses all the devices,

is not part of these LSOE protocols.

though it

5. Ethernet to Ethernet Protocols

The basic Ethernet Framed protocols
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5.1. Inter-Link Ether Protocol Overview

| Hell o / KeepAlive (type=0)

|
T >I
| Hell o / KeepAlive (type=0) |
R R REREEEEEEEEEEEEERED |
I I
| |
| _ |
| Tinmers (type=1, cap 1) |
R T L EEEETS >
I _ I
| Timers (type=1, cap 1) |
| <o |
I I
| |
| Li nk AFlI/ SAFls (type=1, cap 4) [
| |
[ Li nk AFI/SAFls (type=1, cap 4) [
R RREEEEELEREE R EEERRED |
I I
| |
| Interface MPLS Labels (type=10) |
T >I
| Interface MPLS Label s (type=10) |
R |
I I
| |
| Interface | Pv4 Addresses (type=14) |
| >I
| Interface | Pv4 Addresses (type=14) |
| |
I I
| |
| Interface | Pv6 Addresses (type=16) [
| |
[ Interface | Pv6 Addresses (type=16) [
| <o |

MACs and Liveness
Mandat ory

Timers (type 1, ¢
Opti ona
Renegoti ate at An

AFl / SAFI Support
Mandat ory
Renegotiate at An

Interface Labels
Optiona

July 2018

ap 1)
y Time

(cap 4)

y Tinme

Announce/ Wt hdraw Any Ti ne

Interface | Pv4 Ad
Opti ona

dr esses

Announce/ Wt hdraw Any Ti ne

Interface | Pv6 Ad
Opti ona

dresses

Announce/ Wt hdraw Any Ti ne
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5.2. PDUs and Frames
This is all about inter-device Link State.
A PDU is one or nore Ethernet Franes.

A Frame has a PDU Sequence Nunber and a Frame Nunber to allow
assenbly of out order franes

Because BGP- SPF and Data Pl ane payl oads are assuned to be |IP over the
same Ethernet, one needs to keep an eye on congestion

5.2. 1. Frame TLV

The basic Ethernet PDU is a typical TLV (Type Length Val ue) PDU
except it'’s really LTV for the sake of alignment :)

0 1 2 3
01234567890123456789012345678901
B T T i I T T o S S S e b S S S
| PDU Sequence No | Frame No | Fl ags |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o
| Checksum | Length |
B E e r e s i s i o T T s S S S S 2

I Type I
B S R R S

The fields of the basic Ethernet PDU are as foll ows:

PDU Sequence No: Sem -unique identifier of a TLV PDU (e.g. the | ow
order 16 bits of UNI X tine)

Frame No: 0..255 Frane Sequence Number Wthin a nmulti-frame PDU
Flags: A bit field

- Sender has been restarted

- One of a multi-Frame sequence

- last of a nulti-Frame sequence
7 - Reserved

0

1

2

3-
Checksum One’'s conpl enent over Frane, detect bit flips
Length: Total Bytes in PDU including all frames and fields
Type: An integer

0 - Hello / KeepAlive
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1 - Capability

2-9 - Reserved

10 - AFI/ SAFI ACK

11 - 1 Pv4 Announce / Wt hdraw

12 - 1 Pv6 Announce / Wt hdraw

13 - MPLS | Pv4 Announce / Wt hdraw
14 - MPLS | Pv6 Announce / Wt hdraw
15- 255 Reserved

5.2.1.1. The Checksum

There is a reason conservative fol k use a checksumin UDP. And when
the operators stretch to junbo frames ...

One’s conplenent is a bit silly, though trivial to inplenent and
m ght be sufficient.
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Sumup either 16-bit shorts in a 32-bit int, or 32-bit ints in a
64-bit |long, then take the high-order section, right,
rotate, add it in, repeat until zero. -- snb off the top of his head

/* The F table from Skipjack, and it would work for the S- Box.

There are other S-Box sources as well. -- Russ Housley */

const BYTE sbox[256] = {

0Oxa3, 0xd7, 0x09, 0x83, Oxf 8, 0x48, Oxf 6, Oxf 4, Oxb3, 0x21, 0x15, 0x78,
0x99, 0xb1, Oxaf, Oxf 9, Oxe7, 0x2d, 0x4d, 0x8a, Oxce, Ox4c, Oxca, 0x2e,
0x52, 0x95, 0xd9, Ox1le, Ox4e, 0x38, 0x44, 0x28, 0x0a, Oxdf , 0x02, Oxa0,
0x17, Oxf 1, 0x60, 0x68, 0x12, Oxb7, Ox7a, 0xc3, 0xe9, Oxf a, 0x3d, 0x53,
0x96, 0x84, 0x6b, Oxba, Oxf 2, 0x63, 0x9a, 0x19, Ox7c, Oxae, O0xe5, Oxf 5,
Oxf 7, 0x16, Ox6a, Oxa2, 0x39, Oxb6, Ox7b, OxOf , Oxcl, 0x93, 0x81, Ox1lb
Oxee, 0xb4, Ox1a, Oxea, 0xdO, 0x91, Ox2f, Oxb8, 0x55, 0xb9, Oxda, 0x85,
0x3f, 0x41, Oxbf, Oxe0, 0x5a, 0x58, 0x80, 0x5f , 0x66, 0x0b, 0xd8, 0x90,
0x35, 0xd5, 0xc0, Oxa7, 0x33, 0x06, 0x65, 0x69, 0x45, 0x00, 0x94, 0x56
0x6d, 0x98, 0x9b, 0x76, 0x97, Oxf c, Oxb2, Oxc2, 0xb0, Oxf e, Oxdb, 0x20,
Oxel, Oxeb, 0xd6, Oxe4, O0xdd, 0x47, Ox4a, 0x1d, 0x42, Oxed, 0x9e, Ox6e,
0x49, 0x3c, Oxcd, 0x43, 0x27, 0xd2, 0x07, Oxd4, Oxde, Oxc7, 0x67, 0x18,
0x89, Oxcb, 0x30, Ox1f, Ox8d, Oxc6, 0x8f , Oxaa, 0xc8, 0x74, Oxdc, 0xc9,
0x5d, 0x5c, 0x31, Oxa4, 0x70, 0x88, 0x61, 0x2c, Ox9f , Ox0d, 0x2b, Ox87
0x50, 0x82, 0x54, 0x64, 0x26, 0x7d, 0x03, 0x40, 0x34, 0x4b, Ox1c, 0x73,
0Oxd1, Oxc4, 0xfd, 0x3b, Oxcc, Oxf b, Ox7f, Oxab, Oxe6, 0x3e, 0x5b, Oxa5,
Oxad, 0x04, 0x23, 0x9c, 0x14, 0x51, 0x22, 0xf 0, 0x29, 0x79, 0x71, Ox7e,
Oxf f, 0x8c, O0x0e, Oxe2, Ox0c, Oxef , Oxbc, Ox72, 0x75, Ox6f , 0x37, Oxal,
Oxec, 0xd3, 0x8e, 0x62, 0x8b, 0x86, 0x10, Oxe8, 0x08, Ox77, 0x11, Oxbe,
0x92, 0x4f , 0x24, 0xch, 0x32, 0x36, 0x9d, Oxcf, Oxf 3, Oxa6, Oxbb, Oxac,
0Ox5e, 0x6¢c, 0xa9, 0x13, 0x57, 0x25, Oxb5, 0xe3, Oxbd, Oxa8, 0x3a, 0x01

0x05, 0x59, 0x2a, 0x46

}

/* exanple C code, constant tinme even, thanks Rob Austein */

uint16 t sbox checksun(const *b,

{

uint32_t sunf2] = {0, 0};
for (int i =0; i <n; i++)

sunfi & 1] += sbox[b[i]];
uint32 t result = (sunf0] << 8) + sun1];
resul t (result >> 16) + (result & OxXFFFF);
resul t (result >> 16) + (result & OxXFFFF);
return (uintl6_t) result;
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5.2.2. Link Hello / KeepAlive
The Hell o and KeepAlive PDUs are one and the sane.

Each device learns the other’s MAC fromits HELLO whining. 1.e., all
devices on a wire/interface know each others MACs and | earn each
other’s | Ds.

An I D can be an ASN with high order bits zero, a classic RouterlD
with high order bits zero, a catenation of the two, a 48-bit |SO
System | D, or any other identifier unique to a single device in the
BGP- SPF routing space.

0 1 2 3

01234567890123456789012345678901
B T i S S i S T h T i S S S S e
| PDU Sequence No | Frame No | Fl ags |
B E e r e s i s i o T T s S S S S 2
[ Checksum [ Length = 25 [
B i s T T S T et S S T S I T s sl s ol ST S S S

|
+
Local ID |

B e T i T e S S e T e S S e S e i s
I

+

|

+

B S i it i
Renote I D (or Zero)
i e i et S S e S e i it S SR SR R e e

R S S S S
Once two devices know each other’s MACs, Ethernet keep-alives may be
started to ensure layer two liveness. The timng and acceptabl e drop
of the keep-alives may be set with the Tinmer Negotiation capability
exchange.

When the local sends a first Hello w thout knowi ng the renote
device’'s ID, the Renote ID SHOULD be zero. The Local |ID MJST never
be zero.

5.2.3. Capability Exchange

Peers on the Ethernet exchange capabilities, such as tiners, AFI/
SAFl s supported, etc. There is a sinple capability exchange.

By convention, the device with the | owest MAC sends first.
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0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
[ PDU Sequence No [ Frame No [ FI ags [
B e i i e o e e S T S e e s i i TR S
| Checksum [ Lengt h |
B i T S e i T S R S S e e e it (NI
| RADf | ag | Capability |
I s o T e i S S ik s S S S

+

The RADflag is an integer field which signals the capability
negoti ati on.

bit 0 - Request

bit 1 - Accept

bit 2 - Deny

bits 3-255 - Reserved

5.2.4. Tinmer Negotiation

Different operational scenarios may call for layer two and | ayer
three timers which differ fromthe defaults. So there is a
capability negotiation to nodify these tiners.

0 1 2 3
01234567890123456789012345678901
B S S I T S S e e S S T S S S S i i S S

[ PDU Sequence No [ Frame No [ FI ags [
B e i i e o e e S T S e e s i i TR S
| Checksum [ Length = 16 [
B e o i T o S e i T e e e S i s ot o S R TR S
| Type =1 | RADf | ag | Capability =1 |
B i S S T s i S T st i S S S S S S S S i
[ Frequency | AlowMssC | A'S Wai t [

B o T S T S T S T S T

The meaning of the tiner fields are as foll ows:

Fr equency: Seconds/ 10 between KeepAlives (Default is 600)
Al'l owmM ssCt: Nunber of nissed KeepAlives before declared down
A'S Wi t AFl / SAFI ACK Tinmeout in Sec/10 (default 10)

5.3. The AFI/SAFI Exchanges
The devi ces know each other’s MACs, have neans to ensure link state,

and know each other’s ASNs. Now they can negotiate whi ch AFI/ SAFIl s
are supported, and announce their interface addresses (and | abels).
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5.3.1. AFI/SAFI Capability Exchange
First they negotiate what AFI/SAFls are supported on the |ink
As before, the lowest MAC initiates the negotiation

0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
[ PDU Sequence No [ Frame No [ FI ags [
T T e i i e e s . S I S S S
| Checksum [ Length = 13 [
T T e e e i e S S e T Tk o o R
| Type =1 | RADf | ag | Capability = 4 |
B i S S T s i S T st i S S S S S S S S i
[ AFI / SAFI s [
e e e

The AFI/SAFls currently defined are as foll ows:

10 - IPv4
11 - I Pv6
12 - MPLS I Pv4
13 - MPLS I Pv6
- other tunnels (e.g. GRE)

5.3.2. The AFI/SAFI PDU Skel eton

Now bot h sides can exchange their actual interfaces addresses for al
t he negoti ated AFI/ SAFIs.

0 1 2 3
01234567890123456789012345678901
B T i S S i S T h T i S S S S e
| PDU Sequence No | Frame No | Fl ags |
B E e r e s i s i o T T s S S S S 2
[ Checksum [ Length |
B i s T T S T et S S T S I T s sl s ol ST S S S
| Type = 42 | Sequence Number |
B T i S S i S T h T i S S S S e
| | AFl / SAFI Count | sub-PDUs... |
B E e r e s i s i o T T s S S S S 2

The AFI/SAFI Exchange is over an unreliable transport so there are
Sequence Numbers and ACKs.

The Sequence Nunber is a point-to-point |ink announcenent counter
incremented for each exchange in each direction on the |ink
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The Receiver will ACK it with a Type=10, see follow ng PDU.

If the Sender does not receive an ACK in one second, they retransmt.
O her delay tiners may be negotiated using the Timng Capability.

If a sender has nultiple Iinks on the sane interface, separate
counters must be kept for each.

5.3.3. AFI/SAFI ACK

0 1 2 3

01234567890123456789012345678901
i T e o o s T e e et e ok o Sl e
| PDU Sequence No | Frame No | Fl ags |
B i S S T s i S T st i S S S S S S S S i
[ Checksum [ Lengt h [
B T b i i e e o S I SR S
| Type = 10 | Sequence Nunber |
e T R e o o i e T S e e ek o o R
I
+-

+- - - - - - -+
5.3.4. Add/Drop/Prim
0 1 2 3
B T T i I T T o S S S e b S S S
| Add/ Dr op | Primary | Reserved |
B e i s e S e e S e e S e e Rl il st sT o SRR I S S o

Each AFI/SAFI interface address may be announced (Add/Drop == 1), or
wi t hdrawn (Add/Drop == 0).

An interface may have nultipl e AFI/SAFIs.
For each AFI/SAFI on an interface there m ght be nultiple addresses.
One address per AFI/SAFI SHOULD be marked as primary (Primary == 1).

5.3.5. | Pv4 Announce / Wt hdraw
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0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
[ PDU Sequence No [ Frame No [ FI ags [
T T e i i e e s . S I S S S
| Checksum [ Lengt h [
e T e e e i e S S e R Ch o o SR
| Type = 11 | Sequence Number |
B i S S T s i S T st i S S S S S S S S i
[ [ AFl / SAFI  Count | Add/Drop/Prim |
B T e b i i e e s . S I S S
| | Pv4 Prefix/Len |
+ e o T T o e e S R e E e e R e
| | Add/Drop/Prim | |
Bl o ks ks st S S S i S R S e B el o e e O
| | Pv4 Prefix/Len | nore ... |
B T e b i i e e s . S I SR S S

5.3.6. |1Pv6 Announce / Wt hdraw

0 1 2 3
01234567890123456789012345678901
T o i I S i S S S I  h i e s
PDU Sequence No | Frame No | Fl ags |
T i s ity i S T it S s
Checksum | Length |
B T s T S i S S S i (T S I S S S o S i
Type = 12 [ Sequence Nunber [
B T S S s S S S s it S SR S S S =
[ AFl / SAFI  Count | Add/Drop/Prim |
T i s i S s st SN S SR S

-+ +— +—

| Pv6 Prefix/Len
B i i S S I T i i T S R
[ nore ... [

I
+-
I
+-
I
+-
I
+-
I
+
I
+
I
+
I
+
I
B o T S s S T e S i T S T

5.3.7. MPLS Label List

As an MPLS enabled interface may have a | abel stack, see [RFC3032], a
variable length list of |abels is needed.
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0 1

2

July 2018

3
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5.3.9. MPLS | Pv6 Announce / Wt hdraw

Bush & Pat el

Expi res January 3, 2019

[ Page 15]



Internet-Draft Li nk State Over Ethernet July 2018

0 1 2 3
01234567890123456789012345678901
B i S S T s i S T st i S S S S S S S S i
[ PDU Sequence No [ Frame No [ FI ags [
T T e i i e e s . S I S S S
| Checksum [ Lengt h |
e T e e e i e S S e R Ch o o SR
| Type = 13 | Sequence Number |
B i S S T s i S T st i S S S S S S S S i
[ [ AFl / SAFI  Count | Add/Drop/Prim |
B T e b i i e e s . S I S S
| MPLS Label Li st

B e T i e e o i o e R T S
I

+

I

+

I

+

I

+

I

—+-

-+ +— +— +—

| Pv6 Prefix/Len

B Th sl i S S S S T S i P S

[ nore ... [
i A A g S S g S

6. Layer 2.5 and 3 Liveness
Et her liveness is continuously tested by Hell o Keep-Alives, see
Section 5.2.2. Now I P/Label liveness may be tested. As layer 2.5 or
| ayer 3 connectivity could still break, |iveness above |ayer 2 should
be frequently tested.

Assume one or nore AFlI/SAFl addresses will be used to ping, BFD, or
what ever the operator configures.

7. The North/South Protoco
Thus far, we have a one-hop point-to-point |ink discovery protocol

We know what uni que node identifiers (ASNs, RouterlDs, ...) and AFI/
SAFls are on each Link Interface.

At the Ethernet |ayer we do not want to do topol ogy discovery and
Dijkstra ala lS 1S

So the node identifiers, Iink AFlI/SAFls, and state changes are pushed

North to BGP- SPF whi ch di scovers and mai ntains the topol ogy, runs
Dijkstra, and builds the routing database.
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For exanple, if a neighbor’s MAC changes, the device seeing the
change pushes that change Nort hbound.

7.1. Use BG-LS as Much as Possi bl e

BGP- LS [ RFC7752] defines BGP-1ike PDUs describing link state (Iinks,
nodes, link prefixes, and many other things), and a new BGP path
attribute providing Northbound transport, all of which can be

i ngested by BGP-SPF;, see Section 4 of [I-D.ietf-Isvr-bgp-spf].

For I Pv4 links, TLVs 259 and 260 are used. And for IPv6 links, TLVs
261 and 262. |If there are nultiple addresses on a link, nultiple TLV
pairs are pushed North, having the same |ID pairs.

7.2. Ext ensi ons to BGP-LS

The Northbound protocol needs a few nminor extensions to BGP-LS
Luckily, others have needed the same extensions.

Simlarly to BGP-SPF, the BGP protocol is used in the Protocol-1D
field specified in table 1 of
[I-D.ietf-idr-bgpls-segnent-routing-epe]. The local and renote node
descriptors for all NLRI are the ID s described in Section 5.2. 2.

Label Sub-TLVs from[I-D.ietf-idr-bgp-Is-segnent-routing-ext]
Section 2.1.1, are used to associ ate one or nore MPLS Labels with a
i nk.

8. Security Considerations

The protocol as is MJST NOT be used outside a datacenter or sinilarly
cl osed environnent due to |lack of authentication and authorisation
These will be worked on in a later effort, likely using credentials
configured using ZTP.

Many MDC operators have a strange belief that physical walls and
firewalls provide sufficient security. This is not credible. A
MDC protocols need to be exam ned for exposure and attack surface.

On the wire Ethernet is assuned to be secure, though it could be
tapped and data nodified by an in-house on the wire attacker

Mal i ci ous nodes/ devi ces coul d mi s-announce addressing, form malicious
associ ations, etc.
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9. | ANA Consi derations

Thi s docunment requests the | ANA create a registry for LSOE PDU Type,
which may range fromO to 255. The nane of the registry should be
LSOA- PDU- Type. The policy for adding to the registry is RFC Required
per [ RFC5226], either standards track or experinmental. The initial
entries should be the follow ng:

PDU

Code PDU Nane

0 Hello / KeepAlive

1 Capability

2-9 Reserved

10 AFl / SAFI ACK

11 | Pv4 Announce / Wt hdraw

12 | Pv6 Announce / Wt hdraw

13 MPLS | Pv4 Announce / Wt hdraw
14 MPLS | Pv6 Announce / Wt hdraw

15- 255 Reserved

This docunent requests the | ANA create a registry for LSOE AFI/ SAFI
Type, which may range fromO to 255. The nane of the registry should
be LSOA- AFl/ SAFI - Type. The policy for adding to the registry is RFC
Required per [RFC5226], either standards track or experinmental. The
initial entries should be the foll ow ng:

AFI / SAFI
Type Code AFI/SAFI Type Nane
0-9 Reserved
10 | Pv4
11 | Pv6
12 MPLS | Pv4
13 MPLS | Pv6

14- 255 Reserved
10. | EEE Consi derations
Thi s docunent needs a new Et her Type.
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