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Abst r act

Pat h MIU di scovery has turned out to be a thorny problemthat has
haunted the Internet conmunity for decades. Lately there has been
some work both at the transport |ayer and at the network layer. This
meno lists the solutions the author is aware of fromthe perspective
of the network | ayer.
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1. Introduction

Pat h MIU di scovery has turned out to be harder than expeced. |In |IPv6

we set out followi ng the sane nodel as for |IPv4. The sending host

mai ntains a MIU cache, that is updated based on received | CMP PMIUD

nmessages. That solution has a few short-coni ngs

0 Sending of |ICMP PMIUD nessages is throttled in routers [ RFC4443]

o It's not efficient if links along the path have decreasingly
smal ler MIU, then nultiple rounds of |arge packet, resulting | CW
PMIUD happens.

o |CwW mght be ignored by host stacks / applications

0 As ICW |ooks different than application traffic, it mght be
bl ocked by routers.

o0 Doesn’t work well in an anycast scenario (but what does).
2. Requirenments / Coals

1. Avoid MIU bl ack-hol es [ RFC2923].

2. Detect the Path MU in single round trip.

3. Adapt to varying MIU over the connection life tine.

4, The signalling of the MIU back to the sender nust be
i ndi stinguishable fromapplication traffic to | essen risk of
filtering.

5. Design a mechani smthat ensures that neither MIU probes nor MIU
signalling back to sender are nore likely to be dropped than

other application traffic.

6. Mist be depl oyabl e and anchored in transport / application areas.
O herwi se https://xkcd. conl 927/

7. [Optional?] Support neighbors on the same |ink which support
hi gher MIU than |ink MIU see [I-D. van-beijnumnulti-ntu]

3. Network layer solutions for Path MIU di scovery
o PMIUD [ RFC8201]

0 On-path fragnmentation, |Pv4 style. W know this one.
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o Packet truncation. [I-D.leddy-6nman-truncate]. The source sets a
truncation elligble flag in the packet, routers on the path may
truncate f the packet is too big, and sets a truncated done fl ag.
Then the receiver signals the learnt forward MIU back to the
sender. Either via existing |CMP PMIUD or a transport |ayer
option. This is an exanple of a solution which does not require
the sender having to accept packets frominternedi ate nodes.

0 MU recording. Probe packets are sent, either as part of data
packets, if those are guaranteed not to exceed MIU. Sonme trigger
in the header (ECN like flags) or a HBH option is required for the
router to record the smallest MU along the path. Application /
Transport would have to periodically include the probe trigger in
data packets to detect changes in path MIU

Conmon pr obl ens

How is the router along the path "triggered" to put this packet on
the exception path? For current and the truncation schene it’'s a
simple check in the forwarding path for the size of packet versus
outgoing interface MIU. For e.g. a recording MU nechanismit would
have to be flags in the | Pv6 header or an HBH option

How shoul d the forward path MIU be signalled back to the sender? The
signal should | ook Iike any other application traffic to avoid
filtering or is it sufficient to avoid sending fromintermtent

nodes.

Sol utions at other |ayers

In addition there are solutions at the transport layer, that work in
co-hort or independently of the network |ayer soltusions. [RFC4821]
and [I-D.ietf-tsvwg-datagram pl pnt ud].

One coul d al so i magi ne other solutions, e.g. to include MU in router
advertisenents in BGP, so that a BGP speaker could calculate the end
to end MIU across the set of administrative domains.

Concl usi on

What are our options? Even if we devel oped a new PMIU nechanism |P
stacks nust deal with networks where the new nmechanismisn’'t yet

depl oyed. WIIl a new nechani smbe so nuch better that it provides
enough value for it to be deployed? O should we at the network

| ayer just punt this to transport?
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