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Abstract

Thi s docunent proposes a packet transmi ssion rate netric for parent
selection. This netric represents the anount of traffic that the
node is transnitting to the current parent node. This docunent also
proposes an Objective Function (OF) using the packet transm ssion
rate nmetric for parent selection in order to bal ance the anount of
traffic between nodes.

Status of This Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.
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I nt roduction

RPL [ RFC6550] is an | Pv6 Routing protocol for LLNs. It uses

bj ective Functions (OF) to construct the Destination Oiented
Directed Acyclic Graph (DODAG containing the nodes of the network.
The existing OFs defined are OF Zero (OF0) [RFC6552] and M ni mum Rank
with Hysteresis OF (MRHOF) [RFC6719]. These OFs specify how nodes in
a DODAG select their preferred parent using different netrics.

The metrics can be separated into two different types, link netrics
(e.g. ETX) and node netrics (e.g. energy). Experinental results
[1-D.gasemroll-rpl-Ioad-bal anci ng] conclude that using the current
OFs leads to an unbal anced network within which sone of the nodes are
overloaded. In this case, a node is overloaded in the sense that it
forwards much nore packets than it otherwise would if the network
were bal anced. This probl em has consequences for the lifetime of the
net wor k because overl oaded nodes tend to drain quicker than others, a
pr obl em whi ch becones even nore significant when the overl oaded nodes
are near the DODAG root [I-D.qgasemroll-rpl-Ioad-bal anci ng].

This problemis still an open issue and this draft proposes a new way
of parent selection as an attenpt towards a solution. This draft
proposes a new OF that considers the packet transmission rate as a
representation of traffic each node faces and use this information to
bal ance the amount of traffic between nodes.

In brief, each node tracks its packet transnission rate and appends
this information to DI O nessages it sends as a DAG Metric Container
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option. Wen the DI O nessage is received by child nodes or potentia
child nodes, the packet transmission rate information is stored and
used to influence the result when RPL parent selection is perforned.

2. Term nol ogy

The key words "MJST", "MJST NOT', "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].

3. DODAG construction in RPL

RPL uses OFs to construct a DODAG OFs define the way the nodes
select their preferred parent and how t hey conpute the new rank. A
node’s rank is always larger than its parent’s rank because the
calculation of rank is based on an increnent to the parent’s rank
This increment differs for each OF but all include the

M nHopRankl ncrease which is the mninumincrease in rank between a
node and a node’s parent and a step. Different OFs use different
metrics or constraints to select the preferred parent and to define
the step, depending on application requirenents. Nodes obtain these
val ues from DODAG I nformation Object (DO control nessages sent by
t hei r nei ghbor nodes.

The construction of a DODAG starts when the root node sends DI O
messages to its neighbors. After receiving the DIO these neighbor
nodes select the root as their preferred parent if they wish to join
the DODAG. I n order to announce that they joined the DODAG as its
child node, they send a Destination Advertisenent Cbject (DAO to
their preferred parent - the DODAG root. After joining the DODAG

t hese nodes send their own DI O nessages with the new conputed rank to
their neighbors. This procedure repeats for every node which joins

t he DODAG

4. Load distribution problemin RPL

Nunmer ous experinments using existing OFs have been conducted and
according to results, RPL faces a |load distribution problemin |arge
LLNs. Wth RPL using existing OFs, such as MRHOF, an unbal anced
network is formed with some of the nodes overl oaded and ot her nodes
at rest. This problemis severe for network perfornance because
over| oaded nodes will use up their available energy faster than other
nodes. This is exacerbated for nodes near the root (within 1 hop

di stance) or nodes which are the only parent candidate for sone other
nodes. Additionally, when the overl oaded node shuts down, a big part
of the network will becone di sconnected and will have to be
transferred to another parent. There is a high probability that the
children nodes will also select the sane new node as their parent,
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| eadi ng to anot her overloaded node. Al so, when a node has sel ected
its parent, it will change only when the parent node is not reachable
(due to battery depletion or packet |osses).

The existing OFs usually use a single netric to conpare parent

candi dates, for exanple, as described in [RFC6719] the default netric
used in MRHOF is ETX [ RFC6551], which represents the number of
transm ssi ons a node expects to nake to a destination in order to
successfully deliver one packet. The result fromusing a single
metric is that nodes prefer to select the sane node as their parent,
whi ch according to [I-D.qasemroll-rpl-1oad-bal ancing] |eads to an
unbal anced network with overl oaded nodes (node load is indicated by a
node’s child count). But the child count does not accurately

i ndi cate the | oad because anong these child nodes, sonme of them may
have higher traffic | oad and others nay have | ower.

The network traffic can be quantified by tracking the packets a node
gener at es/ sends/ recei ves and the anount of energy it consunes.
Energy consunption is strongly correlated to the anmount of network
traffic handl ed by a node since the energy consunption for the
operation of the radio is the primary energy consumer in typica
nodes. However, directly measuring the packet transnmission rate is
both nore accurate and al so works when nodes have atypical energy
consunption profiles (e.g. increased node processing or high energy
consunption sensors).
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Figure 1: Packet Transmi ssion Rates of nodes with the same
requirenents

As a first sinple exanple, an unbal anced network with nodes which all
have the sane packet transmission rates is shown in Figure 1. |Its
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transformation into a bal anced equi val ent network is shown on the
right.
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Fi gure 2: Packet Transm ssion Rates of nodes with different
requirenents

As a second sinple exanpl e, an unbal anced network wi th nodes which
have different packet transmission rates is shown in Figure 2. Its
transformation into a bal anced equi val ent network is shown on the
right.

TACF description

In this specification, a nmetric is proposed to be used in the parent
sel ecti on mechani sm the Packet Transm ssion Rate (PTR) which
represents the nunber of packets each node transmitted (sent or
forwarded) during a certain time period. The period used, naned
PACKET _TRANSM SSI ON_RATE PERIOD, is a paraneter which is comon to
the whole RPL instance. This parameter CAN be pre-configured on all
the nodes. The period used SHOULD coincide with a sliding w ndow of
the sane size used to calculate the packets transferred during this
period. Therefore, whenever the PTR value is reported it will refer
to the previous PACKET TRANSM SSI ON RATE PERI OD period of tine. As
menti oned bel ow, the nunber of transnitted packets can directly show
the amount of traffic each node is facing. This information is added
in DO nessages and i s broadcast to every nei ghbor.

At first, each node MJST identify fromtheir neighbor set which nodes
are acceptable to be selected as a parent. For this purpose, the
metric ETX is used as a filter to filter out parent candidates with
low link quality with a preference for nodes with link quality bel ow
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a given threshold. The ETX threshold SHOULD be different depending
on application requirenents. The suggested value for the rel evant
t hreshol d MAX PATH COST from MRHOF [ RFC6719] is 32768, which neans
the specific path has expected transm ssion counts greater than 256

For the packet transmission rate, each node naintains in a variable a
counter which will increment by 1 every tine a data packet is
transmtted by the node. When the ETX value is used as a filter,
nodes with bad link quality will not be included in the parent set.
This ensures that undue retransm ssions caused by bad link will be
avoi ded. |In any case, the node chooses the parent candidate with the
| east packet transnission rate.

This proposal is expected to increase the frequency of parent change
because the packet transmission rate is nore likely to be different
bet ween DI O nessages, even for DI O nessages fromthe sanme node.
There are multiple ways to nminimze the frequency of unnecessary
parent changes:

a. Use the packet transmission rate in conbination with another
metric (e.g. child count, hop counts).

b. Use a threshold when conparing the packet transm ssion rate,
simlar to the approach in MRHOF [ RFC6719]. Switch parents when
the difference of packet transnission rate between the original
parent and the alternative parent is above a threshold. This
threshol d depends on different factors (e.g. network size,
average traffic |l oad) and SHOULD be defined differently for each
use case.

DI O Metric Container Type extension

0 1
0123456789012345
B s T I i R S e T S e i S R
| Packet Transnission Rate (PTR)|
B Tl T sl i S S S S S

Figure 3: DAG netric container type format.

A DI O nessage carries fields as described in RFC6550 [ RFC6550] and
the avail able options for the DAG netric container are described in
RFC6551 [ RFC6551]. In this specification, a nmetric container option
is proposed and the detailed format is shown in Figure 3. The
information carried is the PTR, represented as a 2 byte unsigned

i nteger.
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Fi gure 4: Exanple DI O Message with a DAG Metric Contai ner option

The structure of the DI O Control Message when a DAG Metric Contai ner
option is included is shown in Figure 4. The DAG Metric Contai ner
option type (DAGVC Type in Figure 4) has the value 0x02 as per the

| ANA registry for the RPL Control Message Options, and is defined in
[ RFC6550]. The DAG Metric Container option I ength (DAGMC Length in
Fi gure 4) expresses the the DAG Metric Container length in bytes.
DAG Metric Container data holds the actual data and is shown further
expanded in Figure 5.

0 1 2 3
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i T e o o s T e e et e ok o Sl e
| Routing- MC-Type| Res Flags|PICCQR A | Prec | Length (bytes)|
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Figure 5: DAG Metric Container (MC) data with Packet Transm ssion
Rate (PTR) object body
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An exanpl e DAG Metric Contai ner containing the proposed Metric
Cont ai ner object is shown in Figure 5. The explicit definition of
the fields is:

Routi ng- MC- Type: TBD1l. The type of the proposed DAGMC ext ensi on.
To be assigned by | ANA

Packet Transmi ssion Rate (PTR): The packet transm ssion rate,
represented as a 2 byte unsigned integer.

Security Considerations

The structure of the DI O control nessage is extended, within the
predefined DI O options. Therefore, the security nechani sns defi ned
in RPL [ RFC6550] apply to this proposed extension.

| ANA Consi der ati ons

Thi s proposal requests the allocation of a new value TBDl1 for the
metric type "PTR' in the Routing-MC-Type field in the DAG MC from
| ANA.

Additionally, an ojective Code Point (OCP) with value TBD2 for TAOF
needs to be assigned in the Objective Code Point Registry as
described in Section 20.5 of [RFC6550].
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