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• Native apps: same code is distributed 
and used on a wide variety of devices. 

• Today neither authorization servers nor 
resource servers learn about the 
hardware and software environment a 
specific OAuth client (app) is running 
in. 

• OAuth is increasingly used for high 
assurance level use cases, such as 
payments, electronic signing, medical 
services.

• Getting this extra information provides 
valuable security signals. 
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