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Note Well
A reminder of IETF policies.

This is a reminder of IETF policies in effect on various topics such as patents or code of conduct. It is only 
meant to point you in the right direction. Exceptions may apply. The IETF's patent policy and the definition 
of an IETF "contribution" and "participation" are set forth in BCP 79; please read it carefully.

As a reminder:

• By participating in the IETF, you agree to follow IETF processes and policies
• If you are aware that any IETF contribution is covered by patents or patent applications that are 

owned or controlled by you or your sponsor, you must disclose that fact, or not participate in the 
discussion.

• As a participant in or attendee to any IETF activity you acknowledge that written, audio, video, and 
photographic records of meetings may be made public.

• Personal information that you provide to IETF will be handled in accordance with the IETF Privacy 
Statement.

• As a participant or attendee, you agree to work respectfully with other participants; please contact 
the ombudsteam (https://www.ietf.org/contact/ombudsteam/) if you have questions or concerns 
about this.

Definitive information is in the documents listed below and other IETF BCPs. For advice, please talk to WG 
chairs or ADs:
• BCP 9 (Internet Standards Process)
• BCP 25 (Working Group processes)
• BCP 25 (Anti-Harassment Procedures) 
• BCP 54 (Code of Conduct)
• BCP 78 (Copyright)
• BCP 79 (Patents, Participation)
• https://www.ietf.org/privacy-policy/ (Privacy Policy)



Agenda

• 5 min.  Administrativia (jabber scribes, note takers, blue 
sheets), Note Well, Agenda bashing

• 5 min.  WG documents status update

• 20 min. draft-ietf-uta-tls-for-email-01 (Loganaden Velvindron)

• 20 min. Discussion around IESG evaluation of draft-ietf-uta-
smtp-require-tls-07

• 10 min. Open Mic



Document Status (New RFCs)

• RFC 8460 (was draft-ietf-uta-smtp-tlsrpt)
SMTP TLS Reporting
– 2018-09, 34 pages

– Proposed Standard RFC 

• RFC 8461 (was draft-ietf-uta-mta-sts)
SMTP MTA Strict Transport Security (MTA-STS)
– 2018-09, 29 pages

– Proposed Standard RFC

https://datatracker.ietf.org/doc/rfc8460/
https://datatracker.ietf.org/doc/rfc8461/


Document Status (WG drafts)

• draft-ietf-uta-smtp-require-tls-07
SMTP Require TLS Option
– 2019-01-22, 19 pages 

– IESG Evaluation - Defer::Revised I-D Needed

– Submitted to IESG for Publication: Proposed Standard 

– Reviews: genart, opsdir, secdir

• draft-ietf-uta-tls-for-email-01
Use of TLS for Email Submission and Access
– 2019-03-07, 5 pages

– I-D Exists 

– WG Document 

https://datatracker.ietf.org/doc/draft-ietf-uta-smtp-require-tls/
https://datatracker.ietf.org/doc/draft-ietf-uta-tls-for-email/


Document Status (?)

• draft-tschofenig-uta-tls13-profile-01
TLS/DTLS 1.3 Profiles for the Internet of Things
– 2018-10-21, 7 pages

• draft-urien-uta-tls-dtls-security-module-07
TLS and DTLS Security Modules
– 2018-12-12, 23 pages

• draft-yang-uta-dtls13-for-iot-00
Requirements for DTLS 1.3 in Constrained IoT Devices
– 2018-10-22, 5 pages 

https://datatracker.ietf.org/doc/draft-tschofenig-uta-tls13-profile/
https://datatracker.ietf.org/doc/draft-urien-uta-tls-dtls-security-module/
https://datatracker.ietf.org/doc/draft-yang-uta-dtls13-for-iot/

