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Note Well

This is a reminder of IETF policies in effect on various topics such as patents or code of conduct. It is only meant to point you in the right direction. Exceptions may apply. The IETF’s patent policy and the definition of an IETF “contribution” and “participation” are set forth in BCP 79; please read it carefully.

As a reminder:

- By participating in the IETF, you agree to follow IETF processes and policies.
- If you are aware that any IETF contribution is covered by patents or patent applications that are owned or controlled by you or your sponsor, you must disclose that fact, or not participate in the discussion.
- As a participant in or attendee to any IETF activity you acknowledge that written, audio, video, and photographic records of meetings may be made public.
- Personal information that you provide to IETF will be handled in accordance with the IETF Privacy Statement.
- As a participant or attendee, you agree to work respectfully with other participants; please contact the ombudsteam (https://www.ietf.org/contact/ombudsteam/) if you have questions or concerns about this.

Definitive information is in the documents listed below and other IETF BCPs. For advice, please talk to WG chairs or ADs:

- BCP 9 (Internet Standards Process)
- BCP 25 (Working Group processes)
- BCP 25 (Anti-Harassment Procedures)
- BCP 54 (Code of Conduct)
- BCP 78 (Copyright)
- BCP 79 (Patents, Participation)
IETF 111 Online Meeting Tips

- Make sure your video is off unless you are chairing or presenting during a session
- Mute your microphone unless you are speaking
- Use of a headset is strongly recommended
- Session bluesheet is automatically generated based on IETF Datatracker logins
- Chatrooms in Meetecho are connected to the Jabber chatrooms on IETF Datatracker agenda
- More information and assistance:
  - Participant guide: https://www.ietf.org/how/meetings/109/session-participant-guide
  - Request assistance and report issues via: http://www.ietf.org/how/meetings/issues/
Links

- Meetecho: https://meetings.conf.meetecho.com/ietf111/?group=secdispatch&short=&item=1

- Jabber: secdispatch@jabber.ietf.org

- Minutes: https://codimd.ietf.org/notes-ietf-111-secdispatch

- Slides: https://datatracker.ietf.org/meeting/111/session/secdispatch

- Chairs: Kathleen Moriarty, Mohit Sethi, Richard Barnes

- Mailing List: secdispatch@ietf.org

- Charter: https://datatracker.ietf.org/wg/secdispatch/about/

- Wiki: https://trac.ietf.org/trac/secdispatch/wiki/
The DISPATCH Process

Ground Rules
● SecDispatch recommends next steps for new work
● SecDispatch DOES NOT adopt drafts

Possible Outcomes
● Direct to an existing WG
● Propose a new, focused WG
● AD-sponsorship (assuming AD is willing)
● Additional discussion or community development required
● IETF should not work on this topic
Participation Guidelines

When at the mic:
● State your name before speaking
● Keep the DISPATCH question in mind
● Keep your comment to 2-3 minutes

To speak:
1. Join the queue
2. Send audio (and video)

Other controls:
● Chat (sync with Jabber)
● Show of hand
Agenda Bashing

1. Intro/Administrivia - chairs, 10 minutes
2. TLS 1.3 transport model for SNMPv3 - Ken Vaughn, 20 minutes
3. End-to-end Encryption - Mallory Knodel, 20 minutes
4. FT for OWE - Jerome Henry, 20 minutes
5. Verification friendly ECDSA signatures - René Struik, 20 minutes
6. JWS Clear Text Signature Option – Bret Jordan, 20 minutes
7. Summary (Chairs) - 5 minutes