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Why the ITS community is interested in an update to RFC 6353Why the ITS community is interested in an update to RFC 6353
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 Migrate to an alternative protocol
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 Deemed SNMP to be an appropriate design for our environment

 Cost to migrate to different protocol would be high
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 Not currently being addressed within IETF

 ITS experts interested in working with IETF 
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 ITS experts have drafted an initial, preliminary update for RFC 6353 ITS experts have drafted an initial, preliminary update for RFC 6353
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TLS 1.3 cipher suiteTLS 1.3 cipher suite
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 Prohibit use of CommonNames
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Is the IETF interested?Is the IETF interested?
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Standards Track (proposed)

Track Experimental

Informational Track

Non-IETF publication

Is the IETF security area 
interested in advancing such 
a document assuming editor 
support is provided?
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