Note Well

This is a reminder of IETF policies in effect on various topics such as patents or code of conduct. It is only meant to point you in the right direction. Exceptions may apply. The IETF’s patent policy and the definition of an IETF “contribution” and “participation” are set forth in BCP 79; please read it carefully.

As a reminder:

- By participating in the IETF, you agree to follow IETF processes and policies.
- If you are aware that any IETF contribution is covered by patents or patent applications that are owned or controlled by you or your sponsor, you must disclose that fact, or not participate in the discussion.
- As a participant in or attendee to any IETF activity you acknowledge that written, audio, video, and photographic records of meetings may be made public.
- Personal information that you provide to IETF will be handled in accordance with the IETF Privacy Statement.
- As a participant or attendee, you agree to work respectfully with other participants; please contact the ombudsteam (https://www.ietf.org/contact/ombudsteam/) if you have questions or concerns about this.

Definitive information is in the documents listed below and other IETF BCPs. For advice, please talk to WG chairs or ADs:

- BCP 9 (Internet Standards Process)
- BCP 25 (Working Group processes)
- BCP 25 (Anti-Harassment Procedures)
- BCP 54 (Code of Conduct)
- BCP 78 (Copyright)
- BCP 79 (Patents, Participation)
Note Really Well

- IETF meetings, virtual meetings, and mailing lists are intended for professional collaboration and networking, as defined in the IETF Guidelines for Conduct (RFC 7154), the IETF Anti-Harassment Policy, and the IETF Anti-Harassment Procedures (RFC 7776). If you have any concerns about observed behavior, please talk to the Ombudsteam, who are available if you need to confidentially raise concerns about harassment or other conduct in the IETF.

- The IETF strives to create and maintain an environment in which people of many different backgrounds are treated with dignity, decency, and respect. Those who participate in the IETF are expected to behave according to professional standards and demonstrate appropriate workplace behavior.

- IETF participants must not engage in harassment while at IETF meetings, virtual meetings, social events, or on mailing lists. Harassment is unwelcome hostile or intimidating behavior -- in particular, speech or behavior that is aggressive or intimidates.

- If you believe you have been harassed, notice that someone else is being harassed, or have any other concerns, you are encouraged to raise your concern in confidence with one of the Ombudspersons.
  - BCP 78 (Copyright)
  - BCP 79 (Patents, Participation)
  - https://www.ietf.org/privacy-policy/(Privacy Policy)
IETF 112 Online Meeting Tips

- Make sure your video is off unless you are chairing or presenting during a session
- Mute your microphone unless you are speaking
- Use of a headset is strongly recommended
- Session bluesheet is automatically generated based on IETF Datatracker logins
- Chatrooms in Meetecho are connected to the Jabber chatrooms on IETF Datatracker agenda
- More information and assistance:
  - Participant guide
    https://www.ietf.org/how/meetings/technology/meetecho-guide-participant/
  - Request assistance and report issues via:
    http://www.ietf.org/how/meetings/issues/
Welcome to OPSAWG

- **Chairs**
  - Tianran Zhou <zhoutianran@huawei.com>
  - Joe Clarke <jclarke@cisco.com>
  - Henk Birkholz <henk.birkholz@sit.fraunhofer.de>

- **Jabber Scribe**
  - [opsawg@ietf.jabber.org](mailto:opsawg@ietf.jabber.org)

- **Minutes**
  - [https://notes.ietf.org/notes-ietf-112-opsawg](https://notes.ietf.org/notes-ietf-112-opsawg)

- **Meeting Material**
  - [https://datatracker.ietf.org/meeting/112/session/opsawg](https://datatracker.ietf.org/meeting/112/session/opsawg)

- **Meetecho**
  - [https://meetings.conf.meetecho.com/ietf112/?group=opsawg&short=&item=1](https://meetings.conf.meetecho.com/ietf112/?group=opsawg&short=&item=1)
RFCs Published
- RFC 9105 A YANG Data Model for Terminal Access Controller Access-Control System Plus (TACACS+)

In RFCed
- draft-ietf-opsawg-ipfix-mpls-sr-label-type
- draft-ietf-opsawg-l3sm-l3nm

Submitted to IESG for Publication
- draft-ietf-opsawg-ntf

WG Consensus in Last Call
- draft-ietf-opsawg-l2nm

Newly adopted
- draft-ietf-opsawg-ol
- draft-ietf-opsawg-pcap
• **WG Administrivia**
  • Chairs
  • 10 minutes

• **SAIN (Service Assurance for Intent-based Networking)**
  • Benoit Claise
  • 15 minutes

• **Operational Considerations for use of DNS in IoT devices**
  • Michael Richardson
  • 5 minutes
• **PCAP Next Generation (pcapng) Capture File Format and PCAP**
  - Michael Richardson
  - 5 minutes

• **A YANG Model for Network and VPN Service Performance Monitoring**
  - Bo Wu
  - 10 minutes

• **Discovering and Retrieving Software Transparency and Vulnerability Information**
  - Eliot Lear
  - [https://datatracker.ietf.org/doc/draft-ietf-opsawg-sbom-access/](https://datatracker.ietf.org/doc/draft-ietf-opsawg-sbom-access/)
  - "2 minutes"
• **Data Model for Lifecycle Management and Operations**
  • Marisol Palmero
  • 10 minutes

  • Kenneth Vaughn
  • 10 minutes

• **Source Address Validation: Use Cases and Gap Analysis**
  • Dan Li
  • 10 minutes
OPSAWG Agenda – Related Work (cont.)

- **Data Manifest for Streaming Telemetry**
  - Benoit Claise
  - 10 minutes

- **Problem Statement and Requirement for Inband Flow Learning**
  - Minxue Wang
  - 5 minutes

- **A YANG Data Model for Optical Network Inventory**
  - Italo Busi
  - 5 minutes

- **A Network YANG Model for Service Attachment Points**
  - Qin Wu
  - 5 minutes
Ops Area Agenda

- Administrivia-scribes, minutes, etc.
  - Warren & Rob
  - An ephemeral number of minutes that will be cut out of the mic time
- Open Mic
  - 10 minutes (as needed)