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Main points:
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Solutions

• Pre-requisite

• Presence of redundant links

• Some not actively used

• Active links forming a tree 

• All nodes have a secondary parent 
• Except root node

• Alternative parent is connected through a non actively used link

• Multi-Address: 

• using multiple addresses per node, one for each  alternative parent (logically creating 
multiple topologies)

• Single-Address: 

• using one single address per node, store the addresses of alternative parents/children
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Single-Address: Forwarding Operation 
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Multiple Addresses vs Single Address

Approach Root State Forwarder State Robustness

Multiple Addresses Low (redirect rule) Low (redirect rule) Lower for multiple failures
(limited knowledge)

Single Address High (topology) Low (neighborhood) Higher for multiple failures
(root to find feasible path)
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Any question/comment welcome!
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THANKS!


