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Note Well
This is a reminder of IETF policies in effect on various topics such as patents or code of conduct. It is only meant to point you in 
the right direction. Exceptions may apply. The IETF's patent policy and the definition of an IETF "contribution" and 
"participation" are set forth in BCP 79; please read it carefully.

As a reminder:

● By participating in the IETF, you agree to follow IETF processes and policies.
● If you are aware that any IETF contribution is covered by patents or patent applications that are owned or controlled by 

you or your sponsor, you must disclose that fact, or not participate in the discussion.
● As a participant in or attendee to any IETF activity you acknowledge that written, audio, video, and photographic records 

of meetings may be made public.
● Personal information that you provide to IETF will be handled in accordance with the IETF Privacy Statement.
● As a participant or attendee, you agree to work respectfully with other participants; please contact the ombudsteam 

(https://www.ietf.org/contact/ombudsteam/) if you have questions or concerns about this.

Definitive information is in the documents listed below and other IETF BCPs. For advice, please talk to WG chairs or ADs:

● BCP 9 (Internet Standards Process)
● BCP 25 (Working Group processes)
● BCP 25 (Anti-Harassment Procedures) 
● BCP 54 (Code of Conduct)
● BCP 78 (Copyright)
● BCP 79 (Patents, Participation)
● https://www.ietf.org/privacy-policy/(Privacy Policy)
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I2NSF Agenda 

Ø Administrivia - Chairs - 5 minutes  
Ø --- Report of IETF-115 I2NSF Hackathon Project - SDN-Based IPsec Flow Protection by I2NSF: 

Patrick Lingga (5 min)
Ø --- Draft discussion 45 minutes ---

v Secure Routing requirement & Functions: Meiling Chen (10 minutes)

v draft-chen-secure-routing-requirements-00.txt

v draft-chen-atomized-security-functions-00.txt

v Impact of the Enhanced Access Control Lists (ACLs) YANG Model (draft-dbb-netmod-acl-01) to i2nsf-nsf-facing-interface: 
Osca Gonzalez (10 min)

v Update Report of I2NSF Consumer-Facing Interface and Registration Interface YANG Data Models: Jaehoon Paul Jeong (10 
min)

v A YANG Data Model for IPsec Flow Protection for BGP by I2NSF: Jeonghyeon Joshua Kim (15 min)

Ø --- Recharter discussion 25 minutes ---
Ø Review and Discussion on I2NSF WG Re-Charter: Jaehoon Paul Jeong (25 min)



WG drafts status

Completed the IESG Review
Ø draft-ietf-i2nsf-capability-data-model-32:

Status: RFC Ed Queue (MISSREF)
Ø draft-ietf-i2nsf-nsf-facing-interface-dm-29

Status: RFC Ed Queue (MISSREF)
Ø draft-ietf-i2nsf-nsf-monitoring-data-model-15

Status: RFC Ed Queue (MISSREF)
WG drafts under IESG review:
Ø draft-ietf-i2nsf-consumer-facing-interface-dm-23

AD Evaluation: revision needed. 
Ø draft-ietf-i2nsf-registration-interface-dm-21

AD Evaluation: revision needed. 


