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Note Well

Thisis a reminder of IETF policies In effect on varicus topics such as patents or code of conauct. It is only
meant to point you in the right direction. Exceptions may apply. The I[ETF's patent policy and the gefinition of
an |[ETF “"contribution” and “participation” are set forth in BCP 79; please read it carefully.

AS a remindger:

o By participating in the |lETF, you agree to follow |[ETF processes and policies.

e |Ifyou are aware that any |IETF contribution is covered by patents or patent applications that are owned
or controlied by you Or your sponsor, you must disclose that fact, or not participate in the gdiscussion.

e Asaparticipant in or attendee to any IETF activity you acknowiledge that written, audio, video, and
photographic records of meetings may beé made public.

v Personal information that you provide to I[ETF will be handled Iin accordance with the IETF Privacy
Statement.

e As a participant or attendee, you agree to work respectiully with other participants; please contact the
ombudsteam (https://www.ietf.org/contact/ombudsteamy/) if you have questions or concerns about this.

Definitive information 1s in the documents listed below and other IETF BCPs. For advice, please talk to WG
chairs or ADs;

2 BCP 9 (Internet Standards Process)

e BCP25 (Working Group processes)

o BCP 25 (Anti-Harassment Procedures)



Meeting Minutes Taker



Housekeeping

In-person Participants:

e Scan the QR code
e To ask questions: join the Meetecho queue. State your name.

Meetecho Participants:

e Keep your audio and video off unless you are speaking
e To speak: join the queue, wait for your turn, send audio (video)

Speakers

e Use "Share Preloaded Slides" button and pick your presentation.



Working Group Business: Since TETF114

Published

REC 9288: Recommendations on the Filtering of IPv6 Packets
Containing IPv6 Extension Headers at Transit Routers Networks

RFC Ed Queue

Indicators of Compromise (IoCs) and Their Role in Attack Defence

drafi-ietf-opsec-indicators-of-compromise

WGLC Finished (Pending write-up)

Attribution of Internet Probes, draft-ietf-opsec-probe-attribution


https://datatracker.ietf.org/doc/rfc9288/
https://datatracker.ietf.org/doc/draft-ietf-opsec-indicators-of-compromise/
https://datatracker.ietf.org/doc/draft-ietf-opsec-probe-attribution/

Agenda

e Implications of IPv6 Addressing on Security Operations
o draft-gont-opsec-ipv6-addressing
o Fernando Gont, 30 min
e Encrypted Client Hello (ECH) Deployment considerations
o draft-campling-ech-deployment-considerations
o Andrew Campling, 20 min




