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Section 6 : Security Considerations

Many Thanks for Stephan Wenger for shepherding this document!

Communication from Stephan:
“For formal reasons, you will also need a section “Security Considerations”. That one is harder, as you (and the WG) are expected to think about security even for an informational document covering ops aspects.”

In Section 6, we briefly present the operational security considerations of our use case. A more detailed analysis of these considerations can be found in the references.

There are two dimensions of the operational security to deploy the presented use case:
(i) XR-device related operational security issues and
(ii) Edge server related operational security issues.
Section 6.1 XR-device related operational security issues

• The XR devices could be stolen or tampered with and so the operator of the use case should not rely on the integrity of these devices [DIST].

• The XR devices are already running computationally intensive tasks that drain battery power and so the operator must carefully select an appropriate cryptographic system for communication that takes these issues into consideration.

• Finally, the operator must avoid deploying security protocols that rely on the XR devices being continuously connected to the edge server.
Section 6.2 Edge Server related operational security issues

• The operational security considerations for Edge server of the presented use case are similar to those for cloud data centres. The National Institute of Standards and Technology (NIST) [NIST1] details the operational issues of security for such data centres. The edge servers in the presented use case run as a private cloud of the operator. Operators will need to consider physical security of the servers, disks, routers, cables, power etc.

• Additionally, the XR software being deployed for the use case will need to be audited for software error categories [CWE] such as insecure interaction between components, risky resource management, and porous defences.

• Finally, security maintenance of the XR system running on the edge servers will require [NIST2] monitoring and analysing logging information, performing regular back-ups, recovering from security compromises, regular testing of system security and using processes to patch and update all critical software, and to monitor and revise the configuration as needed.
Comments and Suggestions are invited!
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