Note Well

This is a reminder of IETF policies in effect on various topics such as patents or code of conduct. It is only meant to point you in the right direction. Exceptions may apply. The IETF’s patent policy and the definition of an IETF "contribution" and "participation" are set forth in BCP 79; please read it carefully.

As a reminder:

- By participating in the IETF, you agree to follow IETF processes and policies.
- If you are aware that any IETF contribution is covered by patents or patent applications that are owned or controlled by you or your sponsor, you must disclose that fact, or not participate in the discussion.
- As a participant in or attendee to any IETF activity you acknowledge that written, audio, video, and photographic records of meetings may be made public.
- Personal information that you provide to IETF will be handled in accordance with the IETF Privacy Statement.
- As a participant or attendee, you agree to work respectfully with other participants; please contact the ombudsteam ([https://www.ietf.org/contact/ombudsteam/](https://www.ietf.org/contact/ombudsteam/)) if you have questions or concerns about this.

Definitive information is in the documents listed below and other IETF BCPs. For advice, please talk to WG chairs or ADs:

- BCP 9 (Internet Standards Process)
- BCP 25 (Working Group processes)
- BCP 25 (Anti-Harassment Procedures)
- BCP 54 (Code of Conduct)
- BCP 78 (Copyright)
- BCP 79 (Patents, Participation)
- [https://www.ietf.org/privacy-policy/](https://www.ietf.org/privacy-policy/) (Privacy Policy)
Note Really Well

- IETF meetings, virtual meetings, and mailing lists are intended for professional collaboration and networking, as defined in the IETF Guidelines for Conduct (RFC 7154), the IETF Anti-Harassment Policy, and the IETF Anti-Harassment Procedures (RFC 7776). If you have any concerns about observed behavior, please talk to the Ombudsteam, who are available if you need confidentiality to raise concerns confident about harassment or other conduct in the IETF.

- The IETF strives to create and maintain an environment in which people of many different backgrounds and identities are treated with dignity, decency, and respect. Those who participate in the IETF are expected to behave according to professional standards and demonstrate appropriate workplace behavior.

- IETF participants must not engage in harassment while at IETF meetings, virtual meetings, social events, or on mailing lists. Harassment is unwelcome hostile or intimidating behavior—in particular, speech or behavior that is aggressive or intimidates.

- If you believe you have been harassed, notice that someone else is being harassed, or have any other concerns, you are encouraged to raise your concern in confidence with one of the Ombudspersons.
IETF 118 Meeting Tips

In-person participants
- Make sure to sign into the session using the Meetecho (usually the “Meetecho lite” client) from the Datatracker agenda
- Use Meetecho to join the mic queue
- Keep audio and video off if not using the onsite version

Remote participants
- Make sure your audio and video are off unless you are chairing or presenting during a session
- Use of a headset is strongly recommended
Resources for IETF 118 Prague

- Agenda
  [https://datatracker.ietf.org/meeting/agenda](https://datatracker.ietf.org/meeting/agenda)
- Meetecho and other information:
  [https://www.ietf.org/how/meetings/preparation](https://www.ietf.org/how/meetings/preparation)
- If you need technical assistance, see the Reporting Issues page:
Welcome to OPSAWG

- **Chairs**
  - Joe Clarke <jclarke@cisco.com>
  - Tianran Zhou <zhoutianran@huawei.com>
  - Henk Birkholz <henk.birkholz@sit.fraunhofer.de>

- **Jabber Scribe**
  - opsawg@ietf.jabber.org

- **Minutes**
  - [https://notes.ietf.org/notes-ietf-118-opsawg](https://notes.ietf.org/notes-ietf-118-opsawg)

- **Meeting Materials**
  - [https://datatracker.ietf.org/meeting/118/session/opsawg](https://datatracker.ietf.org/meeting/118/session/opsawg)

- **Chatroom**
  - [https://zulip.ietf.org/#narrow/stream/opsawg](https://zulip.ietf.org/#narrow/stream/opsawg)

- **Meetecho**
  - [https://meetecho.ietf.org/conference/?group=opsawg](https://meetecho.ietf.org/conference/?group=opsawg)
Call for Document Shepherds

- At the time of **working group adoption** of I-Ds, the OPSAWG chairs encourage **active working group participants** that are familiar with the IETF standards process to **volunteer as document shepherds**
  [https://www.ietf.org/about/groups/iesg/statements/document-shepherds/](https://www.ietf.org/about/groups/iesg/statements/document-shepherds/)

- Volunteering as Shepherd is a valuable opportunity to gain first-hand insight into WG chairs duties without becoming a WG chair.

- Each Call for Adoption (CfA) is accompanied by a Call for Shepherds (CfS) and the WG chairs will occasionally approach individuals in support of the CfS.
WG Status

- **RFC Published**
  - RFC 9445: RADIUS Extensions for DHCP-Configured Services
  - RFC 9472: A YANG Data Model for Reporting Software Bills of Materials (SBOMs) and Vulnerability Information
  - RFC 9456: Updates to the TLS Transport Model for SNMP
  - RFC 9487: Export of Segment Routing over IPv6 Information in IP Flow Information Export (IPFIX)

- **Submitted to IESG for Publication**
  - draft-ietf-opsawg-mud-tls
  - draft-ietf-opsawg-mud-iot-dns-considerations
  - draft-ietf-opsawg-rfc7125-update

- **13 WG Drafts**
  - draft-ietf-opsawg-ipfix-tcpo-v6e
  - draft-ietf-opsawg-ipfix-fixes
  - draft-ietf-opsawg-tsvwg-udp-ipfix
  - draft-ietf-opsawg-ucl-acl
  - draft-ietf-opsawg-9092-update
  - draft-ietf-opsawg-pcap
  - ...

● **Administrivia - scribes, minutes, etc.**
  ○ Joe / Tianran / Henk
  ○ 5 minutes

● **Sustainability Insights**
  ○ Snezana Mitrovic
  ○ 10 minutes

● **Joint Exposure of Network and Compute Information for Infrastructure-Aware Service Deployment**
  ○ Jordi Ros Giralt
  ○ 5 minutes

● **Modeling the Digital Map based on RFC 8345: Sharing Experience and Perspectives**
  ○ Olga Havel
  ○ 10 minutes
OPSAWG Agenda (Other Work)

- IPFIX Alternate-Marking Information
  - Giuseppe Fioccola
  - 5 minutes

- A YANG Data Model for Network Diagnosis by scheduling sequences of OAM tests
  - Luis M. Contreras
  - 5 minutes

- YANG modeling for routing topologies
  - Oscar González de Dios
  - 5 minutes