19 March 2024

IETF 119
Detecting Unwanted Location Trackers WG

This session is being recorded
This is a reminder of IETF policies in effect on various topics such as patents or code of conduct. It is only meant to point you in the right direction. Exceptions may apply. The IETF’s patent policy and the definition of an IETF "contribution" and "participation" are set forth in BCP 79; please read it carefully.

As a reminder:

- By participating in the IETF, you agree to follow IETF processes and policies.
- If you are aware that any IETF contribution is covered by patents or patent applications that are owned or controlled by you or your sponsor, you must disclose that fact, or not participate in the discussion.
- As a participant in or attendee to any IETF activity you acknowledge that written, audio, video, and photographic records of meetings may be made public.
- Personal information that you provide to IETF will be handled in accordance with the IETF Privacy Statement.
- As a participant or attendee, you agree to work respectfully with other participants; please contact the ombudsteam (https://www.ietf.org/contact/ombudsteam/) if you have questions or concerns about this.

Definitive information is in the documents listed below and other IETF BCPs. For advice, please talk to WG chairs or ADs:

- BCP 9 (Internet Standards Process)
- BCP 25 (Working Group processes)
- BCP 25 (Anti-Harassment Procedures)
- BCP 54 (Code of Conduct)
- BCP 78 (Copyright)
- BCP 79 (Patents, Participation)
IETF meetings, virtual meetings, and mailing lists are intended for professional collaboration and networking, as defined in the IETF Guidelines for Conduct (RFC 7154), the IETF Anti-Harassment Policy, and the IETF Anti-Harassment Procedures (RFC 7776). If you have any concerns about observed behavior, please talk to the Ombudsteam, who are available if you need confidentiality to raise concerns confidential about harassment or other conduct in the IETF.

The IETF strives to create and maintain an environment in which people of many different backgrounds and identities are treated with dignity, decency, and respect. Those who participate in the IETF are expected to behave according to professional standards and demonstrate appropriate workplace behavior.

IETF participants must not engage in harassment while at IETF meetings, virtual meetings, social events, or on mailing lists. Harassment is unwelcome hostile or intimidating behavior—in particular, speech or behavior that is aggressive or intimidates.

If you believe you have been harassed, notice that someone else is being harassed, or have any other concerns, you are encouraged to raise your concern in confidence with one of the Ombudspersons.
IETF 119 Meeting Tips

In-person participants
- Make sure to sign into the session via Datatracker or the QR Code in this session.
- Use Meetecho (usually the “Meetecho lite”) client to:
  - join the mic queue
  - participate in shows of hands
- *Keep audio and video off if not using the onsite version.*

Remote participants
- Make sure your audio and video are off unless you are chairing or presenting during a session.
- Use of a headset is strongly recommended.
Resources for IETF 119 Brisbane

- **Agenda**
  https://datatracker.ietf.org/meeting/agenda
- Meetecho and other information:
  https://www.ietf.org/how/meetings/preparation
- If you need technical assistance, see the Reporting Issues page:
  http://www.ietf.org/how/meetings/issues/
Agenda

Administrivia
  Chairs - 15min
    ● NOTE WELL
    ● Scribe Selection
    ● Introductions

Unwanted Tracking Scenarios and Implications for DULT Protocol Design
  Maggie Delano & Jessie Lowell - 30min

State of the current Internet Draft and Initial Implementations
  Siddika Pariak Polatkan - 30min

Suggestions for how to start the WG Internet Draft
  Brent Ledvina - 30min
Co-Chair: Sean Turner

- Been coming to the IETF since IETF 36
- Chaired a number of WGs; some during contentious periods
  - Primarily in SEC, but also in ART and now WIT
Co-Chair: Erica Olsen

- Working at the intersection of abuse and technology for 18 years
- Sits on various advisory boards for tech companies
- Senior Director of the Safety Net Project at the National Network to End Domestic Violence
- Previous work with the New York State Coalition Against Domestic Violence and shelters
- MSW & Center for Women in Government and Civil Society Fellow
Why we’re here...

- Working together to develop and advocate for meaningful solutions that companies can implement to lessen the harms associated with misuse of Bluetooth tracking devices.
- Location tracking is a common tactic of abuse, long before Bluetooth devices.
  - Domestic violence, stalking, trafficking, sexual assault
- This process will bring experts in various fields together to consider how the tech can be designed and implemented to minimize opportunities for abuse.