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Comments from Last Call

• Comments that the current PDM sequence number and Epoch are not sufficient to monitor long-lasting or high speed connections. Counters may overflow very rapidly.

• We are using HPKE for encryption.

• We researched what HPKE recommends doing in this situation.
5.2 Encryption and Decryption

HPKE allows multiple encryption operations to be done based on a given setup transaction. Since the public key operations involved in setup are typically more expensive than symmetric encryption or decryption, this allows applications to amortize the cost of the public key operations, reducing the overall overhead.

In order to avoid nonce reuse, however, this encryption must be stateful. Each of the setup procedures above produces a role-specific context object that stores the AEAD and secret export parameters. The AEAD parameters consist of:

* The AEAD algorithm in use
* A secret key
* A base nonce base_nonce
* A sequence number (initially 0)

All these parameters except the AEAD sequence number are constant. The sequence number provides nonce uniqueness: The nonce used for each encryption or decryption operation is the result of XORing base_nonce with the current sequence number, encoded as a big-endian integer of the same length as base_nonce. Implementations MAY use a sequence number that is shorter than the nonce length (padding on the left with zero), but MUST raise an error if the sequence number overflows.
Revised Proposal for PDMv2

1. Increase the size of PSNTP (used as the sequence number for AEAD) from 16 bits to 32 bits

| 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 0 | 1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 0 | 1 |
| Option Type | Option Length | Vrsn | Epoch |
| PSN This Packet |
| Global Pointer |
| ScaleDTLR | ScaleDTLS | Reserved Bits. |
| PSN Last Received |
| Delta Time Last Received | Delta Time Last Sent |
Revised Proposal for PDMv2

2. When PSNTP overflows, then increment Epoch and re-start PSNTP. When Epoch overflows, then stop collecting PDM data.

3. Then error message will be sent as per RFC9180:

* MessageLimitReachedError: Context AEAD sequence number overflow;
  Sections 4 and 5.2.