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Network Incident YANG: Recap
• Joint presentation with incident terminology draft during 

IETF 119
• Clarify how network incident work together with other related 

work(e.g., alarm model service assurance model, L3NM, L2NM, 
etc) in IETF

• Clarify how Network incident terminology can be aligned with 
TMF

• This draft was adopted in May 08 after IETF 119
• https://mailarchive.ietf.org/arch/msg/nmop/KMK-

7PKfK7Rk6nhptTf8rRgG0PM/
• Thanks Dhruv and Qiufang Ma, Med for detailed review on this 

draft,  see issues tracking at:
• https://github.com/ietf-wg-nmop/draft-ietf-nmop-network-

incident-yang/issues?q=is%3Aissue+is%3Aclosed

• A coordination meeting on incident terminology was 
called by Adrian in IETF 120
• Incident related terminologies were reviewed.
• The outcome of the meeting is 

• to produce the updated incident terminology draft to resolve 
incident terminology misunderstanding 
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Document Status
• The latest update is v-(02), changes compared to the previous 

versions:
• Refer to the terminology draft for terminology alignment.
• Add JSON example in the appendix.
• Add failure handling process for rpc error.
• Update YANG data model based on issues raised in issue tracker of 

the github.
• Update Tree Diagram to align with YANG module code change.
• Clarify the relationship between incident-no and incident-id.
• Align with TMF terminology and also differentiate from TMF work
• Clarify incident management vs fault management
• Other Editorial changes.
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Network Incident Terminology Alignment
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Previous version v-00 Latest version v-02
Section 2 Convention and Definition Section 2 Convention and Definition

Section 1 Introduction

Section 1 Introduction

The main changes:
1. Reference Incident and Problem, event terminologies from Use [I-D.ietf-nmop-terminology] and Define Network incident 

to emphasize it used at the network level.
2. Use [I-D.ietf-nmop-terminology] as normative reference and use TMF work as informative references



Incident Management vs Fault Management

• In the Network Incident Definition: 
• The relation between Network 

incident and the problem is clarified.

• In the incident management 
definition: 
• The relation between fault and 

network incident is clarified

• In addition, the relation between fault 
management vs incident management 
is clarified.
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Section 2 Convention and Definition



RPC Error Handling
• During WG adoption call in NMOP, one suggestion from Qiufang is to add RPC 

error Handling for incident-diagnose and incident-resolve

• Implemented changes in v-01:
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JSON Example
• During WG adoption call in NMOP WG,  it was suggested by Dhruv to add 

JSON example

• Implemented JSON example in the Appendix A
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Network Incident management with specific network topology and the network service



Next Step

• 10 issue tickets have been closed in the github, 2 new issue tickets are 
waiting for resolving.
• https://github.com/ietf-wg-nmop/draft-ietf-nmop-network-incident-yang/issues

• Working on incorporate additional comments and suggestions:
• Adrian’s comments on terminology update

• https://mailarchive.ietf.org/arch/msg/nmop/anioloycwW4j5botgGC20s6zcjg/

• Thomas’s comments on terminology alignment
• https://mailarchive.ietf.org/arch/msg/nmop/ZwFTpPnET9JTVEdxsAwjuxodulg/

• Further Investigate how to better align Network Anomaly detection with 
this incident management YANG.

• Continue to improve the draft based on input and comments!

IETF121 NMOP Meeting, Dublin 8

https://github.com/ietf-wg-nmop/draft-ietf-nmop-network-incident-yang/issues
https://mailarchive.ietf.org/arch/msg/nmop/anioloycwW4j5botgGC20s6zcjg/

