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EKR1: Fix Web- HTTP Auth

—Non insane Digest repl.
- Anti-phishing: GUI, Mut. Auth

- Passwords AND other

EKR2: Cross-site Identity
Eliot’s Dad’s Prob

EKR3: Claim & Attribute Transferral



EKR1: Fix HTTP Auth
- Anti-phishing: GUI, Mutual Auth
— L1ase w/ W3C on GUI
HTML & Links to HTTP

- Passwords AND other

- Layer/Arch. TBD

- Can stand alone
Would need to coord. w/ EKR2 &
EKR3

- Fhisrequires EKR



EKR?2: Cross-site identities identifiers
- Eliot’s Dad’s Problem
— Too many passwords / use same
- “Raw assertions of identity are easier
to trust than attrs.” — roughly
Name subordination
- Probably existing tech
— Maybe Glue work
— More analysis
- Requires work/sol’n EKR1
— May require shared mechs.
— Definitely requires co-ord



EKR3: Claim & Attribute Transferral
- Existing Claim/Attr. Syntaxes
can be used, maybe glue work
- Binds Attr assertions to

underlying communic’n
- Not just limited to HTTP



