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Abstract 
This is a liason request to the IETF EAP method update working group for a recommendation of an 
EAP method for use with emergency calls. 

Notice: This document has been prepared to assist IEEE 802.11. It is offered as a basis for discussion and is not binding on the 
contributing individual(s) or organization(s).  The material in this document is subject to change in form and content after 
further study. The contributor(s) reserve(s) the right to add, amend or withdraw material contained herein. 
 
Release: The contributor grants a free, irrevocable license to the IEEE to incorporate material contained in this contribution, 
and any modifications thereof, in the creation of an IEEE Standards publication; to copyright in the IEEE’s name any IEEE 
Standards publication even though it may include portions of this contribution; and at the IEEE’s sole discretion to permit 
others to reproduce in whole or in part the resulting IEEE Standards publication.  The contributor also acknowledges and 
accepts that this contribution may be made public by IEEE 802.11. 
 
Patent Policy and Procedures: The contributor is familiar with the IEEE 802 Patent Policy and Procedures <http:// 
ieee802.org/guides/bylaws/sb-bylaws.pdf>, including the statement "IEEE standards may include the known use of patent(s), 
including patent applications, provided the IEEE receives assurance from the patent holder or applicant with respect to patents 
essential for compliance with both mandatory and optional portions of the standard."  Early disclosure to the Working Group of 
patent information that might be relevant to the standard is essential to reduce the possibility for delays in the development 
process and increase the likelihood that the draft publication will be approved for publication.  Please notify the Chair 
<stuart@ok-brit.com> as early as possible, in written or electronic form, if patented technology (or technology under patent 
application) might be incorporated into a draft standard being developed within the IEEE 802.11 Working Group. If you have 
questions, contact the IEEE Patent Committee Administrator at <patcom@ieee.org>. 
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From: Stuart J. Kerry (stuart@ok-brit.com ), Chair IEEE 802.11 Working Group 
 

To: Joseph Salowey ( jsalowey@cisco.com )  
 
cc: Tim Polk ( tim.polk@nist.gov ), Sam Hartman ( hartmans-ietf@mit.edu ), Bernard Aboba ( 
aboba@internaut.com )  

 
Title: IEEE 802.11 Liaison Request to IETF EAP Method Update working group 
 
Purpose: To request that the IETF EAP Method Update working group recommend an EAP 
method for use in emergency calls 
 
Dear Joseph Salowey, 
 
The IEEE 802.11 working group has been defining procedures to support emergency calls at the 
link layer.  As part of this effort, the IEEE 802.11 working group has been in contact with the 
IETF ECRIT working group.  In addition, the IEEE 802.11 working group has further identified 
a question which leads to this request for information from the IETF EAP Method Update 
working group. 
 
There are two procedures to enable emergency calls at the link layer currently being considered 
in for inclusion to amendments to the IEEE 802.11 standard: 
 

1. An "emergency services only" procedure that provides access to the client with no link 
layer security features enabled.   

2. A secure procedure providing client access with link-layer security, using an advertised 
emergency services Network Access Identifier (NAI) to trigger emergency call handling, as 
described in IEEE 802.11 document 11-07/0290r2, which is attached to this letter.  

 
The secure procedure uses Extensible Authentication Protocol (EAP).  If possible, the IEEE 
802.11 working group would like to include a recommended EAP method for use with 
emergency calls an informative annex to future amendments IEEE 802.11 standard.  The IEEE 
802.11 working group has developed a set of requirements for an EAP method to support the 
secure method.  These requirements may be found in IEEE 802.11 document number 11-
07/0508r1, which is attached to this liaison. 
 
The IEEE 802.11 working group requests that the IETF EAP Method Update working group 
review the requirements in document 11-07/0508r1 and inform the IEEE 802.11 working group 
whether an EAP method is currently available to meet these requirements. 
 
We look forward to further discussions on this issue, and would like invite you to send feedback 
in time for the next face-to-face meeting on July 15-20, 2007 in San Francisco, California.  Any 
members of the IETF EAP working group interested in attending our meetings are welcome to 
attend either the July meeting in San Francisco, or the following meeting from September 16-21, 
2007 in Waikoloa, Hawai'i. 
 
For your reference, IEEE P802.11-2007 is the current version of the IEEE 802.11 Standard. 
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Please contact Stuart J. Kerry, IEEE 802.11 Working Group chair, together with Dorothy 
Stanley, IEEE 802.11 to IETF Liaison, and Stephen McCann, TGu chair, with any questions. 
 
Best Regards, 
 
 
 
Stuart J. Kerry 
 
Attachments: Contact Information 
IEEE 802.11 document 11-07/0508r1 
 
Contact information:  
Stuart J. Kerry 
stuart.kerry@philips.com   
+1 408 474 7356 
 
Dorothy Stanley 
dstanley@arubanetworks.com 
+1 630 363 1389 
 
Stephen McCann 
stephen.mccann@roke.co.uk  
+44 1794 833341 
 


