
Agenda

• 5m: Agenda Bash, Blue Sheet, Scribes

• 10m: Announce: Apps Workshop, Interops, 
[UTF-8 in NFSv4 advisor, note takers for 
IESG meetings]

• [5m: IBE Auth Question]

• 10m: BCP 56 (Mark Nottingham)

• 10m: File metadata format (Miguel Garcia)

• 60m: XML schemas and modeling / YANG



IBE Auth Question
• draft-ietf-smime-ibearch-06.txt:

• “Authentication may either be done through the key request 
structure or as part of the secure transport protocol”

• Email/Diretory (SMTP, IMAP, POP,LDAP) 
support SASL for user auth.

• Security protocols for certs (like ibe, OCSP) 
needed for cert-based email clients use 
HTTP which has a more limited set of user 
auth methods.

• Is this a problem?


