OTP Support



e KDC-authenticated channel
 Error codes



Call for more specific errors

The KDC generates the Client Key and Reply Key as described in
Section 3.6 from the OTP value using the hash algorithm and iteration
count if present in the PA-OTP-REQUEST. However, the client
authentication MUST fail if the KDC requires hashed OTP values and
the hashAlg field was not present in the PA-OTP-REQUEST, if the hash
algorithm identifier or the value of iterationCount included in the
PA-QTP-REQUEST do not conform to local KDC policy or if the value of
the iterationCount is less than that specified in the PA-QTP-
CHALLENGE.




