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Abst ract

Thi s docunment describes a sinple procedure that allows "l egacy" BGP
speakers to exchange route target nmenbership information in BGP

wi t hout using nmechani sns specified in RFC 4684. The intention of the
proposed technique is to help in partial deploynent scenarios and is
not neant to replace RFC 4684.

Status of this Meno

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF). Note that other groups may also distribute
wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and nay be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on Septenber 3, 2011
Copyright Notice

Copyright (c) 2011 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’'s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
publication of this docunment. Please review these docunents
carefully, as they describe your rights and restrictions with respect
to this docunent. Code Conponents extracted fromthis docunent nust
include Sinplified BSD License text as described in Section 4.e of
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the Trust Legal Provisions and are provided without warranty as
described in the Sinplified BSD License.

This docunent may contain material from | ETF Docunents or |ETF
Contri butions published or nmade publicly avail abl e before Novenber
10, 2008. The person(s) controlling the copyright in some of this
mat eri al may not have granted the I ETF Trust the right to allow
nmodi fi cations of such material outside the | ETF Standards Process.
Wt hout obtaining an adequate |license fromthe person(s) controlling
the copyright in such materials, this docunent may not be nodified
outside the | ETF Standards Process, and derivative works of it may
not be created outside the | ETF Standards Process, except to fornat
it for publication as an RFC or to translate it into |anguages other
than Engli sh.
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1.

1.

3.

3.

I nt roducti on

[ RFC4684], "Constrained Route Distribution for Border Gateway
Protocol/ MiltiProtocol Label Switching (BG/ MPLS) |nternet Protoco
(IP) Virtual Private Networks (VPNs)" provides a powerful and genera
means for BGP speakers to exchange and propagate Route Target
reachability information and constrain VPN route distribution to
achi eve high scale. However, it requires that all the BGP speakers
in the network are upgraded to support this functionality. For
exanple, in a network with route reflectors (RR), if one PE client in
the cluster doesn't support constrained distribution, the cluster
degenerates into storing and processing all the VPN routes. The
route reflectors need to request and store all the network routes
since they do not receive route target menbership information from
the legacy PEs. The RRwill also generate all those routes to the

| egacy PEs and the legacy PEs will end up filtering the routes and
store the subset of VPN routes that are of interest.

Thi s docunent specifies a mechanismfor such | egacy PE devices using
exi sting configuration and tool set to provide simlar benefits as
[RFC4684]. At the same time, it is backward-conpatible with the
procedures defined in [RFC4684]. It also allows graceful upgrade of
the | egacy router to be [ RFC4684] capabl e.

1. Requirenents Language
The key words "MJST", "MJST NOT"', "REQUI RED', "SHALL", "SHALL NOT",

"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "COPTIONAL" in this
docunent are to be interpreted as described in RFC 2119 [ RFC2119].

Basi c | dea
The basic idea is to make use of VPN unicast route exchange fromthe
| egacy PEs to a new BGP speaker (e.g. an RR) to signal RT nenbership.
The | egacy PEs announce a set of "special" routes with mapped RTs to
the RR along with a standard comunity (defined in this docunment).
The presence of the community triggers the RRto extract the RTs and
build RT nmenbership information

Detai | ed Operation
1. Legacy PE Behavi or

The following sinple steps are perforned on the | egacy PE devi ce:
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0 Collect the "inport route targets" of all the configured customer
VRFs. Let’s call this set 'IRTS

0 Create a special "route-filter VRF" with a route distinguisher(RD)
that's configured with the sane val ue across the network for al
| egacy PE devices. Note: the equival ence of the RD value is for
optinization - the operator may choose to use different val ues.

o Oiginate one or nore routes in this VRF and attach a subset of
"IRTS as "translated route-target extended comunities" with each
route so as to evenly distribute the RTs (and to nake sure they
can fit into one BGP UPDATE nessage). Collectively, the union of
the "translated route-target extended conmunities" of all these
routes is equal to the set "IRTS . The translated RTs are
attached as export route-targets for the routes originated in the
route-filter VRF.

0 The translation of the IRTs is necessary in order to refrain from
inmporting "route-filter" VRF routes into VPN VRFs that woul d
import the same route-targets. The translation of the IRTS is
done as follows. For a given IRT, the equivalent translated RT
(TRT) is constructed by neans of swapping the value of the high-
order octet of the Type field for the IRT (as defined in
[ RFC4360] ) .
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0 1 0 1
01234567890123145 0123456789012345
B i S S S i i T S N S B i S S S i i T S N S
[ 0x00 [ 0x02 [ [ 0x01 [ 0x02 [
T e s s i i o S Lt S o i R S SR o
| 2B AS | | 2B AS => | P(hi gh) [
e T i i T e e e e e E t ks o b i S R R SR R e
| Local Admi n( high) | | Local Admi n(high) => 1P(low)
Bl o ks ks st S S S i S R S e Bl o ks ks st S S S i S R S e
| Local Admi n(l ow) [ | Local Admin(low) => Local Admin
T e s i i o e S S EE tE C e S ok ik I S SR o
0 1 0 1
01234567890123145 01234567890123145
B i S S S i i T S N S B i S S S i i T S N S
[ 0x01 [ 0x02 [ [ 0x02 [ 0x02 [
T e s s i i o S Lt S o i R S SR o
| 1 P(hi gh) [ | 1 P(hi gh) => 4B AS(hi gh) [
e R E E e e o s i S o e e o o ik I S R o
[ 1 P(1 ow) [ [ 1P(low) => 4B AS(I ow) [
Bl o ks ks st S S S i S R S e Bl o ks ks st S S S i S R S e
| Local Admin [ | Local Admin => Local Admin [
T e i i e e S S EE r et E e S ok ik I S SR
0 1 0 1
0123456789012345 01234567890123145
B i S S S i i T S N S B i S S S i i T S N S
[ 0x02 [ 0x02 [ [ 0x00 [ 0x02 [
T e s s i i o S Lt S o i R S SR o
| 4B AS( hi gh) [ | 4B AS(high) => 2B AS [
T T e i o o o e i i o S S R SR R e
| 4B AS(1 ow) | | 4B AS(1 ow) => Local Adm n(high)]|
Bl o ks ks st S S S i S R S e Bl o ks ks st S S S i S R S e
| Local Admin [ | Local Admin => Local Adm n(low)|
R e s s s i o e S R EE t et e S ok ik I S SR

As an exanple, if I RT R= 65500:12244( hex: 0x0002ffdc00002f d4),

equi val ent route-filter TRT: 255.220.0.0: 12244( hex:
0x0102f f dc00002fd4). One shortconmi ng of the translation mechani sm
is a possible collision between IRTs and TRTs if the network has
been configured with RTs of nultiple higher order octet types
(2-byte AS, I P address, and 4-byte AS). It is expected that such
a configuration is rare in practice.

0 As an alternative to the translation of the IRTS, the subset of
the "I RTS can be attached as-is (wi thout swapping the type field
as described earlier) as "export route-target extended
communities" with each route so as to evenly distribute the RTs

Mohapatra, et al. Expi res Septenber 3, 2011 [ Page 5]



Internet-Draft |l egacy PE RT Filtering March 2011

3.

3.

(and to make sure they can fit into one BGP UPDATE nessage). In
this case, the I RT subsets can be attached in outbound policy to
avoid the route-filter VRFs frombeing inported into VPN VRFs.
Also in this case, the route-filter VRF routes nust be tagged with
a different special community (fromthat associated with the
transl ated RTs) as described in Section 4 so that the receiving
BGP speaker can distinguish the two cases

0 The routes are nmarked with NO ADVERTI SE and NO _EXPORT wel | - known
communities as well as the appropriate new community that's
defined in this document Section 4. Note that there is no
specific provision made to disallow configuration of subsequent
route policies that can potentially alter the set of comunities
attached to "route-filter" VRF routes. The protocol behavior in
such a case is undefined and the use of those policy statenents is
di scour aged.

2. RR behavi or

Upon receiving the "route-filter" routes, the BGP speaker does its

usual processing to store themin its local RIB. It recognizes them
as route-filter routes based on the association of the new standard
community as defined in this docunment. |If required (as indicated by

the conmunity value), it translates the attached route-target
extended communities (TRT) to equivalent inport route-targets (IRT).
Finally it creates the route-target filter list for each | egacy
client by collecting the entire set of route targets. Fromthis
poi nt onwards, the behavior is simlar to that defined in [ RFC4684].
The RR does not propagate the routes further because of their

associ ation with NO ADVERTI SE community. Also the VPN EoR that is
sent by the | egacy PE should also be used as an indication that the
| egacy PE is done sending the route-filter information as per the
procedures defined in [ RFC4684] for inplenenting a EoR nmechanismto
signal the conpletion of initial RT nmenbership exchange.

2.1. Cenerating Route Target Menbership NLRIs for the | egacy PE
clients

The RR MAY also translate the recei ved extended conmunities from

| egacy clients into route target nenbership NLRIs as if it had
received those NLRIs fromthe client itself. This is useful for
further propagation of the NLRIs to rest of the network to create RT
menber ship fl oodi ng graph. Wen the route filter routes are received
with same RD (fromall |egacy PE speakers), processing of the paths
to generate equival ent NLRIs becones fairly easy.
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4.

ROUTE_FI LTER communi ty

This meno defines four BGP communities that are attached to BGP
UPDATE nessages at the | egacy PE devices and processed by the route
refl ectors as defined above. They are as foll ows:

RTs are attached as-is for VPNv4
route filtering

ROUTE_FI LTER v4

Ffé are attached as-is for VPNv6
route filtering

ROUTE_FI LTER v6

f;énslated RTs are attached for
VPNv4 route filtering

ROUTE_FI LTER TRANSLATED v4

T}énslated RTs are attached for
VPNv6 route filtering

ROUTE_FI LTER TRANSLATED v6

In the absence of (or lack of support of) AF specific comunities
(ROUTE_FI LTER v6, ROUTE_FI LTER TRANSLATED v6), the ROUTE FILTER v4 or
ROUTE_FI LTER_TRANSLATED v4 MAY be treated by an inplementation as a
default VPN route-filter community to build a conbination VPN filter
for all VPN AFs (VPNv4, VPNv6) present on the RR  This is in
accordance with the procedures in [RFC4684] to build conbination
route-filters for VPN AFs and AF specific route-filters defined in
[I-D. keyur-bgp-af-specific-rt-constrain]. |If this is the case, then
subsequent receipt of any "route-filter" routes with AF specific
communities (ROUTE_FILTER v6, ROUTE_FILTER TRANSLATED v6) wil |
override the default filters sent with ROUTE FILTER v4 or
ROUTE_FI LTER TRANSLATED v4 for the VPNv6 AFlI when support for the AF
specific communities exists.

Depl oynment Consi der ati ons

When both the | egacy PE and the RR support extended community based
Qut bound Route Filtering as in
[I1-D.draft-chen-bgp-ext-comunity-orf-00] this nmay be used as a
alternate solution for the | egacy PE to signal RT nenbership
information, in order to realize the sane benefits as [ RFC4684].

Al so extended community ORF can be used anongst the RRs in |lieu of
[ RFC4A684] to realize simlar benefits.
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