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Copyright Notice

Copyright (c) 2011 | ETF Trust and the persons identified as the
docunent authors. Al rights reserved.

This docunent is subject to BCP 78 and the | ETF Trust’s Lega
Provisions Relating to | ETF Docunents
(http://trustee.ietf.org/license-info) in effect on the date of
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carefully, as they describe your rights and restrictions with
respect to this docunent. Code Conponents extracted fromthis
docunent nust include Sinplified BSD License text as described in
Section 4.e of the Trust Legal Provisions and are provided wi thout
warranty as described in the BSD License.
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The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in RFC 2119 [ RFC2119].

1. Introduction

The Session Description Protocol (SDP) [ RFC4566] provides a neans
for an offerer to describe the specifics of a session to an
answerer, and for the answerer to respond back with its session
specifics to the offerer. These session specifics include offering
the codec or codecs to choose from the specific |IP address and port
nunber the offerer wants to receive the RTP strean{(s) on/at, the
particul ars about the codecs the offerer wants considered or
mandat ed, and so on.
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There are many facets within SDP to deternmine the Real -tine
Transport Protocol (RTP) [RFC3550] details for the session
establ i shment between one or nore endpoints, but identifying how the
under | yi ng network shoul d process each streamstill renmains
under - speci fi ed.

The ability to identify a traffic flow by port nunber gives an

i ndication to underlying network elenments to treat traffic with
dissimlar ports in a different way, the sane or in groups the same
- but different fromother ports or groups of ports.

Wthin the context of realtine communications, the | abeling of an
RTP session based on nedia descriptor lines as just a voice and/or
vi deo session is insufficient, and provides no guidelines to the
underlying network on howto treat the traffic. A nore granul ar

| abel i ng hel ps on several fronts to

- informapplication layer elenents in the signaling path the
intent of this session

- informthe network on howto treat the traffic if the network is
configured to differentiate session treatnments based on the type
of session the RTP is, including the ability to provide cal
adm ssion control based on the type of traffic in the network.

- allow network nonitoring/ managenent of traffic types realtine and
after-the-fact analysis.

Sone network operators want the ability to guarantee certain traffic
gets a mni mum anmount of network bandwi dth per link or through a
series of links that perhaps nmakes up a network such as a canpus or
WAN, or a backbone. For exanple, a call center voice application
gets at least 20% of a link as a nini mum bandwi dt h.

Sone network operators want the ability to allow certain users or
devi ces access to greater bandw dth during non-busy hours, than
during busy hours of the day. For exanple, all desktop video to
operate at 1080p during non-peak tines, but curtail a simlar
sessi on between the sane users or devices to 720p or 360p during
peak hours. This case is not as clear as accepting or denying
simlar sessions during different times of the day, but tuning the
access to the bandw dth based on the type of session. In other
words, tune down the bandwi dth for desktop video during peak hours
to allow a 3-screen tel epresense session that woul d ot herw se | ook
like the sanme type of traffic (RTP, and nore granul ar, video).

RFC 4594 established a guideline for classifying the various flows
in the network and the Differentiated Services Codepoi nts (DSCP)
that apply to nmany traffic types (table 3 of [RFC4594]), incl uding
RTP based voice and video traffic sessions. The RFC al so defines the
per hop network behavior that is strongly encouraged for each of
these application traffic types based on the traffic characteristics
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and tolerances to delay, loss and jitter within each traffic class.

Vi deo was broken down into 4 categories in that RFC, and voice into
anot her single category. W do not believe this satisfies the
techni cal and business requirements to acconplish sufficiently

uni que | abeling of RTP traffic.

A question arises about once we properly label the traffic, what
does that get us? This is a fair question, but out of scope for
this docunment because that answer lies within other RFCs and IDs in
other Wss and/or Areas (specifically the Transport Area). That
sai d, we can discuss sone of the ideas here for conpleteness.

If the application becones aware of traffic |abeling,

- this can be coded into layer 3 nechani sns.

- this can be coded into layer 4 protocols and/or nechanisns.

- this can be coded into a conbi nati on of nechani sns and protocols.

The layer 3 mechanismfor differentiating traffic is either the port
nunber or the Differentiated Servi ces Codepoint (DSCP) val ue

[ RFC2474]. Wthin the public Internet, if the application is not
part of a nanaged service, the DSCP likely will be best effort (BE)
Wthin the corporate LAN, this is usually conpletely configurable
and a local |IT department can take full advantage of this |abeling
to shape and manage their network as they see fit. Conmunications
bet ween enterprise networks will |ikely have to take advantage of
MPLS.

Wthin a network core, where only MPLS is used, Diffserv typically
does not apply. That said, Diffserv can be used to identify which
traffic goes into which MPLS tunnels [ RFC4124].

Labeling realtine traffic types using a | ayer 4 protocol would

i kely nean RSVP [ RFC2205] or NSI S [ RFC4080]. RSVP has an
Application Identifier (app-I1D) defined in [ RFC2872] that provides a
means for carrying a traffic class |abel along the data path. An
advantage with this nmechanismis for the | abel to informeach domain
al ong the media path what type of traffic this traffic flowis, and
al | ow each donmain to adjust the appropriate DSCP (set by each domain
for use within that domain). Meaning, if a DSCP is set by an
endpoint or a router in the first domain and gets reset by a SP, the
far end domain will be able to reset the DSCP to the intended
traffic class. There is a proposed extension to RSVP which creates

i ndi vidual profiles for what goes into each app-ID field to describe
these traffic classes [I D RSVP-PROF], which will take advantage of
what is described in this document.

There are several proprietary nmechanisns to take advantage of this
| abel i ng, but none of those will be discussed here.
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The idea of traffic - or service - identification is not new, it has
been described in [RFC5897]. If that RFC is used as a guideli ne,
identification that |eads to streamdifferentiation can be quite
useful. One of the points within RFC 5897 is that users cannot be
all owed to assign any identification (fraud is but one reason
given). In addition, RFC 5897 recommends that service identification
shoul d be done in signaling, rather than guessing or deep packet

i nspection. The network will have to currently guess or perform deep
packet inspection to classify and offer the service as per RFC 4594
since such service identification information is currently not
available in SDP and therefore to the network el ements. Since SDP
under st ands how each streamis created (i.e., the particulars of the
RTP stream), this is the right place to have this service
differentiated. Such service differentiation can then be

comruni cated to and | everaged by the network.

[Editor’s Note: the words "traffic" and "service" are simlar enough
that the above paragraph tal ks about RFC 5897's
"service identification", but this document is only
wanting to di scuss and propose traffic indications
in SDP.]

Thi s docunent proposes a sinple attribute line to identify the
application a session is requesting in its offer/answer exchange.
Thi s docunment uses previously defined service class strings for
consi stency between | ETF docunents.

This docunment nodifies the traffic classes originally created in RFC
4594 in Section 2, increnenting each class with application
identifiers and optional adjective strings. Section 3 defines the
new SDP attribute "trafficclass". Section 4 discusses the offerer
and answerer behavi or when generating or receiving this attribute.

2. Traffic dass Framework and String Definitions

The framework of the traffic class attribute will have at |east two
parts, allowing for several nmore to be included. The intention is to
have a parent class (e.g., Conversational) that nerely serves as the
anchor point for an application conponent that when paired together,
formthe highest level traffic class. An adjective conponent
provides further granularity for the application

The traffic class label will have the follow ng structure,
parent. application(.adjective)(.adjective)(.adm tted/ non-adm tted)
[Editor’s Note: the above is not exactly the ANBF to be used.

The order is right. The parent and application

MUST appear (each only once) and zero or nore
adj ectives can appear. ]
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Wher e

1) the 1st conponent is the human under st andabl e category;

2) the 2nd component is the application

3) an optional 3rd conponent or series of conponents are
adj ective(s) used to further refine the application conponent;
and

4) an optional 4th conponent is to classify this flow as a CAC
admtted or non-adnmitted traffic flow The default is
non- admi tted, whether present or not.

The construction of the traffic class |abel for Tel epresence video
woul d follow the formlike this:

Conversational . vi deo. i mmer si ve

There is no traffic class or DSCP val ue associated with just
"Conversational". There is a traffic class associated with
"Conversational .video", creating a differentiation between it and a
"Conversational .video.inmersive" traffic class, which would have
DSCP associated with the latter traffic class, depending on |oca
policy. Each parent conponent is defined below, as are several of
application and adjective strings.

[Editor’s Note: We're not yet sure how much of what’'s below will be
proposed for | ANA registration, but the 5 parent
components will be, as well as at |east sone
appl i cation conponents per parent component. Some
adj ective conponents will also likely be proposed
for 1 ANA registration.

The 5 parent conponents of the traffic class attribute are as
fol | ows:

Conver sati ona

Mul ti medi a Conferencing
Real -Tinme Interactive
Mul ti media Stream ng

Br oadcast

Oo0oo0oo0oo

The follow ng application conponents of the traffic class attribute
are as follows:

Audi o

Vi deo

Text

application-sharing

Present ati on-dat a

Wi t eboar di ng

Wb (conference) chat/instant messagi ng
Gani ng

OO0OO0OO0OO0OO0OO0Oo
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Li ve-events (though not the buffered ones)
surveill ance

o0 Virtual -desktop (interactive)

0 Renvot e- deskt op

0 Telenetry (e.g., NORAD nissile control)

o Multiplex (i.e., conbined streans)

0 (sonmething to cover theater quality Netflix novies)
0 (sonething to cover YouTube)

o0 Webcast

o | PTV

0

0

The follow ng adjective conponents of the traffic class attribute
are as follows:

| nmer si ve
Deskt op- vi deo
Real ti ne- Text
web

O O0OO0Oo

Each of the above 3 lists will be defined in the follow ng
subsecti ons.

2.1 Conversational Parent Traffic C ass

The Conversational traffic class is best suited for applications
that require very low delay variation and generally intended to
enable real -tine, bi-directional person-to-person or
multi-directional via an MIP conmuni cation, such as the follow ng
appl i cation conponents:

0 Audi o (voice)
o0 Video
0 Text (i.e., real-tinme text required by deaf users)

Wth adjective substrings to the above (which may or nmay not get
| ANA registered)

Imersive (TP) - An interactive audi o-visual conmunications
experi ence between renote |ocations, where the users enjoy a
strong sense of realismand presence between all participants
by optim zing a variety of attributes such as audi o and vi deo
quality, eye contact, body |anguage, spatial audio,
coordi nated environnents and natural image size.

Deskt op-video - An interactive audi o-visual comunication

experience that is not imersive in nature, though can have a
hi gh resol ution video conponent.
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Real ti me-Text (RTT) - a termfor real-tinme transnmission of text in
a character-by-character fashion for use in conversationa
services, often as a text equivalent to voice-based
conversational services. Conversational text is defined in the
| TU-T Framework for multinmedia services, Recomendation F.700
[ RFC5194] .

Web - for realtine aspects of web conferencing; nutually exclusive
of both I mersive and Desktop video experiences

**The above substrings mght also be used within Miltimedia
Conf er enci ng**

____________________________________________________________________ +
| Traffic Class | [ Tol erance to [
Narme | Traffic Characteristics | Loss |Delay |Jitter]|
+ + + + |

| High priority, typically | Very | Very | Very
Conversational | small packets (large video | Low| Low ]| Low |
| franes produce |arge packets), | | | |
| generally sustained high | | | |
| packet rate, |ow inter-packet | | | |
| transm ssion interval, | | | |
| usually UDP framed in (S)RTP | [ [ [
--------------- S

2.2 Multinmedi a- Conferencing Parent Traffic O ass

Mul ti nmedi a- Conferencing traffic class is best suited for
applications that are generally intended for communicati on between
human users, but are |l ess denanding in terns of delay, packet |oss,
and jitter than what Conversational applications require. These
applications require low to nediumdelay and may have the ability to
change encoding rate (rate adaptive) or transmt data at varying
rates, such as the follow ng application conponents:

o application-sharing (that webex does or protocols like T.128) -
An application that shares the output of one or nore running
applications or the desktop on a host. This can utilize
vector graphics, raster graphics or video.

0 Presentation-data - can be a series of still inages or notion
Vi deo.

o Wiiteboarding - an application enabling the exchange of graphica
i nformation including i mages, pointers and filled and
unfilled parametric drawing el enents (points, |ines,
pol ygons and el | i pses).

0 (RTP-based) file transfer
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o Web (conference) chat/instant nessagi ng

I T T S +
| Traffic dass | | Tol erance to |
| Narme | Traffic Characteristics | Loss |Delay |Jitter

[ + + + + [
|  Multinedia | Variable size packets, | Low | Low | Low |
| Conferencing | Variable transmt interval, | - | - | - [
| | rate adaptive, reacts to | Medi unm Medi uni Medi urmn
| | loss, usually TCP-based | | | |
e e e o Fom e e e e e e e e e e ee oo Homm - - Homm - - Homm - - +

2.3 Realtine-Interactive Parent Traffic C ass

Realtime-Interactive traffic class is intended for interactive
variable rate inelastic applications that require low jitter and
| oss and very | ow del ay, such as the follow ng application
conponent s:

0 Ganing - interactive player video ganes with other users on other
hosts (e.g., Doom

o Virtual desktop (interactive) - simlar to an X-w ndows station
has no | ocal harddrive, or is operating an application with no
| ocal storage

0 Renote Desktop - controlling a renote node with | ocal peripherals
(i.e., nonitor, keyboard and nouse)

0 Telenetry - a communication that allows renpte neasurenent and
reporting of information (e.g., post launch nissile status or
ener gy nonitoring)

o e m e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e mao o +
| Traffic Class | [ Tol erance to [
| Narme | Traffic Characteristics | Loss |Delay |Jitter

| + + + + |
[ Real ti e | Inelastic, nostly variable | Low | Very | Low |
| Interactive | rate, rate increases with | | Low | |
| | user activity | | | |
Fom e e e oo Fom e e e e e e e e e m oo oo Homm - - - Homm - - - Homm - - - +

2.4 Multinmedia-Streaming Parent Traffic O ass

Mul tinedia-Streanming traffic class is best suited for variable rate
el astic streanm ng nedia applications where a human is waiting for
out put and where the application has the capability to react to
packet |oss by reducing its transm ssion rate, such as the follow ng
appl i cation conponents:
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0o Audio
0 Video
o Multiplex (i.e., conbined streans)

Wth adjective substrings to the above (which may or nay not get
| ANA regi stered)

(something to cover theater quality Netflix novies)
(sonething to cover YouTube)
Webcast

The primary difference fromthe Miltinedia-streani ng parent class
and the Broadcast parent class is about the length of tine for
buffering. Buffered stream ng audio and/or video (e.g., Netflix or
previ ousl y-recorded vi deos on web sites like CNN, ESPN or from an
internal corporate server). Buffering here can be from seconds to
hours (as opposed to Broadcast buffering which is nmininmal). The
buffering aspect is what differentiates this parent class fromthe
Broadcast class (which has mininmal or no buffering).

Tol erance to [

I I
| Nare | Traffic Characteristics | Loss |Delay |Jitter
| + + + + |
|  Miltinedia | Variable size packets, | Low - | Medi uni High
[ St reani ng | elastic with variable rate | Medi uni - Hi gh| [
I I I I I I
o e oo oo e e e e e e eeee oo - Fom e e Fom e e Fom e e +

2.5 Broadcast Parent Traffic C ass
Broadcast traffic class is best suited for inelastic streaning nedia
applications that may be of constant or variable rate, requiring | ow
jitter and very | ow packet |oss, such as the follow ng application
conponent s:
o | PTV
o Live events (though not the buffered ones)

o Video surveill ance
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o o o e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e emee oo +
| Traffic Class | [ Tol erance to [
| Nare | Traffic Characteristics | Loss |Delay |Jitter

| + + + + |
| Br oadcast | Constant and variable rate, | Very |Low - |Low -

[ | inelastic, generally | Low | Mediun Medi uni
| | non-bursty flows, generally | | | |
| | sustained high packet rate, | | | |
[ | Tow inter-packet transmission | [ [ [
| | interval, usually UDP framed | | | |
| | in (SRTP | | | |
Fom e e e oo Fom e e e e e e e e e m oo oo Homm - - - Homm - - - Homm - - - +

3. SDP Attribute Definition

Thi s docunment proposes the 'trafficclass’ session and nedi a-| eve
SDP [ RFC4566] attribute. The following is the Augnented

Backus- Naur Form (ABNF) [ RFC5234] syntax for this attribute, which
is based on the SDP [ RFC4566] grammmar:

attribute =/ traffic-classification

traffic-classification = "trafficclass”

:" [SP] parent-class
app-type *( app-param)

par ent - cl ass = "Broadcast" /
"Realtime-Interactive" /
"Ml tinmedi a- Conf erenci ng" /
"Ml tinedia-Streani ng" /
"Conversational " /
ext ensi on- mech

ext ensi on- nech = token

app-type = "audio" / "video" / "text" /
"application-sharing" /
"presentation-data" /
"whi t eboardi ng" / "webchat/IM /
“gam ng" / "virtual -desktop" /
"renot e-desktop” / "telemetry"/
"mul tiplex" / "Netflix" / "youtube" /
"webcast" / "IPTV'" / "live-events" /
"surveillance"

app- par am ="." adjective /

cac-cl ass

adj ective = "immersive" / "desktop-video" /
"Real time-Text" /"web" /
generic-param; from RFC3261

cac-cl ass = "admtted" / "non-admtted"

Pol k, et al. Expi res January 11, 2012 [ Page 11]



I nternet-Draft SDP trafficclass Attribute July 2011

The attribute is nanmed "trafficclass", for traffic classification

i dentifying which one of the five traffic classes applies to the
medi a stream There MJST NOT be nore than one trafficclass attribute
per nedia line. Confusion would result in where nore than one exists
per ne |ine.

The parent classes in this docunment are an augnented version of the
application labels introduced by table 3 of RFC 4595 (which will be
rewitten based on the updated | abels and treatnments expected for
each traffic class defined in this document).

Parent C asses Defined
in this docunment

Application Labels
Defined in RFC 4594

Br oadcast - vi deo Br oadcast
o e +
| Realtine-Interactive | Real ti me-Interactive |
oo e e e e aao oo s e +
| Ml timedi a- Conferencing | Mul t i medi a- Conf er enci ng |
S S +
| Miltinmedia-Stream ng | Mul ti medi a- St reani ng |
o e +
| Tel ephony | Conver sati onal |
oo e e e e aao oo s e +

Tabl e 6. Label Changes from RFC 4594

As is evident fromthe changes above, fromleft to right, two |abels
are different and each of the neanings are different in this
docunent relative to how RFC 4594 defined them These differences
are articulated in Section 2 of this docunent.

A parent class is a human under st andabl e categori zation, and MJST
NOT be the only part of the traffic class |abel present in the
attribute. The parent class string MIST al ways be paired with an
application type, with a "." as the string separator.

The application types (app-type) define the application of a
particular traffic flow The application types are listed both in
the ABNF and defined in Section 2 of this document. Not every

conbi nation parent class is paired with application types, at |east
as defined in this document. Section 2.1 through 2.5 |ist nmany of

t he expected conbi nati ons.

For additional application type granularity, adjective strings can
be added (also listed in Section 2). One or nore adjectives can be
within the sane traffic class attribute. It is also permitted to

i nclude one or nore non-1ANA regi stered adjective | abel, but these
MUST be prefaced by the additional delimiter "_", creating a
possibility such as
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par ent - cl ass. appl i cati on-type. adj ecti ve. _non-standard- adj ecti ve
NNNN

See the underscore
For exanple, this is valid:

mrFaudi o 50000 RTP/ AVP 112
a=trafficclass Conversational.video.imersive._foo._bar

Where both "foo" and "bar" are not | ANA registered adjectives, but
imersive is | ANA regi stered. However, including non-registered
adj ectives without the " " delimter is not pernmitted, such as the
fol | owi ng:

nmraudi o 50000 RTP/ AVP 112
a=trafficclass Conversational.video.inmmersive.foo. bar

There is no limt to the nunber of adjectives allowed, without
regard for whether they are registered or not. These non-registered
adj ectives can be vendor generated, or nerely considered to be
proprietary in nature.

It is inportant to note that the order of conponents matters, but
only for the conmponents. In other words, the parent class conmponent
MUST be before the application conponent, which MJST be before the
adj ective conponent, which MJST be before the cac-cl ass conmponent.
If there are no adjective conponents, the cac-class conponent is

i medi ately after the application conponent.

If there is nore than one adjective conponent describing a traffic
class, the order of the adjectives MJUST NOT natter. Sone al gorithm
such as al phabetizing the list and matching the understood strings
SHOULD be used.

In addition to, or as an alternative to one or nore adjectives , a
cac-cl ass val ue MAY be present indicating whether or not a session
has had call admi ssion control applied to it. The follow ng two
val ues are created by this docunment for the cac-class val ue:

- admtted
- nonadm tted

The default cac-class value for any trafficclass attribute is
nonadni tted, even if not present. There MJUST NOT be nore than one
cac-cl ass sub-string per n¥line.

Any application, adjective or cac-class string conmponent within this
attribute that is not understood MJST be ignored, |leaving all that
is understood to be processed. Ignored string conponents SHOULD NOT
be deleted, as a downstreamentity could understand the conponent(s)
and use it/them
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Not understandi ng the parent class string SHOULD nean that this
attribute is ignored.

The following is an exanple of nedia | evel description with a
"trafficclass’ attribute:

mFaudi o 50000 RTP/ AVP 112
a=trafficclass conversational.video.inmersive.adnm tted

The above indicates a nmultiscreen tel epresence session that has had
call adm ssion control applied to the nedia fl ow.

4. O fer/ Answer Behavi or

Through the inclusion of the "trafficclass’ attribute, an

of fer/ answer exchange identifies the application type for use by
endpoints within a session. Policy elenents can use this attribute
to determne the acceptability and/or treatnment of that session
through | ower layers. One specific use-case is for setting of the
DSCP specific for that application type (say a Broadcast instead

of a converstaional video), decided on a per domain basis -

i nstead of exclusively by the offering donain.

4.1 O fer Behavior

O ferers include the "trafficclass’ attribute with a single well
string conprised of two or nore conponents (fromthe list in Section
2) to obtain configurable and predictable classification between the
answerer and the offerer. The offerer can also include a private set
of conponents, or a conbination of | ANA registered and private
components within a single domain (e.g., enterprise networks).

O ferers of this "trafficclass’ attribute MJUST NOT change the | abe
intransit (e.g., wt to B2BUAs). SBCs at donmi n boundaries can
change this attribute through |ocal policy.

O fers containing a 'trafficclass’ |abel not understood are ignored
by default (i.e., as if there was no "trafficclass’ attribute in the
of fer).

4.2 Answer Behavi or

Upon receiving an offer containing a 'trafficclass’ attribute, if
the offer is accepted, the answerer will use this attribute to
classify the session or nedia (level) traffic accordingly towards
the offerer. This answer does not need to match the traffic class in
the offer, though this will likely be the case nost of the tine.
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In order to understand the traffic class attribute, the answerer
MUST check several conponents within the attribute, such as

1 - does the answerer understand the parent conponent?
If not, the attribute SHOULD be i gnored.
If yes, it checks the application conponent.

2 - does the answerer understand the application conponent?
If not, the answerer needs to check if it has a local policy to
proceed wi t hout an application conponent. The default for this
situation is as if the parent conponent was not understand,
i.e., the attribute SHOULD be ignored.
If yes, it checks there are any ot her conmponent present in this
attribute to start its classification.

3 - does the answerer understand the adjective conponent or

components if any are present?

If not present, see if there is a cac-class conponent, and
bef ore processing classification

If yes, deternmine if there are nore than one. Al phabetize all of
the adjective conponents and match the traffic classification

4 - does the answerer understand the cac-cl ass conponent if present?

If not, consider the nedia flow for this nF line to be
nonadm tt ed.

If yes, classify whether this conmponent is CAC admitted or
nonadmni tt ed.

The answerer will answer the offer with its own "trafficclass
attribute, which will likely be the sane value, although this is not
mandatory (at this tine).

The answerer shoul d expect to receive RTP packets narked as
indicated by its "trafficclass’ attribute in the answer itself.

An Answer MAY have a 'trafficclass’ attribute when one was not in
the offer. This will at least aid the |local domain, and perhaps
each domain the session transits, to categorize the application type
of this RTP session

Answerers that are m ddl eboxes can use the "trafficclass’ attribute
to classify the RTP traffic within this session however |ocal policy
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determines. |In other words, this attribute can help in deciding
whi ch DSCP an RTP streamis assigned within a domain, if the
answerer were an i nbound SBC to a domai n.

5. Security considerations

RFC 5897 [ RFC5897] discusses many of the pitfalls of service
classification, which is sinilar enough to this idea of traffic
classification to apply here as well. That docunent highly
recomrends the user not being able to set any classification
Barring a hack within an endpoint (i.e., to intentionally

m s-classifying (i.e., lying) about which classification an RTP
streamis), this document’s solution rmakes the classification part
of the signaling between endpoints, which is recommended by RFC
5897.

6. | ANA consi derations

6.1 Registration of the SDP "trafficclass Attribute

Thi s docunment requests IANA to register the followng SDP att-field
under the Session Description Protocol (SDP) Paraneters registry:

Cont act nane: j mpol k@i sco. com

Attribute nane: trafficcl ass

Long-form attri bute nane: Traffic O assification

Type of attribute: Session and Media | evels

Subj ect to charset: No

Pur pose of attribute: To indicate the Traffic O assification

application for this session
Al'l owed attribute val ues: | ANA Regi stered Tokens
Regi stration Procedures: Specification Required
Type SDP Nare Ref erence
att-field (both session and nedia level)
trafficcl ass [this docunent]
6.2 The Traffic Cassification Application Type Registration
Thi s docunment requests |ANA to create a new registry for the

traffic application classes simlar to the following table within
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Regi stry Nane:

Ref er ence

Regi stration Procedures:

SDP trafficclass Attribute

[this docunent]

Par ent Val ues

Br oadcast

Realtime-I nteractive
Mul t i medi a- Conf er enci ng
Mul ti medi a- Streani ng
Conver sati ona

Thi s docunent

Speci fication Required

Ref er ence

[this document]
[this docunent]
[this docunent]
[this docunent]
[this docunent]

6.3 The Traffic Cassification Application Type Registration

within the Session Description Protocol

Regi stry Name:

Ref er ence

Regi stration Procedures:

[this docunent]

Application Val ues

Text

application-sharing
Present ati on-dat a

Whi t eboar di ng
Webchat /i nst ant nessagi ng

Gani ng

Vi rtual - deskt op
Renot e- deskt op

Tel enmetry
Mul ti pl ex
Net flix*
YouTube*
Webcast

| PTV

Li ve-events
surveil |l ance

[Editor’s Note:

Pol k, et al

Speci fication Required

(SDP) Paraneters registry:

Ref erence

[this docunent]
[this docunent]
[this docunent]
[this docunent]
[this document]
[this document]
[this docunent]
[this docunent]
[this docunent]
[this docunent]
[this document]
[this document]
[this docunent]
[this docunent]
[this docunent]
[this docunent]
[this document]
[this document]

these are placehol ders unti
can be agreed to by the WG
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"trafficclass" SDP Application Type Attribute Val ues

requests IANA to create a new registry for the
traffic application classes simlar to the followi ng table
(SDP) Paraneters registry:

"trafficclass" Attribute Application Type Val ues

a nore generic string
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6.4 The Traffic Cassification Adjective Registration

Thi s docunent requests |ANA to create a new registry for the
traffic application classes simlar to the follow ng table
within the Session Description Protocol (SDP) Paraneters registry:

Regi stry Name: "trafficclass" Attribute Adjective Val ues
Ref erence: [this docunent]
Regi stration Procedures: Specification Required

Application Val ues Ref erence

| mer si ve [this docunent]
Deskt op- vi deo [this docunent]
Real ti me- Text [this docunent]
web [this docunent]

6.5 The Traffic Classification Attribute Call Adm ssion Control C ass
Regi stration

Thi s docunment requests IANA to create a new registry for the
Call Admi ssion Control Class simlar to the following table within
the Session Description Protocol (SDP) Paraneters registry:

Regi stry Name: "trafficclass" SDP Call Admission Control C ass
(cac-class) Attribute Val ues

Ref erence: [this docunent]

Regi stration Procedures: Specification Required

Attribute Val ues Ref erence
Admitted [this docunent]
Non-admitted [this docunent]
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