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NAT logging 

• Is required for legal requirements, traceability 
and data retention 

• This draft defines 

–  formats for NAT/NAT64 event logging 
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NAT Logging - 2 

• Ability to write applications to collect the data 
and process in a generic way 

• Vendor agnostic 

• Draft does NOT specify the transport protocol 
to be used to carry the data 
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Changes in Version -03   

• Destination logging optional 

• Added IANA registry requirements 

• Incorporated other comments 
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Open questions 

• DSCP bits to be logged? 

– DSCP can be used as a multiplexer  

 

• Should we specify transport protocol? 
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Next steps 

• Adopt as WG item? 
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