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Status and Next Steps

 Current status:
— Completed WG LC

— Received comments from Gregory Mirsky and Joel
Halpern

— Updated the document to address the comments
— Posted -03 after the IETF 83 |-D deadline

* Next Step

— Check comment resolution with Gregory and Joel
— Ask for a second LC?



Changes in -03

The threats precede the requirements.
The threats are embellished with more explanation.

The requirements text is expanded, and the
requirements are numbered.

The compound requirements are broken apart and
stated more simply.

It should be clearer where the requirements “come
from.”

Authentication, integrity, replay are MUST.

Confidentiality, key management, and crypto agility
are SHOULD - align with KARP (key management
for routing and transport protocols). 4




Changes in -03

"MUST implement” does not mean "must use”

Some of the unclear phrases have been re-
written: “MPLS-TP and MPLS” = “MPLS-TP and
MPLS without TP” and others.

Several other suggestions, of a more editorial
nature, in the WG LC comments were
Incorporated.

Some general editorial cleanup and updates to
the references are included



