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Abstract
The Hypertext Transfer Protocol (HTTP) is an application-I|eve
protocol for distributed, collaborative, hypertext information
systens. This docunent defines range requests and the rules for
constructing and conbi ni ng responses to those requests.

Edi

torial Note (To be renoved by RFC Editor)

Di scussion of this draft takes place on the HTTPBI S wor ki ng group
mailing list (ietf-http-wg@®3.org), which is archived at
<http://lists.w3.org/Archives/Public/ietf-http-wgy/>.

The current issues list is at
<http://tools.ietf.org/wy/httpbis/trac/report/3> and rel at ed
docunents (including fancy diffs) can be found at
<http://tools.ietf.org/ wy/httpbis/>.

The changes in this draft are sumarized in Appendix E. 1.
Status of This Menp

This Internet-Draft is submtted in full conformance with the
provi sions of BCP 78 and BCP 79.

Internet-Drafts are working docunents of the Internet Engineering
Task Force (I ETF). Note that other groups may also distribute
wor ki ng documents as Internet-Drafts. The list of current Internet-
Drafts is at http://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maxi num of six nonths
and may be updated, replaced, or obsoleted by other docunents at any
time. It is inappropriate to use Internet-Drafts as reference
material or to cite themother than as "work in progress.”

This Internet-Draft will expire on January 17, 2013.
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1. Introduction

HTTP clients often encounter interrupted data transfers as a result
of cancel ed requests or dropped connections. Wen a client has
stored a partial representation, it is desirable to request the

remai nder of that representation in a subsequent request rather than
transfer the entire representation. There are also a nunmber of Wb
applications that benefit frombeing able to request only a subset of
a larger representation, such as a single page of a very large
docunent or only part of an inmage to be rendered by a device with
limted | ocal storage.

Thi s docunment defines HTTP/ 1.1 range requests, partial responses, and
the multipart/byteranges media type. The protocol for range requests
is an OPTIONAL feature of HITP, designed so resources or recipients
that do not inplenment this feature can respond as if it is a nornal
GET request without inpacting interoperability. Partial responses
are indicated by a distinct status code to not be m staken for ful
responses by internmedi ate caches that m ght not inplenment the
feature.

Al t hough the HTTP range request nechanismis designed to allow for
extensi bl e range types, this specification only defines requests for
byte ranges.

1.1. Conformance and Error Handling

The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOMMENDED', "MAY", and "OPTIONAL" in this
docunment are to be interpreted as described in [ RFC2119].

This specification targets conformance criteria according to the role
of a participant in HITP conmuni cation. Hence, HITP requirenents are
pl aced on senders, recipients, clients, servers, user agents,
internmedi aries, origin servers, proxies, gateways, or caches,
dependi ng on what behavi or is being constrained by the requirenent.
See Section 2 of [Partl] for definitions of these ternmns.

The verb "generate" is used instead of "send" where a requirenent
differentiates between creating a protocol elenent and nerely
forwarding a received el ement downstream

An inplementation is considered conformant if it conplies with all of
the requirenents associated with the roles it partakes in HTTP. Note
that SHOULD-1evel requirements are rel evant here, unless one of the
docunent ed exceptions is applicable.

Thi s docunment al so uses ABNF to define valid protocol elenents
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(Section 1.2). 1In addition to the prose requirements placed upon
them senders MJST NOT generate protocol elenments that do not match
the grammar defined by the ABNF rules for those protocol elenents
that are applicable to the sender’s role. |If a received protoco

el ement is processed, the recipient MIJST be able to parse any val ue
that would match the ABNF rules for that protocol elenent, excluding
only those rules not applicable to the recipient’s role.

Unl ess noted otherw se, a recipient MAY attenpt to recover a usable
protocol elenent froman invalid construct. HITP does not define
specific error handling mechani sns except when they have a direct

i mpact on security, since different applications of the protoco
require different error handling strategies. For exanple, a Wb
browser mght wish to transparently recover froma response where the
Locati on header field doesn’'t parse according to the ABNF, whereas a
systens control client m ght consider any formof error recovery to
be danger ous.

1.2. Syntax Notation

This specification uses the Augnmented Backus- Naur Form ( ABNF)
notation of [RFC5234] with the list rule extension defined in Section
1.2 of [Partl]. Appendix C describes rules inported from other
docunents. Appendi x D shows the collected ABNF with the list rule
expanded.

2. Range Units

HTTP/ 1.1 allows a client to request that only part (a range) of the
representation be included within the response. HITP/ 1.1 uses range
units in the Range (Section 5.4) and Content-Range (Section 5.2)
header fields. A representation can be broken down into subranges
according to various structural units.

range- unit = bytes-unit / other-range-unit
byt es- uni t = "bytes"
ot her-range-unit = token

HTTP/ 1.1 has been designed to allow inplenentations of applications
that do not depend on know edge of ranges. The only range unit
defined by HTTP/1.1 is "bytes". Additional specifiers can be defined
as described in Section 2.1.

If a range unit is not understood in a request, a server MJST ignore
t he whol e Range header field (Section 5.4). |If a range unit is not
understood in a response, an internmediary SHOULD pass the response to
the client; a client MJST fail
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3.

3.

1.

1.

Range Specifier Registry

The HTTP Range Specifier Registry defines the name space for the
range specifier nanes.

Regi strations MJUST include the follow ng fields:
0 Name

o Description

0 Pointer to specification text

Val ues to be added to this nane space require | ETF Review (see
[ RFC5226], Section 4.1).

The registry itself is maintained at
<http://wwv. i ana. or g/ assi gnnent s/ htt p-range-speci fi ers>

St at us Code Definitions
206 Partial Content

The server has fulfilled the partial GET request for the resource.
The request MJST have included a Range header field (Section 5.4)
i ndi cating the desired range, and MAY have included an |f-Range
header field (Section 5.3) to nmake the request conditional

The response MJUST include the foll owi ng header fields:

o Either a Content-Range header field (Section 5.2) indicating the
range included with this response, or a multipart/byteranges
Cont ent - Type i ncludi ng Content-Range fields for each part. If a
Content-Length header field is present in the response, its val ue
MUST match the actual nunber of octets transmitted in the nessage
body.

o Date

0 Cache-Control, ETag, Expires, Content-Location and/or Vary, if the
header field would have been sent in a 200 (OK) response to the
sanme request

If a 206 is sent in response to a request with an |f-Range header
field, it SHOULD NOT include other representation header fields.

O herwi se, the response MJUST include all of the representation header
fields that would have been returned with a 200 (OK) response to the
sane request.
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Caches MAY use a heuristic (see Section 4.1.2 of [Part6]) to
determ ne freshness for 206 responses.

3.2. 416 Requested Range Not Satisfiable

A server SHOULD return a response with this status code if a request
i ncluded a Range header field (Section 5.4), and none of the ranges-
specifier values in this field overlap the current extent of the

sel ected resource, and the request did not include an |If-Range header
field (Section 5.3). (For byte-ranges, this neans that the first-
byt e-pos of all of the byte-range-spec val ues were greater than the
current length of the selected resource.)

When this status code is returned for a byte-range request, the
response SHOULD i nclude a Content-Range header field specifying the
current length of the representation (see Section 5.2). This
response MJUST NOT use the nultipart/byteranges content-type. For
exanpl e,

HTTP/ 1.1 416 Requested Range Not Sati sfiable
Date: Mon, 20 Jan 2012 15:41:54 GVl
Cont ent - Range: bytes */47022

Cont ent - Type: inage/gif

Note: Clients cannot depend on servers to send a 416 (Requested
Range Not Sati sfiable) response instead of a 200 (OK) response for
an unsatisfiabl e Range header field, since not all servers

i mpl ement this header field.

4. Responses to a Range Request
4.1. Response to a Single and Miultiple Ranges Request

When an HTTP nessage includes the content of a single range (for
exanpl e, a response to a request for a single range, or to a request
for a set of ranges that overlap w thout any holes), this content is
transmtted with a Content-Range header field, and a Content-Length
header field showi ng the nunber of bytes actually transferred. For
exanpl e,

HTTP/ 1.1 206 Partial Content

Date: Wed, 15 Nov 1995 06: 25:24 GMI
Last-Modified: Wed, 15 Nov 1995 04:58: 08 GMI
Cont ent - Range: bytes 21010-47021/ 47022

Cont ent - Lengt h: 26012

Cont ent - Type: inmage/qif

When an HTTP nessage includes the content of nultiple ranges (for
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exanpl e, a response to a request for multiple non-overl apping
ranges), these are transnmitted as a nultipart nessage. The nultipart
medi a type used for this purpose is "multipart/byteranges"” as defined
i n Appendi x A

A server MAY conbi ne requested ranges when those ranges are
overl apping (see Section 7.1).

A response to a request for a single range MUST NOT be sent using the
mul ti part/byteranges nedia type. A response to a request for
mul ti ple ranges, whose result is a single range, MAY be sent as a

mul ti part/byteranges nedia type with one part. A client that cannot
decode a nultipart/byteranges nessage MJUST NOT ask for multiple
ranges in a single request.

When a client asks for multiple ranges in one request, the server
SHOULD return themin the order that they appeared in the request.

4.2. Conbi ni ng Ranges

A response m ght transfer only a subrange of a representation if the
connection closed prematurely or if the request used one or nore
Range specifications. After several such transfers, a client mght
have recei ved several ranges of the sane representation. These
ranges can only be safely conbined if they all have in comon the
same strong validator, where "strong validator" is defined to be
either an entity-tag that is not marked as weak (Section 2.3 of
[Part4]) or, if no entity-tag is provided, a Last-Modified val ue that
is strong in the sense defined by Section 2.2.2 of [Part4].

When a client receives an inconplete 200 (OK) or 206 (Parti al

Content) response and al ready has one or nore stored responses for
the sane nmethod and effective request URI, all of the stored
responses with the same strong validator MAY be conbined with the
partial content in this new response. |If none of the stored
responses contain the sanme strong validator, then this new response
corresponds to a new representati on and MUST NOT be comnbined with the
exi sting stored responses.

If the new response is an inconplete 200 (OK) response, then the
header fields of that new response are used for any conbi ned response
and repl ace those of the nmatching stored responses.

If the new response is a 206 (Partial Content) response and at | east
one of the matching stored responses is a 200 (OK), then the conbi ned
response header fields consist of the nbst recent 200 response’s
header fields. |If all of the matching stored responses are 206
responses, then the stored response with the nost header fields is
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5.

1.

used as the source of header fields for the conbined response, except
that the client MJST use other header fields provided in the new
response, aside from Content-Range, to replace all instances of the
correspondi ng header fields in the stored response.

The conbi ned response nessage body consists of the union of partia
content ranges in the new response and each of the selected
responses. |If the union consists of the entire range of the
representation, then the conbi ned response MIST be recorded as a
conplete 200 (OK) response with a Content-Length header field that
reflects the conplete length. Oherw se, the conbined response(s)
MUST i ncl ude a Content-Range header field describing the included
range(s) and be recorded as inconplete. |If the union consists of a
di sconti nuous range of the representation, then the client MAY store
it as either a nultipart range response or as nultiple 206 responses
wi th one continuous range each.

Header Field Definitions

This section defines the syntax and semantics of HITP/ 1.1 header
fields related to range requests and partial responses.

Accept - Ranges

The "Accept-Ranges" header field allows a resource to indicate its
acceptance of range requests.

Accept - Ranges = accept abl e-ranges
accept abl e-ranges = 1#range-unit / "none"

Origin servers that accept byte-range requests MAY send
Accept - Ranges: bytes

but are not required to do so. dients MAY generate range requests

wi t hout having received this header field for the resource invol ved.

Range units are defined in Section 2.

Servers that do not accept any kind of range request for a resource
MAY send

Accept - Ranges: none

to advise the client not to attenpt a range request.
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5.2. Content-Range
The " Content-Range" header field is sent with a partial
representation to specify where in the full representation the
payl oad body is intended to be applied.
Range units are defined in Section 2.

Cont ent - Range = byt e-content-range-spec
/ other-content-range-spec

byt e- cont ent - r ange- spec byt es-unit SP
byt e-range-resp-spec "/"

( instance-length / "*" )

byt e-range-r esp- spec (first-byte-pos

" n

| ast - byt e- pos)

i nstance-1ength 1*DIAT

ot her - content -range-spec = ot her-range-unit SP
ot her -range-resp-spec
* CHAR

ot her -range-r esp- spec

The header field SHOULD indicate the total |length of the ful
representation, unless this length is unknown or difficult to
determ ne. The asterisk "*" character nmeans that the instance-length
is unknown at the tine when the response was generat ed.

Unl i ke byte-ranges-specifier values (see Section 5.4.1), a byte-
range-resp-spec MJST only specify one range, and MJST contain
absol ute byte positions for both the first and |l ast byte of the
range.

A byte-content-range-spec with a byte-range-resp-spec whose | ast -
byte-pos value is less than its first-byte-pos val ue, or whose

i nstance-length value is less than or equal to its | ast-byte-pos
value, is invalid. The recipient of an invalid byte-content-range-
spec MJST ignore it and any content transferred along with it.

In the case of a byte range request: A server sending a response with
status code 416 (Requested Range Not Sati sfiable) SHOULD include a
Content-Range field with a byte-range-resp-spec of "*". The

i nstance-length specifies the current |length of the sel ected
resource. A response with status code 206 (Partial Content) MJST NOT
include a Content-Range field with a byte-range-resp-spec of "*".

The "Cont ent - Range" header field has no meaning for status codes that
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do not explicitly describe its semantic. Currently, only status
codes 206 (Partial Content) and 416 (Requested Range Not Sati sfiabl e)
descri be the nmeaning of this header field.

Exanpl es of byte-content-range-spec val ues, assuning that the
representation contains a total of 1234 bytes:

o The first 500 bytes:

bytes 0-499/1234
0 The second 500 bytes:

byt es 500-999/ 1234
0o Al except for the first 500 bytes:

byt es 500- 1233/ 1234
o The last 500 bytes:

bytes 734-1233/1234
If the server ignores a byte-range-spec (for example if it is
syntactically invalid, or if it might be seen as a denial -of-service
attack), the server SHOULD treat the request as if the invalid Range
header field did not exist. (Normally, this nmeans return a 200 (OK)
response containing the full representation).

5.3. If-Range

If aclient has a partial copy of a representation and wi shes to have
an up-to-date copy of the entire representation, it could use the
Range header field with a conditional CET (using either or both of

| f-Unnodified-Since and If-Match.) However, if the condition fails
because the representation has been nodified, the client would then
have to make a second request to obtain the entire current
representation.

The "If-Range" header field allows a client to "short-circuit" the
second request. Infornmally, its meaning is "if the representation is
unchanged, send ne the part(s) that | am nissing; otherw se, send ne
the entire new representation”

If-Range = entity-tag / HITP-date

Clients MJST NOT use an entity-tag marked as weak in an |f-Range
field value and MUST NOT use a Last-Mdified date in an |f-Range
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field value unless it has no entity-tag for the representati on and
the Last-Mddified date it does have for the representation is strong
in the sense defined by Section 2.2.2 of [Part4].

A server that evaluates a conditional range request that is
applicable to one of its representati ons MJST eval uate the condition
as false if the entity-tag used as a validator is marked as weak or,
when an HITP-date is used as the validator, if the date value is not
strong in the sense defined by Section 2.2.2 of [Part4]. (A server
can di stinguish between a valid HITP-date and any formof entity-tag
by examining the first two characters.)

The |f-Range header field SHOULD only be sent by clients together
with a Range header field. The If-Range header field MJST be ignored
if it is received in a request that does not include a Range header
field. The If-Range header field MJST be ignored by a server that
does not support the sub-range operation

If the validator given in the |f-Range header field natches the
current validator for the selected representation of the target
resource, then the server SHOULD send the specified sub-range of the
representation using a 206 (Partial Content) response. |If the
val i dat or does not match, then the server SHOULD send the entire
representation using a 200 (OK) response.

5.4. Range
5.4.1. Byte Ranges

Since all HITP representations are transferred as sequences of bytes,
the concept of a byte range is meaningful for any HITP
representation. (However, not all clients and servers need to
support byte-range operations.)

Byte range specifications in HITP apply to the sequence of bytes in
the representation body (not necessarily the sane as the nessage
body) .

A byte range operation MAY specify a single range of bytes, or a set
of ranges within a single representation

byt e-ranges-specifier = bytes-unit "=" byte-range-set

byt e-range-set = 1#( byte-range-spec / suffix-byte-range-spec )
byt e-range-spec = first-byte-pos "-" [ |ast-byte-pos ]
first-byte-pos = 1*DIGT

| ast - byt e- pos = 1*DAd T

The first-byte-pos value in a byte-range-spec gives the byte-offset
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of the first byte in a range. The |ast-byte-pos val ue gives the
byte-offset of the last byte in the range; that is, the byte
positions specified are inclusive. Byte offsets start at zero.

If the last-byte-pos value is present, it MJST be greater than or
equal to the first-byte-pos in that byte-range-spec, or the byte-
range-spec is syntactically invalid. The recipient of a byte-range-
set that includes one or nore syntactically invalid byte-range-spec
val ues MJST ignore the header field that includes that byte-range-
set.

If the |last-byte-pos value is absent, or if the value is greater than
or equal to the current length of the representati on body, |ast-byte-
pos is taken to be equal to one less than the current [ength of the
representation in bytes.

By its choice of last-byte-pos, a client can linit the nunber of
bytes retrieved w thout knowi ng the size of the representation
suf fi x-byte-range-spec = "-" suffix-length
suffix-length = 1*DIG T

A suffix-byte-range-spec is used to specify the suffix of the
representation body, of a length given by the suffix-length val ue.
(That is, this formspecifies the |ast N bytes of a representation.)
If the representation is shorter than the specified suffix-Iength,
the entire representation is used.

If a syntactically valid byte-range-set includes at |east one byte-
range- spec whose first-byte-pos is less than the current |ength of
the representation, or at |east one suffix-byte-range-spec with a
non-zero suffix-length, then the byte-range-set is satisfiable.

O herwi se, the byte-range-set is unsatisfiable. |If the byte-range-
set is unsatisfiable, the server SHOULD return a response with a 416
(Request ed Range Not Satisfiable) status code. O herw se, the server
SHOULD return a response with a 206 (Partial Content) status code
containing the satisfiable ranges of the representation

In the byte range syntax, first-byte-pos, |ast-byte-pos, and suffix-
| ength are expressed as deci nal nunber of octets. Since there is no
predefined limt to the length of an HTTP payl oad, recipients SHOULD
anticipate potentially | arge deci mal nunerals and prevent parsing
errors due to integer conversion overfl ows.

Exanpl es of byte-ranges-specifier values (assuming a representation
of length 10000):
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o The first 500 bytes (byte offsets 0-499, inclusive):
byt es=0- 499
0 The second 500 bytes (byte offsets 500-999, inclusive):
byt es=500- 999
o The final 500 bytes (byte offsets 9500-9999, inclusive):
byt es=-500
O
byt es=9500-
o The first and | ast bytes only (bytes 0 and 9999):
byt es=0-0, -1

0 Several l|legal but not canonical specifications of the second 500
bytes (byte offsets 500-999, inclusive):

byt es=500- 600, 601- 999
byt es=500- 700, 601- 999

.2. Range Retrieval Requests

The "Range" header field defines the GET nethod (conditional or not)
to request one or nore sub-ranges of the response representation
body, instead of the entire representati on body.

Range = byte-ranges-specifier / other-ranges-specifier
ot her-ranges-specifier = other-range-unit "=" other-range-set
ot her-range-set = 1*CHAR

A server MAY ignore the Range header field. However, origin servers
and internedi ate caches ought to support byte ranges when possible,
since Range supports efficient recovery frompartially fail ed
transfers, and supports efficient partial retrieval of |arge
representations.

If the server supports the Range header field and the specified range
or ranges are appropriate for the representation

0 The presence of a Range header field in an unconditional CGET
nodi fies what is returned if the GET is otherw se successful. In
ot her words, the response carries a status code of 206 (Parti al
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6.

6.

Content) instead of 200 (OK).

o The presence of a Range header field in a conditional GET (a
request using one or both of If-Modified-Since and If-None-Match,
or one or both of I|f-Unnodified-Since and |f-Match) nodifies what
is returned if the CGET is otherw se successful and the condition
is true. 1t does not affect the 304 (Not Modified) response
returned if the conditional is false.

In sone cases, it mght be nore appropriate to use the |If-Range
header field (see Section 5.3) in addition to the Range header field.

If a proxy that supports ranges receives a Range request, forwards
the request to an inbound server, and receives an entire
representation in reply, it MAY only return the requested range to
its client.

I ANA Consi derations
1. Status Code Registration
The HTTP Status Code Registry |ocated at

<http://ww.iana. org/assi gnment s/ http-status-codes> shall be updated
with the registrations bel ow

Fomm oo - Fom e e e e e e e e m e e o m e e oo o - +
| Value | Description | Reference |
Fom oo - o m e e e e e e e e e e e e mo— oo e e e - +
| 206 | Partial Content | Section 3.1 |
| 416 | Requested Range Not Satisfiable | Section 3.2 |
[ R, o m e e e e e e e e e eme— oo - o m e +

.2. Header Field Registration

The Message Header Field Registry located at <http://ww.iana. org/
assi gnnent s/ mnessage- header s/ nessage- header -i ndex. ht M > shal |l be
updated with the permanent registrations bel ow (see [ RFC3864]):

B Fom e - Fom e - TSRS +
| Header Field Name | Protocol | Status | Reference [
oo (R (R R +
| Accept - Ranges | http | standard | Section 5.1 |
| Content - Range | http | standard | Section 5.2 |
| I'f-Range | http | standard | Section 5.3 |
| Range | http | standard | Section 5.4 |
S Fom e o - Fom e o - e e e - +
The change controller is: "IETF (iesg@etf.org) - Internet
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Engi neering Task Force".
6.3. Range Specifier Registration

The registration procedure for HTTP Range Specifiers is defined by
Section 2.1 of this docunent.

The HTTP Range Specifier Registry shall be created at
<http://ww.iana. org/ assi gnment s/ http-range-specifiers> and be
popul ated with the regi strations bel ow

o e oo oo m e e e e e e e e e e e eeaa o S +
| Range | Description | Reference |
| Specifier | | |
| Nane | | |
Fom e e e oo o m e o e e e e e e e e e e ee—aa- o e e e - +
| bytes | a range of octets | Section 2 |
| none | reserved as keyword, indicating no | Section 5.1 |
| | ranges are supported | |
B o m e e e e e e e e e e e e e e e e o m e e oo o - +
The change controller is: "IETF (iesg@etf.org) - Internet

Engi neeri ng Task Force".

7. Security Considerations
This section is neant to inform application devel opers, information
provi ders, and users of the security limtations in HITP/1.1 as
described by this docunent. The discussion does not include
definitive solutions to the problens reveal ed, though it does nake
sone suggestions for reducing security risks.

7.1. Overl appi ng Ranges
Range requests containing overl apping ranges can |lead to the
situation where a server is sending far nore data than the size of
the conpl ete resource representation
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Appendi x A.  Internet Media Type multipart/byteranges
When an HTTP 206 (Partial Content) response nessage includes the
content of nultiple ranges (a response to a request for nultiple non-
overl apping ranges), these are transmtted as a nultipart nessage
body ([RFC2046], Section 5.1). The nedia type for this purpose is
called "nmultipart/byteranges”. The following is to be registered
with | ANA [ RFC4288] .
The mul tipart/byteranges nedia type includes one or nore parts, each
with its own Content-Type and Content-Range fields. The required
boundary paraneter specifies the boundary string used to separate
each body-part.
Type nanme: nmultipart
Subt ype nane: byteranges
Requi red parameters: boundary
Optional paraneters: none

Encodi ng considerations: only "7bit", "8bit", or "binary" are
pernmitted

Security considerations: none
Interoperability considerations: none
Publ i shed specification: This specification (see Appendix A).

Applications that use this nedia type: HITP conponents supporting
mul tiple ranges in a single request.

Addi tional information:
Magi ¢ nunber(s): none
File extension(s): none
Maci ntosh file type code(s): none

Person and enmi|l address to contact for further information: See
Aut hors Secti on.
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I nt ended usage: COMVON
Restrictions on usage: none

Aut hor/ Change controller: |ESG

Note: Despite the name "nultipart/byteranges" is not

the byte ranges only.
For exanpl e:

HTTP/ 1.1 206 Parti al Content
Dat e: Wed, 15 Nov 1995 06: 25:24 GMI

Last-Modified: Wed, 15 Nov 1995 04:58:08 GV

July 2012

limted to

Content-type: rmnultipart/byteranges; boundary=TH S_STRI NG _SEPARATES

--TH S_STRI NG_SEPARATES
Content-type: application/pdf
Cont ent -range: bytes 500-999/8000

...the first range...

- - TH S_STRI NG_SEPARATES
Content-type: application/pdf

Cont ent -range: bytes 7000- 7999/ 8000

...the second range
--TH S_STRI NG_SEPARATES- -

Anot her exanpl e, using the "exanpleunit" range unit:

HTTP/ 1.1 206 Partial Content
Date: Tue, 14 Nov 1995 06: 25:24 GWII
Last- Mbdi fied: Tue, 14 July 04:58:08 GV

Content-type: multipart/byteranges; boundary=TH S STRI NG _SEPARATES

--TH S_STRI NG_SEPARATES
Content-type: video/ exanpl e
Cont ent -range: exanpleunit 1.2-4.3/25

...the first range...

- - THI S_STRI NG_SEPARATES

Content-type: video/ exanpl e

Cont ent-range: exanpleunit 11.2-14.3/25

...the second range
--TH S_STRI NG_SEPARATES- -

Not es:
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1. Additional CRLFs MAY precede the first boundary string in the
body.

2. Although [ RFC2046] permts the boundary string to be quoted, sone
exi sting inplenentations handl e a quoted boundary string
incorrectly.

3. A nunber of clients and servers were coded to an early draft of
the byteranges specification to use a nmedia type of nultipart/
X- byt eranges, which is alnost, but not quite conpatible with the
version docunented in HTTP/1.1

Appendi x B. Changes from RFC 2616
I ntroduce Range Specifier Registry. (Section 2.1)

Clarify that it is not ok to use a weak validator in a 206 response.
(Section 3.1)

Change ABNF productions for header fields to only define the field
val ue. (Section 5)

Clarify that multipart/byteranges can consist of a single part.
(Appendi x A)

Appendi x C. I nported ABNF

The following core rules are included by reference, as defined in
Appendi x B.1 of [RFC5234]: ALPHA (letters), CR (carriage return),
CRLF (CR LF), CTL (controls), DIAT (decinmal 0-9), DQOTE (doubl e
quote), HEXDI G (hexadecimal 0-9/A-F/a-f), LF (line feed), OCTET (any
8-bit sequence of data), SP (space), and VCHAR (any visible US-ASClI
character).

Note that all rules derived fromtoken are to be conpared case-
insensitively, |like range-unit and acceptabl e-ranges.

The rules below are defined in [Part1]:

ONB
t oken

<OWB, defined in [Partl], Section 3.2.1>
<t oken, defined in [Partl], Section 3.2.4>

The rul es below are defined in other parts:

HTTP- dat e
entity-tag

<HTTP-date, defined in [Part2], Section 5.1>
<entity-tag, defined in [Part4], Section 2.3>
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Appendi x D. Col |l ected ABNF

Accept - Ranges = accept abl e-ranges

Cont ent - Range = byt e-content-range-spec / other-content-range-spec
HTTP-date = <HTTP-date, defined in [Part2], Section 5.1>

If-Range = entity-tag / HITP-date

OA5 = <ON5, defined in [Partl], Section 3.2.1>

Range = byte-ranges-specifier / other-ranges-specifier

acceptable-ranges = ( *( "," OA5 ) range-unit *( OA5 "," [ OAS
range-unit ] ) ) / "none"

byt e- cont ent -range-spec = bytes-unit SP byte-range-resp-spec "/" (
i nstance-length / "*" )

byt e-range-resp-spec = ( first-byte-pos "-" last-byte-pos ) / "*"
byte-range-set = *( "," OA5 ) ( byte-range-spec /
suffix-byte-range-spec ) *( O "," [ OA5 ( byte-range-spec /
suffix-byte-range-spec ) ] )

byt e-range-spec = first-byte-pos "-" [ |ast-byte-pos ]

byt e-ranges-specifier = bytes-unit "=" byte-range-set

bytes-unit = "bytes"

entity-tag = <entity-tag, defined in [Part4], Section 2.3>
first-byte-pos = 1*DIA T

instance-length = 1*DIA T

| ast-byte-pos = 1*DIA T

ot her-content-range-spec = other-range-unit SP other-range-resp-spec
ot her-range-resp-spec = *CHAR

ot her-range-set = 1*CHAR

ot her-range-unit = token

ot her-ranges-specifier = other-range-unit "=" other-range-set
range-unit = bytes-unit / other-range-unit

suf fi x-byte-range-spec = "-" suffix-length
suffix-length = 1*DIG T

token = <token, defined in [Partl], Section 3.2.4>
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Appendi x E.  Change Log (to be renoved by RFC Editor before publication)
Changes up to the first Wrking Goup Last Call draft are summarized
in <http://tools.ietf.org/htm/
draft-ietf-httpbis-p5-range-19#appendi x- D>.

E.1. Since draft-ietf-httpbis-p5-range-19

Cl osed i ssues:

o0 <http://tools.ietf.org/wy/httpbis/trac/ticket/358>. "ABNF |i st
expansi on code probl ent

0o <http://tools.ietf.org/wg/httpbis/trac/ticket/361> "ABNF
requirenents for recipients”

0 <http://tools.ietf.org/wg/httpbis/trac/ticket/367> "reserve
"none’ as byte range unit"

0o <http://tools.ietf.org/wg/httpbis/trac/ticket/368>: "note
i ntroduction of new | ANA registries as normative changes”

0 <http://tools.ietf.org/wg/httpbis/trac/ticket/369> "range units
vs | eading zeroes vs size"

I ndex
2
206 Partial Content (status code) 6
4
416 Requested Range Not Satisfiable (status code) 7
A
Accept - Ranges header field 9
C
Cont ent - Range header field 10
G

G anmmar
Accept - Ranges 9
accept abl e-ranges 9
byt e- cont ent -r ange- spec 10
byt e-range-resp-spec 10
byt e-range-set 12
byt e-range-spec 12
byt e-ranges-specifier 12
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bytes-unit 5
Cont ent - Range 10
first-byte-pos 12

I f-Range 11

i nstance-length 10
| ast - byte-pos 12
other-range-unit 5
Range 14

range-unit 5
ranges-specifier 12
suf fi x-byte-range-spec 13
suf fix-length 13

Header Fi el ds
Accept - Ranges 9
Cont ent - Range 10
| f-Range 11
Range 12

| f-Range header field 11

Medi a Type

mul ti part/byteranges 18

mul ti part/x-byteranges 20
mul ti part/byteranges Media Type 18
mul ti part/ x-byteranges Media Type 20

Range header field 12

St at us Codes
206 Partial Content 6
416 Requested Range Not Satisfiable 7
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